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1. Introduction

The W2 interface specification between the UE and the eP-CSCF.

2. Reason for Change

When the WebSocket protocol is used between the WIC and the eP-CSCF, it needs to be specified which entity acts as a WebSocket client, and which entity acts as a WebSocket server.

3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree upon, and add, the suggested changes to 3GPP TS 24.371.
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5.2
WIC (WebRTC IMS Client)
A WebRTC IMS Client (WIC) establishing the service control signalling path over W2 interface, that is compliant with this specification shall implement the role of WIC capabilities defined in subclause 6.2, subclause 7.2 and subclause 8.2.
Where SIP over websockets is used, as specified in RFC 7118 [2], and no alternative SIP profiles have been agreed between the operator of the eP-CSCF and the operator of the WWSF, then the SIP used by the WIC over the W2 reference point shall conform to the requirements for UE over the Gm reference point as specified in 3GPP TS 24.229 [3].
When the WebSocket protocol is used, the WIC shall act as a WebSocket Client, as defined in RFC 6455 [xx].
The SDP used shall conform to the requirements for UE over the Gm reference point as specified in 3GPP TS 24.229 [3].
Editor's note: If specific exceptions are identified in this document, then this subclause will also need to point to those exceptions.
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5.4
eP-CSCF (P-CSCF enhanced for WebRTC)
For the Mw reference point, the eP-CSCF shall conform to the requirements for the P-CSCF as specified in 3GPP TS 24.229 [3].

Where SIP over websockets is used, as specified in RFC 7118 [2], and no alternative SIP profile have been agreed between the operator of the eP-CSCF and the operator of the WWSF, then the SIP used by the eP-CSCF over the W2 reference point shall conform to the requirements for P-CSCF over the Gm reference point as specified in 3GPP TS 24.229 [3].
When the WebSocket protocol is used, the eP-CSCF shall act as a WebSocket Server, as defined in RFC 6455 [xx].
The SDP used by the eP-CSCF over the W2 reference point used shall conform to the requirements for UE over the Gm reference point as specified in 3GPP TS 24.229 [3].

Editor's note: If specific exceptions are identified in this document, then this subclause will also need to point to those exceptions.
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