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	Reason for change:
	When the UE provides the ESM information (APN, PCOs or both) of the first PDN connection over E-UTRAN, the UE is not aware of:

-
what the supported EPS network feature are, e.g. whether IMS voice over PS sessions is supported or not; and

-
what the PLMNs equivalent to the registered PLMN are.

These pieces of information are provided in ATTACH ACCEPT, i.e. after the UE provides the ESM information (APN, PCOs or both) of the first PDN connection over E-UTRAN in the ESM INFORMATION RESPONSE message.
It is advantageous to provide these pieces of information before the UE provides the ESM information (APN, PCOs or both) of the first PDN connection so that:
-
the UE can avoid creation of a PDN connection to unwanted APN, e.g. if the user wants to establish PDN connection to the IMS well known APN only when the IMS voice over PS sessions is supported; or

- the UE can specify correct APN of the first PDN connection when HPLMN is an equivalent PLMN, e.g. if the user wants to establish PDN connection to Internet APN only when the UE does not roam, i.e. when HPLMN is the registered PLMN or HPLMN is equivalent to the registered PLMN.

	
	

	Summary of change:
	MME and UE indicate support of sending/receiving IEs for the smart ESM information determination. If supported, the Equivalent PLMNs IE and the EPS network feature support IE are provided to the UE in the ESM INFORMATION REQUEST message and the UE uses those IEs to determine the ESM information (APN, PCOs or both) for the first PDN connection over E-UTRAN.

	
	

	Consequences if not approved:
	For the first PDN connection over E-UTRAN, the UE is:

-
is unable to indicate IMS well-known APN, "P-CSCF IPv4 Address Request" PCO, "P-CSCF IPv6 Address Request" PCO and "IM CN Subsystem Signalling Flag" PCO only if the IMS voice over PS sessions is supported; and

-
is unable to indicate Internet APN only if the UE is not roaming, i.e. only when HPLMN is the registered PLMN or HPLMN is equivalent to the registered PLMN.
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***** Next change *****
6.6.1.2.2
ESM information request initiated by the network

The network intiates the ESM information request procedure by sending a ESM INFORMATION REQUEST message to the UE, starting timer T3489 and entering the state PROCEDURE TRANSACTION PENDING (see example in figure 6.6.1.2.2.1). This message shall be sent only after the security context has been setup, and if the ESM information transfer flag has been set in the PDN CONNECTIVITY REQUEST message. The MME shall set the EPS bearer identity of the ESM INFORMATION REQUEST message to the value "no EPS bearer identity assigned" and include the PTI from the associated PDN CONNECTIVITY REQUEST message.
If the UE indicates support of receiving IEs for the smart ESM information determination in the UE network capability IE of the ATTACH REQUEST message, and if the network supports sending IEs for the smart ESM information determination, the MME shall inform the UE about the support of specific features in the EPS network feature support information element and the MME may also include a list of equivalent PLMNs in the ESM INFORMATION REQUEST message. Each entry in the list of equivalent PLMNs contains a PLMN code (MCC+MNC).
If the UE supports receiving IEs for the smart ESM information determination, and if the EPS network feature support information element is included in the the ESM INFORMATION REQUEST message and indicates that the network supports sending IEs for the smart ESM information determination:

-
if list of equivalent PLMNs is included in the Equivalent PLMNs information element of the ESM INFORMATION REQUEST message, the UE shall store the list as provided by the network, and if the attach procedure is not for emergency bearer services, the UE shall remove from the list any PLMN code that is already in the list of "forbidden PLMNs" or in the list of "forbidden PLMNs for GPRS service". In addition, the UE shall add to the stored list the PLMN code of the registered PLMN that sent the list. The UE shall replace the stored list on each receipt of the ESM INFORMATION REQUEST message;
-
if the ESM INFORMATION REQUEST message does not contain the Equivalent PLMNs information element, then the UE shall delete the stored list of equivalent PLMNs;

-
in a UE with IMS voice over PS capability, the IMS voice over PS session indicator and the emergency bearer services indicator indicated in the EPS network feature support information element shall be provided to the upper layers; and

-
in a UE with LCS capability, location services indicators (EPC-LCS, CS-LCS) indicated in the EPS network feature support information element shall be provided to the upper layers.

NOTE:
The upper layers use the information above to determine ESM information (APN, PCOs or both) included in the ESM INFORMATION RESPONSE.
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Figure 6.6.1.2.2.1: ESM information request procedure

***** Next change *****
8.3.13
ESM information request

8.3.13.1
Message definition

This message is sent by the network to the UE to request the UE to provide ESM information, i.e. protocol configuration options or APN or both. See table 8.3.13.1.

Message type:
ESM INFORMATION REQUEST

Significance:

dual

Direction:


network to UE

Table 8.3.13.1: ESM INFORMATION REQUEST message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

9.2
	M
	V
	1/2

	
	EPS bearer identity
	EPS bearer identity

9.3.2
	M
	V
	1/2

	
	Procedure transaction identity
	Procedure transaction identity

9.4
	M
	V
	1

	
	ESM information request message identity
	Message type

9.8
	M
	V
	1

	4A
	Equivalent PLMNs
	PLMN list

9.9.2.8
	O
	TLV
	5-47

	64
	EPS network feature support
	EPS network feature support

9.9.3.12A
	O
	TLV
	3


8.3.13.2
Equivalent PLMNs

This IE may be included in order to assign a new equivalent PLMNs list to a UE. 

8.3.13.3
EPS network feature support

The network may include this IE to inform the UE of the support of certain features.
***** Next change *****
9.9.3.12A
EPS network feature support

The purpose of the EPS network feature support information element is to indicate whether certain features are supported by the network.

The EPS network feature support information element is coded as shown in figure 9.9.3.12A.1 and table 9.9.3.12A.1.

The EPS network feature support is a type 4 information element with a length of 3 octets.

	8
	7
	6
	5
	4
	3
	2
	1
	

	EPS network feature support IEI
	octet 1

	Length of EPS network feature support contents
	octet 2

	0
Spare
	S-SEID
	ESR
PS
	CS-LCS
	EPC-LCS
	EMC BS
	IMS VoPS
	octet 3

	
	
	
	
	
	
	
	

	
	
	
	
	
	
	


Figure 9.9.3.12A.1: EPS network feature support information element

Table 9.9.3.12A.1: EPS network feature support information element

	IMS voice over PS session indicator (IMS VoPS) (octet 3, bit 1)

	

	Bit

	1
	
	
	
	

	0
	
	
	
	IMS voice over PS session in S1 mode not supported

	1
	
	
	
	IMS voice over PS session in S1 mode supported

	

	Emergency bearer services indicator (EMC BS) (octet 3, bit 2)

	

	Bit

	2
	
	
	
	

	0
	
	
	
	emergency bearer services in S1 mode not supported

	1
	
	
	
	emergency bearer services in S1 mode supported

	

	Location services indicator in EPC (EPC-LCS) (octet 3, bit 3)

	

	Bit

	3
	
	
	
	

	0
	
	
	
	location services via EPC not supported

	1
	
	
	
	location services via EPC supported

	

	Location services indicator in CS (CS-LCS) (octet 3, bit 4 to 5)

	

	Bit

	5
	4
	
	
	

	0
	0
	
	
	no information about support of location services via CS domain is available

	0
	1
	
	
	location services via CS domain supported

	1
	0
	
	
	location services via CS domain not supported

	1
	1
	
	
	reserved

	

	Support of EXTENDED SERVICE REQUEST for packet services (ESRPS)

(octet3, bit6)

	

	Bit

	6
	
	
	
	

	0
	
	
	
	network does not support use of EXTENDED SERVICE REQUEST to request for packet services

	1
	
	
	
	network supports use of EXTENDED SERVICE REQUEST to request for packet services

	

	Support of sending IEs for the smart ESM information determination (S-SEID)

(octet3, bit7)

	

	Bit

	7
	
	
	
	

	0
	
	
	
	network does not support sending IEs for the smart ESM information determination

	1
	
	
	
	network supports sending IEs for the smart ESM information determination

	

	Bit 8 of octet 3 is spare and shall be coded all zero.

	


***** Next change *****
9.9.3.34
UE network capability

The purpose of the UE network capability information element is to provide the network with information concerning aspects of the UE related to EPS or interworking with GPRS. The contents might affect the manner in which the network handles the operation of the UE. The UE network capability information indicates general UE characteristics and it shall therefore, except for fields explicitly indicated, be independent of the frequency band of the channel it is sent on.

The UE network capability information element is coded as shown in figure 9.9.3.34.1 and table 9.9.3.34.1.

The UE network capability is a type 4 information element with a minimum length of 4 octets and a maximum length of 15 octets.

NOTE:
The requirements for the support of UMTS security algorithms in the UE are specified in 3GPP TS 33.102 [18], and the requirements for the support of EPS security algorithms in 3GPP TS 33.401 [19].

	8
	7
	6
	5
	4
	3
	2
	1
	

	UE network capability IEI
	octet 1

	Length of UE network capability contents
	octet 2

	EEA0
	128-

EEA1
	128-

EEA2
	128-

EEA3
	EEA4
	EEA5
	EEA6
	EEA7
	octet 3

	EIA0
	128-

EIA1
	128-

EIA2
	128-

EIA3
	EIA4
	EIA5
	EIA6
	EIA7
	octet 4

	UEA0
	UEA1
	UEA2
	UEA3
	UEA4
	UEA5
	UEA6
	UEA7
	octet 5*

	UCS2
	UIA1
	UIA2
	UIA3
	UIA4
	UIA5
	UIA6
	UIA7
	octet 6*

	ProSe-dd


	ProSe


	H.245-ASH
	ACC-CSFB
	LPP
	LCS
	1xSR

VCC
	NF
	octet 7*

	0

Spare
	0

Spare
	0

Spare
	0

Spare
	0

Spare
	0

Spare
	R-SEID

	ProSe-dc
	octet 8*

	0
	0
	0
	0
	0
	0
	0
	0
	octet 9* -15*

	Spare
	


Figure 9.9.3.34.1: UE network capability information element

Table 9.9.3.34.1: UE network capability information element

	EPS encryption algorithms supported (octet 3)

	

	EPS encryption algorithm EEA0 supported (octet 3, bit 8)

	0
	
	
	
	EPS encryption algorithm EEA0 not supported

	1
	
	
	
	EPS encryption algorithm EEA0 supported

	

	EPS encryption algorithm 128-EEA1 supported (octet 3, bit 7)

	0
	
	
	
	EPS encryption algorithm 128-EEA1 not supported

	1
	
	
	
	EPS encryption algorithm 128-EEA1 supported

	

	EPS encryption algorithm 128-EEA2 supported (octet 3, bit 6)

	0
	
	
	
	EPS encryption algorithm 128-EEA2 not supported

	1
	
	
	
	EPS encryption algorithm 128-EEA2 supported

	

	EPS encryption algorithm 128-EEA3 supported (octet 3, bit 5)

	0
	
	
	
	EPS encryption algorithm 128-EEA3 not supported

	1
	
	
	
	EPS encryption algorithm 128-EEA3 supported

	

	EPS encryption algorithm EEA4 supported (octet 3, bit 4)

	0
	
	
	
	EPS encryption algorithm EEA4 not supported

	1
	
	
	
	EPS encryption algorithm EEA4 supported

	

	EPS encryption algorithm EEA5 supported (octet 3, bit 3)

	0
	
	
	
	EPS encryption algorithm EEA5 not supported

	1
	
	
	
	EPS encryption algorithm EEA5 supported

	

	EPS encryption algorithm EEA6 supported (octet 3, bit 2)

	0
	
	
	
	EPS encryption algorithm EEA6 not supported

	1
	
	
	
	EPS encryption algorithm EEA6 supported

	

	EPS encryption algorithm EEA7 supported (octet 3, bit 1)

	0
	
	
	
	EPS encryption algorithm EEA7 not supported

	1
	
	
	
	EPS encryption algorithm EEA7 supported

	

	EPS integrity algorithms supported (octet 4)

	

	EPS integrity algorithm EIA0 supported (octet 4, bit 8)

	0
	
	
	
	EPS integrity algorithm EIA0 not supported

	1
	
	
	
	EPS integrity algorithm EIA0 supported

	

	EPS integrity algorithm 128-EIA1 supported (octet 4, bit 7)

	0
	
	
	
	EPS integrity algorithm 128-EIA1 not supported

	1
	
	
	
	EPS integrity algorithm 128-EIA1 supported

	

	EPS integrity algorithm 128-EIA2 supported (octet 4, bit 6)

	0
	
	
	
	EPS integrity algorithm 128-EIA2 not supported

	1
	
	
	
	EPS integrity algorithm 128-EIA2 supported

	

	EPS integrity algorithm 128-EIA3 supported (octet 4, bit 5)

	0
	
	
	
	EPS integrity algorithm 128-EIA3 not supported

	1
	
	
	
	EPS integrity algorithm 128-EIA3 supported

	

	EPS integrity algorithm EIA4 supported (octet 4, bit 4)

	0
	
	
	
	EPS integrity algorithm EIA4 not supported

	1
	
	
	
	EPS integrity algorithm EIA4 supported

	

	EPS integrity algorithm EIA5 supported (octet 4, bit 3)

	0
	
	
	
	EPS integrity algorithm EIA5 not supported

	1
	
	
	
	EPS integrity algorithm EIA5 supported

	

	EPS integrity algorithm EIA6 supported (octet 4, bit 2)

	0
	
	
	
	EPS integrity algorithm EIA6 not supported

	1
	
	
	
	EPS integrity algorithm EIA6 supported

	

	EPS integrity algorithm EIA7 supported (octet 4, bit 1)

	0
	
	
	
	EPS integrity algorithm EIA7 not supported

	1
	
	
	
	EPS integrity algorithm EIA7 supported

	

	UMTS encryption algorithms supported (octet 5)

	

	UMTS encryption algorithm UEA0 supported (octet 5, bit 8)

	0
	
	
	
	UMTS encryption algorithm UEA0 not supported

	1
	
	
	
	UMTS encryption algorithm UEA0 supported

	

	UMTS encryption algorithm UEA1 supported (octet 5, bit 7)

	0
	
	
	
	UMTS encryption algorithm UEA1 not supported

	1
	
	
	
	UMTS encryption algorithm UEA1 supported

	

	UMTS encryption algorithm UEA2 supported (octet 5, bit 6)

	0
	
	
	
	UMTS encryption algorithm UEA2 not supported

	1
	
	
	
	UMTS encryption algorithm UEA2 supported

	

	UMTS encryption algorithm UEA3 supported (octet 5, bit 5)

	0
	
	
	
	UMTS encryption algorithm UEA3 not supported

	1
	
	
	
	UMTS encryption algorithm UEA3 supported

	

	UMTS encryption algorithm UEA4 supported (octet 5, bit 4)

	0
	
	
	
	UMTS encryption algorithm UEA4 not supported

	1
	
	
	
	UMTS encryption algorithm UEA4 supported

	

	UMTS encryption algorithm UEA5 supported (octet 5, bit 3)

	0
	
	
	
	UMTS encryption algorithm UEA5 not supported

	1
	
	
	
	UMTS encryption algorithm UEA5 supported

	

	UMTS encryption algorithm UEA6 supported (octet 5, bit 2)

	0
	
	
	
	UMTS encryption algorithm UEA6 not supported

	1
	
	
	
	UMTS encryption algorithm UEA6 supported

	

	UMTS encryption algorithm UEA7 supported (octet 5, bit 1)

	0
	
	
	
	UMTS encryption algorithm UEA7 not supported

	1
	
	
	
	UMTS encryption algorithm UEA7 supported

	

	UCS2 support (UCS2) (octet 6, bit 8)

	This information field indicates the likely treatment of UCS2 encoded character strings by the UE.

	

	0
	
	
	
	The UE has a preference for the default alphabet (defined in 

	
	
	
	
	3GPP TS 23.038 [3]) over UCS2 (see ISO/IEC 10646 [29]).

	1
	
	
	
	The UE has no preference between the use of the default alphabet and 

	
	
	
	
	the use of UCS2.

	

	UMTS integrity algorithms supported (octet 6)

	

	UMTS integrity algorithm UIA1 supported (octet 6, bit 7)

	0
	
	
	
	UMTS integrity algorithm UIA1 not supported

	1
	
	
	
	UMTS integrity algorithm UIA1 supported

	

	UMTS integrity algorithm UIA2 supported (octet 6, bit 6)

	0
	
	
	
	UMTS integrity algorithm UIA2 not supported

	1
	
	
	
	UMTS integrity algorithm UIA2 supported

	

	UMTS integrity algorithm UIA3 supported (octet 6, bit 5)

	0
	
	
	
	UMTS integrity algorithm UIA3 not supported

	1
	
	
	
	UMTS integrity algorithm UIA3 supported

	

	UMTS integrity algorithm UIA4 supported (octet 6, bit 4)

	0
	
	
	
	UMTS integrity algorithm UIA4 not supported

	1
	
	
	
	UMTS integrity algorithm UIA4 supported

	

	UMTS integrity algorithm UIA5 supported (octet 6, bit 3)

	0
	
	
	
	UMTS integrity algorithm UIA5 not supported

	1
	
	
	
	UMTS integrity algorithm UIA5 supported

	

	UMTS integrity algorithm UIA6 supported (octet 6, bit 2)

	0
	
	
	
	UMTS integrity algorithm UIA6 not supported

	1
	
	
	
	UMTS integrity algorithm UIA6 supported

	

	UMTS integrity algorithm UIA7 supported (octet 6, bit 1)

	0
	
	
	
	UMTS integrity algorithm UIA7 not supported

	1
	
	
	
	UMTS integrity algorithm UIA7 supported

	

	NF capability (octet 7, bit 1)

	0
	
	
	
	notification procedure not supported

	1
	
	
	
	notification procedure supported

	

	1xSRVCC capability (octet 7, bit 2)

	0
	
	
	
	SRVCC from E-UTRAN to cdma2000® 1x CS not supported

	1
	
	
	
	SRVCC from E-UTRAN to cdma2000® 1x CS supported

	
	
	
	
	(see 3GPP TS 23.216 [8])

	

	Location services (LCS) notification mechanisms capability (octet 7, bit 3)

	0
	
	
	
	LCS notification mechanisms not supported 

	1
	
	
	
	LCS notification mechanisms supported (see 3GPP TS 24.171 [13C])

	

	LTE Positioning Protocol (LPP) capability (octet 7, bit 4)

	0
	
	
	
	LPP not supported

	1
	
	
	
	LPP supported (see 3GPP TS 36.355 [22A])

	Access class control for CSFB (ACC-CSFB) capability (octet 7, bit 5)

	0
	
	
	
	eNodeB-based access class control for CSFB not supported

	1
	
	
	
	eNodeB-based access class control for CSFB supported

(see 3GPP TS 22.011 [1A]) 

	H.245 After SRVCC Handover capability (H.245-ASH) (octet 7, bit 6)

This bit indicates the capability for H.245 with support and use of pre-defined codecs, and if needed, H.245 codec negotiation after SRVCC handover.

	0
	
	
	
	H.245 after SRVCC handover capability not supported

	1
	
	
	
	H.245 after SRVCC handover capability supported
(see 3GPP TS 23.216 [8])

	ProSe (octet 7, bit 7)

This bit indicates the capability for ProSe.

	0
	
	
	
	ProSe not supported

	1
	
	
	
	ProSe supported

	ProSe direct discovery (ProSe-dd) (octet 7, bit 8)

This bit indicates the capability for ProSe direct discovery.

	0
	
	
	
	ProSe direct discovery not supported

	1
	
	
	
	ProSe direct discovery supported

	ProSe direct communication (ProSe-dc) (octet 8, bit 1)

This bit indicates the capability for ProSe direct communication.

	0
	
	
	
	ProSe direct communication not supported

	1
	
	
	
	ProSe direct communication supported

	

	Receiving IEs for the smart ESM information determination (R-SEID) capability (octet 8, bit 2)

	0
	
	
	
	Receiving IEs for the smart ESM information determination not supported

	1
	
	
	
	Receiving IEs for the smart ESM information determination supported

	Bits 8 to 3 of octet 8 are spare and shall be coded as zero.

	

	

	All other bits in octet 9 to 15 are spare and shall be coded as zero, if the respective octet is included in the information element.
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