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1. Abstract
This document discusses a limitation in determination of the ESM information (APN, PCOs or both) for the first PDN connection over E-UTRAN and proposes a solution overcoming the limitation.

2. Discussion
2.1 Problem statement
In the current 24.301, when the UE provides the ESM information (APN, PCOs or both) of the first PDN connection over E-UTRAN, the UE is not aware of:

-
what supported EPS network features are, e.g. whether IMS voice over PS sessions is supported or not; and

-
what PLMNs equivalent to the registered PLMNs are.

The pieces of information above are provided in ATTACH ACCEPT, i.e. after the UE provides the ESM information (APN, PCOs or both) of the first PDN connection over E-UTRAN in ESM INFORMATION RESPONSE. See figure 1 showing the existing message flow. 

For the first PDN connection over E-UTRAN, the UE:

-
is e.g. unable to indicate IMS well-known APN, "P-CSCF IPv4 Address Request" PCO, "P-CSCF IPv6 Address Request" PCO and "IM CN Subsystem Signalling Flag" PCO only if the IMS voice over PS sessions is supported; and

-
is e.g. unable to indicate Internet APN only if the UE is not roaming, i.e. only when HPLMN is the registered PLMN or HPLMN is equivalent to the registered PLMN.

The limitation above can result to:
-
set up of a PDN connection which the UE does not want, e.g. setup of a PDN connection to the IMS well-known APN when the IMS voice over PS sessions is not supported; or
-
UE not creating first PDN connection over E-UTRAN to Internet APN, if the user wants to establish PDN connection to Internet APN only when the UE does not roam, i.e. only when HPLMN is the registered PLMN or HPLMN is equivalent to the registered PLMN.
Observation 1: The UE is unable to smartly determine the ESM information (APN, PCOs or both) for the first PDN connection over E-UTRAN depending on supported EPS network features (e.g. whether IMS voice over PS sessions is supported or not); and depending on whether HPLMN is equivalent to the registered PLMN.

Observation 2: UE inability to smartly determine the ESM information (APN, PCOs or both) for the first PDN connection over E-UTRAN can result to creation of the PDN connection which UE does not want.
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Figure 1 - Figure 5.3.2.1-1 of 23.401 - existing message flow

2.2 Solution
2.2.1 General
In order to enable UE to smartly determine the ESM information (APN, PCOs or both) for the first PDN connection over E-UTRAN, the network needs to provide the UE with IEs needed for smart ESM information determination, i.e.:
1)
the EPS network feature support IE; and

2)
the Equivalent PLMNs IE;

before the UE sends the ESM INFORMATION RESPONSE.

Observation 3: UE inability to smartly determine the ESM information (APN, PCOs or both) for the first PDN connection over E-UTRAN can be resolved by network sending the EPS network feature support IE and the Equivalent PLMNs IE before the UE sends the ESM INFORMATION RESPONSE.

2.2.2 Detailed solution description
The UE indicates support of receiving IEs for the smart ESM information determination (R-SEID) in the UE network capability IE in ATTACH REQUEST message.

If the UE indicated the support of receiving IEs for the smart ESM information determination (R-SEID) in the UE network capability IE, the network includes the EPS network feature support IE and the Equivalent PLMNs IE (if configured) in the ESM INFORMATION REQUEST message. The network also indicates support of sending IEs for the smart ESM information determination (S-SEID) in the EPS network feature support IE in the ESM INFORMATION REQUEST message.
If the network indicates the support of sending IEs for the smart ESM information determination (S-SEID) in the EPS network feature support IE of the ESM INFORMATION REQUEST message, the UE handles the EPS network feature support IE and the Equivalent PLMNs IE of the ESM INFORMATION REQUEST message as if received in ATTACH ACCEPT message and uses them for smart determination of the ESM information (APN, PCOs or both) for the first PDN connection over E-UTRAN.
NOTE:
network indication of support of sending IEs for the smart ESM information determination (S-SEID) is necessary to enable UE to e.g. interpret meaning of absence of the Equivalent PLMNs IE. If the network supports the smart ESM information determination (S-SEID) and the Equivalent PLMNs IE is absent in the ESM INFORMATION REQUEST message, the UE shall delete the stored list of equivalent PLMNs (similarly as done in handling ATTACH ACCEPT). If the network does not support S-SEID, UE does not perform any action on the stored list of equivalent PLMNs.

Figure 2 shows the proposed enhanced message flow. 
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Figure 2 - Figure 5.3.2.1-1 of 23.401 with proposed enhanced message flow, enhancements are marked blue
Proposal: Network provides the EPS network feature support IE and the Equivalent PLMNs IE to the UE as described in section 2.2.

3. Conclusions

Observation 1: The UE is unable to smartly determine the ESM information (APN, PCOs or both) for the first PDN connection over E-UTRAN depending on supported EPS network features (e.g. whether IMS voice over PS sessions is supported or not); and depending on whether HPLMN is equivalent to the registered PLMN.

Observation 2: UE inability to smartly determine the ESM information (APN, PCOs or both) for the first PDN connection over E-UTRAN can result to creation of the PDN connection which UE does not want.

Observation 3: UE inability to smartly determine the ESM information (APN, PCOs or both) for the first PDN connection over E-UTRAN can be resolved by network sending the EPS network feature support IE and the Equivalent PLMNs IE before the UE sends the ESM INFORMATION RESPONSE.

Proposal: Network provides the EPS network feature support IE and the Equivalent PLMNs IE to the UE as described in section 2.2.

4. Proposal

It is proposed to discuss the issue and proposed solution.
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