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1. Introduction
As discussed and agreed in SA3 March meeting (S3-140599, S3-140600):

-  The WebRTC Authorisation Function (WAF), which acts as the token generation function, is split out as a separate entity, for the reason that the WAF could potentially be located in a different domain (the operator) from the WWSF. This is beneficial from a security perspective. The functional split between the WWSF and WAF is also more in line with the OAuth 2.0 architecture.

-  Regarding the token verification, if the token is a handle and has no signature or MAC, eP-CSCF interacts with the WAF and sends token validation message to the WAF and verify the response. 

In the last SA2 meeting (#103), a contribution (S2-142155) update the WebRTC accessing to IMS architecture to include the WebRTC Authorisation Function (WAF) by spliting out the token generation functionality from WWSF. 
In stage 3, functionality requires WAF, in addition to WIC, WWSF and eP-CSCF, to keep compliant with SA2 and SA3, and to make the specification more clearly.
2. Reason for Change
Add WAF functionality to keep consistent with SA2 and SA3 description.
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.371.
* * * First Change * * * *

5
Functional entities
Editor's note: This clause introduces the functional entities for the WebRTC clients to access IMS.

5.1
General
5.2
WIC (WebRTC IMS Client)
A WebRTC IMS Client (WIC) establishing the service control signalling path over W2 interface, that is compliant with this specification shall implement the role of WIC capabilities defined in subclause 6.2, subclause 7.2 and subclause 8.2.
Where SIP over websockets is used, as specified in RFC 7118 [2], and no alternative SIP profiles have been agreed between the operator of the eP-CSCF and the operator of the WWSF, then the SIP used by the WIC over the W2 reference point shall conform to the requirements for UE over the Gm reference point as specified in 3GPP TS 24.229 [3].

The SDP used shall conform to the requirements for UE over the Gm reference point as specified in 3GPP TS 24.229 [3].
Editor's note: If specific exceptions are identified in this document, then this subclause will also need to point to those exceptions.
5.3
WWSF (WebRTC Web Server Function)
The WebRTC Web Server Function (WWSF) is the initial point of contact in the Web that controls access to the IMS communications services for the WIC as specified in 3GPP TS 23.228 [4].
5.4
WAF (WebRTC Authorisation Function)
The WebRTC Authorisation Function (WAF) issues authorization tokens that are provided to the WIC via the WWSF as specified in 3GPP TS 23.228 [4] and 3GPP TS 33.203 [4].
NOTE:
The WWSF and the WAF realisations can be physically co-located or physically separate; in the latter case, the WWSF and the WAF can reside in the same or in different domains as specified in 3GPP TS 33.203 [4].
5.5
eP-CSCF (P-CSCF enhanced for WebRTC)
For the Mw reference point, the eP-CSCF shall conform to the requirements for the P-CSCF as specified in 3GPP TS 24.229 [3].

Where SIP over websockets is used, as specified in RFC 7118 [2], and no alternative SIP profile have been agreed between the operator of the eP-CSCF and the operator of the WWSF, then the SIP used by the eP-CSCF over the W2 reference point shall conform to the requirements for P-CSCF over the Gm reference point as specified in 3GPP TS 24.229 [3].

The SDP used by the eP-CSCF over the W2 reference point used shall conform to the requirements for UE over the Gm reference point as specified in 3GPP TS 24.229 [3].

Editor's note: If specific exceptions are identified in this document, then this subclause will also need to point to those exceptions.
* * * End of Change * * * *

