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1. Introduction
Some changes on the call originating and terminating clause :
-
Add an editor’s note for the media stream transport over TCP or UDP;

-
Add description related to SDP fingerprint attribute;
-
Rewording some sentences for better understanding.
2. Reason for Change
SA3 document 3GPP TS 33.328 specifies that e2ae protection of RTP using DTLS-SRTP is used in IMS_WebRTC call procedure, so certificate fingerprints need to be exchanged over SDP between WIC and eP-CSCF.
IETF RTCWEB workgroup draft [draft-ietf-rtcweb-transports-05] specifies that ICE-TCP candidtes are permitted in WebRTC ICE procedure.

The above two aspects have not been described in 3GPP TS 24.371.
3. Conclusions

<Conclusion part (optional)>
4. Proposal

It is proposed to agree the following changes to 3GPP TS 24.371.
* * * First Change * * * *
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* * * Second Change * * * *

7
Call origination and termination
Editor's note: This clause specifies procedures that are related to call origination and termination.
7.1
General
This clause specifies procedures that are related to call origination and termination in the IM CN subsystem that are required for support of WebRTC.
It is assumed that prior to the call origination and termination procedure, a WebSockets connection hase been established between the WIC and the eP-CSCF. The call control signalling between the WIC and the eP-CSCF is transport over the WebSockets connection.

The WIC shall support ICE procedures as described in RFC 5245 [22] with the additions specified in draft-ietf-rtcweb-stun-consent-freshness-03 [21]. The WIC shall perform ICE procedures when initiated by other subclauses in this document.
Editor's note: IETF RTCWEB WG has the concensus that ICE-TCP candidates are permitted, as specified in draft-ietf-rtcweb-transports-05 [x1] that " ICE-TCP candidates [RFC6544] MUST be supported." But until now, the discussions are continuing about how to describe RTP media stream transported over TCP or over TLS in "m=" line, and how to signal the transport address shift between UDP candidate and TCP candidate, when there are both UDP candidates and TCP candidates in a call. ICE-TCP candidates related contents are to be supplemented when there is a conclusion in IETF. 
* * * Third Change * * * *

7.4
eP-CSCF (P-CSCF enhanced for WebRTC)
7.4.2
WIC originating call
Upon receipt of an SDP offer, the eP-CSCF shall:
a)
perform ICE procedures as defined in RFC 5245 [22]; and
b)
generate an SDP offer based on the SDP offer received from the WIC and forward it using the appropriate signalling protocol as described in subclause 7.4.1.
Upon receiving an SDP offer from the served WIC containing an DTLS-SRTP protected RTP based media, i.e. an "m=" line with the proto field containing the "UDP/TLS/RTP/SAVPF" value as specified in RFC 5764 [6], the eP-CSCF shall invoke IMS-ALG procedures, shall remove the SDP fingerprint attribute, shall indicate "RTP/AVPF" as the transport protocol in the corresponding SDP media lines send towards the core network, and shall act as defined in 3GPP TS 24.229 [3] as far as SDP and RTP is concerned.


Upon receiving an SDP answer from the core network to the SDP offer, with the proto field in the "m=" line containing the "RTP/AVPF" value, the eP-CSCF shall invoke IMS-ALG procedure, shall add the SDP finguerprint attribute, and shall indicate "UDP/TLS/RTP/SAVPF" as transport protocol in SDP answer send torwards the served WIC according to RFC 5763 [5] and RFC 5764 [6].
* * * Last Change * * * *

7.4.3
WIC terminating call

When receipt of an SDP answer, the eP-CSCF shall:
a)
perform ICE procedures as defined in subclause RFC 5245 [22]; and
b)
generate an SDP answer based on the SDP answer received from the WIC and forward it using the appropriate signalling protocol as described in subclause 7.4.1.
Upon receiving an SDP offer from the core network with an RTP based media, for each RTP based media, the eP-CSCF shall invoke IMS-ALG procedures, shall add the SDP fingerprint attribute, and shall indicate in the SDP offer to served WIC the transport protocol according to RFC 5763 [5], with the proto field in the "m=" line containing the "UDP/TLS/RTP/SAVPF" value according to RFC 5764 [6].
Upon receiving an SDP answer from the served WIC to the SDP offer, the eP-CSCF shall invoke IMS-ALG procedures, shall remove the SDP fingerprint attribute, shall indicate "RTP/AVPF" as the transport protocol in the corresponding SDP answer send towards the core network, and shall act as defined in 3GPP TS 24.229 [3] as far as SDP and RTP is concerned.
* * * End of Change * * * *

