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Problem statement:
UE is allowed to retry session management requests repeatedly even when the reason for rejection by the network cannot be resolved immediately. This can result in wasted network resources to process requests that would be failing again. 
Background and Analysis

CT1 has been discussing possible solutions for UE retry handling issues and related retry restriction to address the excessive signalling issues from operators’ networks for number of meetings. However, due to varied requirements, consensus has not been reached on any given solution yet. 
Following are the possible solutions that have been discussed (so far):

1. Alternative 1 – Network based solution to re-use existing timer T3396 (RAT independent)

2. Alternative 2 – Network based solution to define new RAT dependent timers e.g.T3397, T3497

3. Alternative 3 – UE based solution – UE will stop retry for an APN unless certain criteria is fulfilled.
All the alternatives have some benefits and drawbacks (refer: C1-142056). In summary, the solution domain has been contentious because we have varied/conflicting opinions on the following aspects:
1. Network based solution versus UE based solution
· Some companies prefer that network nodes should not be impacted thus they prefer UE based solution to address this issue.
2. VPLMN dictates the “UE retry” behavior by configuring in the MME or HPLMN dictates the “UE retry” behavior by configuring this in the UE
· Some companies prefer that home operator should not be controlling the behavior of UE in the roaming/serving network thus they prefer that the VPLMN dictates the UE retry behavior.
3. Attempt after RAT change allowed or not? 
· Some operators have configured APN in a RAT dependent manner. Thus, they prefer that the UE should be allowed to retry in a new RAT even if it is rejected for the same APN in a different RAT. However, other operators consider this as a futile attempt.
4. Attempt after EPLMN change allowed or not?
· Some operators prefer that the UE should not be allowed to retry in the EPLMN for the same APN if it is rejected by the registered PLMN. However, some companies claim that according to SA1 requirements, the EPLMN concept is used only for cell (re)selection thus cannot be employed for this purpose.
5. Timer can be stopped after power-off or not?
· In rel-10, CT1 was requested to specify a mechanism that will ensure that the UE remembers the timer value when the UE is powered off (i.e. to avoid frequent power cycles causing timer reset thus additional signaling). This was mainly specified for cause #26. Some companies have questioned the need for this for other cause codes and scenarios.
CT1 should discuss items #1 to #4 and decide how they should be addressed.

New alternative proposal
In order to address diverse/conflicting requirements (#3 to #5), one possibility is to consider introducing more flexibility. Network provides the following along with the ESM cause codes:

1. Back-off timer.

2. Timer stop after RAT change allowed (Yes/No).

3. Timer stop after EPLMN change allowed (Yes/No).

4. Timer can be stopped after power-off (Yes/No).

If network provides a back-off timer, then the UE should not re-attempt the (E)SM request for the same APN until the timer expires or PLMN changes. In addition, UE reacts based on what the network indicates:

a. If network indicates RAT change is allowed, then it is allowed to stop timer, re-attempt ESM request for the same APN when it changes RAT.

b. If network indicates EPLMN change is allowed, then it is allowed to stop timer, re-attempt ESM request for the same APN when it moves to EPLMN

c. If network indicates timer can be stopped after power-off, then it is allowed to stop timer, re-attempt ESM request for the same APN when it restarts after power-off
How does MME provide all this information? This could be based on configuration in the MME (serving operator policies e.g. per APN). Alternatively, items 1 to 4 could be configurable in the UE however this will imply that the HPLMN has control of UE behaviour in serving network.
PROPOSED WAY FORWARD
It is proposed to discuss the problem and agree on a possible way forward. 
