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	*** First Change ***


3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] apply.
Active rule: A rule that has been selected by the UE as the active rule as specified in clause 4.

Empty node: A node which is present in the ANDSF MO with no internal node or leaf object(s) to it is present.
Inter-System Routing Policy rule: In the present document, Inter-System Routing Policy (ISRP) consists of one or more ISRP rules. ISRP rule is a single instance of <X>/ISRP/<X>. The ISRP rule consists of one or more flow distribution container.
Inter-APN Routing Policy rule: In the present document, Inter-APN Routing Policy (IARP) consists of one or more IARP rules. IARP rule is a single instance of <X>/IARP/<X>. The IARP rule consists of one or more flow distribution container.

Flow distribution container: In the present document, Flow distribution container denotes the node <X>/ISRP/<X>/ForFlowBased, <X>/ISRP/<X>/ForServiceBased, <X>/ISRP/<X>/ForNonSeamlessOffload/, <X>/IARP/<X>/ForInterAPNRouting or <X>/IARP/<X>/ForNonSeamlessOffload/.

Flow distribution rule: In the present document, Flow distribution rule denotes a single instance of <X>/ISRP/<X>/ForFlowBased/<X>, <X>/ISRP/<X>/ForServiceBased/<X>, <X>/ISRP/<X>/ForNonSeamlessOffload/<X>, <X>/IARP/<X>/ForInterAPNRouting/<X> or <X>/IARP/<X>/ForNonSeamlessOffload/<X>.

Reserved: The value "reserved" is assigned to a code point to indicate that it is reserved for future use. The present document specifies no processing rules for handling of "reserved" value by the receiving entity.

Operating System (OS): collection of UE software that provides common services for applications.

Operating System Identifier (OSId): an identifier identifying the operating system. 
OS specific Application Identifier (OSAppId): an identifier associated with a given application and uniquely identifying the application within the UE for a given operating system.
Valid rule: A rule that fulfils the validity criteria that is specified in clause 4.

For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.402 [4] apply:
S2a
For the purpose of the present document, the terms and definitions given in 3GPP TS 24.302 [3AA] apply:

Home ANDSF

Visited ANDSF
WLANSP

PSPL 
RAN Assistance Parameters 
OPI
For the purposes of the present document, the terms and definitions given in 3GPP TS 24.303 [3AB] apply:

Home Agent

3.2
Abbreviations

For the purposes of the present document, the following abbreviations apply:

ANDSF
Access Network Discovery and Selection Function

DDF
Device Description Framework

DIDA
Data IDentification in ANDSF
DM
Device Management
DS
Differenciated Services
E-UTRA
Enhanced Universal Terrestrial Radio Access

FDD
Frequency Division Duplex

FQDN
Fully Qualified Domain Name
GERAN
GSM Edge Radio Access Network
IARP
Inter-APN Routing Policy
IFOM
IP Flow Mobility 
ISMP
Inter-System Mobility Policy
ISRP
Inter-System Routing Policy

MAPCON
Multi Access PDN Connectivity
MO
Management Object

OMA
Open Mobile Alliance
OPI
Offload Preference Indicator
OS
Operating System
OSAppId
Operating System specific Application Identifier

OSId
Operating System Identifier

PSPL
Preferred Service Providers List
RCPI
Receive Channel Power Indicator
RSCP
Receive Signal Code Power
RSNI
Receive Signal to Noise Indicator
RSRP
Reference Signal Received Power
RSRQ
Reference Signal Received Quality
RSSI
Receive Signal Strength Indicator
ToS
Type of Service
TDD
Time Division Duplex

UE
User Equipment
UTRA
Universal Terrestrial Radio Access

UUID
Universally Unique IDentifier
WLANSP
WLAN Selection Policy
WNDS
WiMAX Network Discovery and Selection

	*** Next Change ***


4.1.5
ISRP

The ISRP information consists of a set of one or more ISRP rules. Each ISRP rule contains indication on traffic distribution for UEs that are configured for IFOM, MAPCON or non-seamless WLAN offload.
Each ISRP rule has a PLMN leaf and an optional Roaming leaf. Roaming and PLMN leaves are used by the UE to determine if an ISRP rule is valid, see subclause 5.7.60 and 5.7.61. At any point in time there shall be at most one ISRP rule used for routing, and, that ISRP rule is referred to as the 'active' ISRP rule. There can be multiple valid ISRP rules at the same time. If UE is roaming, the valid ISRP rules received from the Visited ANDSF take precedence over the ISRP rules received from the Home ANDSF. 

An ISRP rule can contain one or more flow distribution containers. These are ForFlowBased for IFOM service, ForServiceBased for MAPCON and ForNonSeamlessOffload for Non-seamless WLAN offload. A UE evaluates only the supported flow distribution containers of the 'active' ISRP rule. A flow distribution container can have one or more flow distribution rules. 

A flow distribution rule can have a validity condition defined by the RoutingCriteria node. The validity of the flow distribution rule takes into account ValidityArea, ValidityAreaRef, TimeOfDay and TimeOfDayRef where each existing non-empty node must match in order to make the rule valid. In addition, the validity of the flow distribution rule takes into account RANValidityCondition where specified threshold condition based on RAN assistance information provided by E-UTRAN/UTRAN must be fulfilled in order to make the rule valid. This flow distribution rule without any validity conditions is considered valid, i.e. validity condition is fulfilled. A flow distribution rule is applied only if the validity condition is fulfilled and if the flow distribution rule is contained by the 'active' ISRP rule. A flow distribution rule has a number of results (e.g. preferred access technology and restricted access technology) defined in the RoutingRule node to be used whenever the flow distribution rule is applied. Each flow distribution rule has also a mandatory node identifying the data traffic (e.g. based on APN or IP flow description) to which the results contained in RoutingRule node apply.

If there are no results for an 'active' ISRP rule, it is implementation dependent how UE performs network selection for the class of traffic to which the results apply.
In addition to conditions, results and traffic class, there is a rule priority that shall be set for each flow distribution rule. The rule priority is encoded in RulePriority leaf, and it enables the UE to determine which flow distribution rule, out of potentially several flow distribution rules, contained in every supported flow distribution container of the 'active' ISRP rule, it should apply to an IP flow matching the data traffic description of the multiple flow distribution rules. The ISRP rule consists of one or more flow distribution container. Each flow distribution container is applicable for either IFOM, MAPCON, or non-seamless WLAN offload. The scope of the RulePriority extends across all supported flow distribution containers belonging to the 'active' ISRP rule. If the same flow matches multiple flow distribution rules, then the flow distribution rule with the highest RulePriority is applied for the IP flow.

If a flow matches multiple flow distribution rules with the same highest priority, the selection of the flow distribution rule for routing of that flow is implementation dependent. If there are multiple applied flow distribution rules within the 'active' ISRP rule and they refer to the same access technology but different access networks and the UE is not able to have connection to all of them at the same time, the selection of the access network is implementation dependant.

The UE configured for IFOM or MAPCON or non-seamless WLAN offload or any combination of these capabilities, may initiate the provision of ISRP information from the ANDSF, using a client initiated session containing a generic alert. When requesting ISRP, the "Type" element of the OMA DM generic alert message shall be set to "urn:oma:at:ext-3gpp-andsf:1.0:provision-multiple-if", the "LocURI" element (inside the "Source" element) shall be set to the address of the ANDSF Management Object as specified by OMA-TS-DM_Protocol-V1_2 [5A] and the "Data" element is not included.

If the UE indicated support for ISRP rules based on Application Identifers (DIDA) in DevCapability, then when the ANDSF server provides an ISRP rule containing an App-ID interior node, the ANDSF server sets the OSId leaf contained in the App-ID interior node to the value of one of the OSId leaves contained in the UE_Profile interior node.
The UE shall ignore any node which is a child of the ISRP rule and is not supported by the UE.

The UE shall ignore any flow distribution rule containing a node not supported by the UE.
4.1.8
IARP
The IARP information consists of a set of one or more IARP rules. Each IARP rule contains indication on traffic distribution for UEs that selects an APN associated with an existing PDN connection or non-seamless WLAN offload for routing the traffic matching specific IP flows. 
Each IARP rule has a PLMN leaf and an optional Roaming leaf. Roaming and PLMN leaves are used by the UE to determine if an IARP rule is valid, see subclause 5.9.60 and 5.9.61. At any point in time there shall be at most one IARP rule applied, that IARP rule is referred to as the 'active' IARP rule. There can be multiple valid IARP rules at the same time, in which case the selection of the active IARP rule implementation-dependent. When the UE is roaming, the V-ANDSF shall not provide any IARP to a roaming UE. If the UE receives IARP from a V-ANDSF then the UE shall ignore it. 
An IARP rule can have two flow distribution containers. These are ForInterAPNRouting for Inter-APN routing and ForNonSeamlessOffload for non-seamless WLAN offload. A flow distribution container can have one or more flow distribution rules. 

A flow distribution rule can have a validity condition defined by the RoutingCriteria node. The validity of the flow distribution rule takes into account ValidityArea, ValidityAreaRef, TimeOfDay and TimeOfDayRef where each existing non-empty node must match in order to make the rule valid. In addition, the validity of the flow distribution rule takes into account RANValidityCondition where specified threshold condition based on RAN assistance information provided by E-UTRAN/UTRAN must be fulfilled in order to make the rule valid. Tthis flow distribution rule without any validity conditions is considered valid, i.e. validity condition is fulfilled. A flow distribution rule is applied only if the validity condition is fulfilled and if the flow distribution rule is contained by the 'active' IARP rule. A flow distribution rule has a number of results (e.g. preferred APN and restricted APN) defined in the RoutingRule node to be used whenever the flow distribution rule is applied. Each flow distribution rule has also a mandatory node identifying the data traffic (e.g. based on APN associated with the sent traffic or IP flow description of the sent traffic) to which the results contained in RoutingRule node apply.
An IARP rule shall be first applied followed by an ISRP rule for the IP flow. If there are no results for an 'active' IARP rule, an ISRP rule shall be applied for the IP flow. If there are no results for 'active' IARP rule and 'active' ISRP rule, then it is implementation dependent how UE performs APN selection or non-seamless WLAN offload for the class of traffic to which the results apply. 
In addition to conditions, results and IP flow description, there is a rule priority that shall be set for each flow distribution rule. The rule priority is encoded in RulePriority leaf, and it enables the UE to determine which flow distribution rule, out of potentially several matching flow distribution rules, of the 'active' IARP rule, it should apply to an IP flow matching the data traffic description of the multiple flow distribution rules. If the same flow matches multiple flow distribution rules, then the flow distribution rule with the highest RulePriority is applied for the IP flow. The scope of the RulePriority extends across all supported flow distribution containers belonging to the 'active' IARP rule.
If a flow matches multiple flow distribution rules with the same highest priority, the selection of the flow distribution rule for routing of that flow is implementation dependent.

The UE may initiate the provision of IARP information from the ANDSF, using a client initiated session containing a generic alert. When requesting IARP, the "Type" element of the OMA DM generic alert message shall be set to "urn:oma:at:ext-3gpp-andsf:1.0:provision-apnnswo-if", the "LocURI" element (inside the "Source" element) shall be set to the address of the ANDSF Management Object as specified by OMA-TS-DM_Protocol-V1_2 [5A] and the "Data" element is not included.

If the UE indicated support for IARP rules based on Application Identifers (DIDA) in DevCapability, then when the ANDSF server provides an IARP rule containing an App-ID interior node, the ANDSF server sets the OSId leaf contained in the App-ID interior node to the value of one of the OSId leaves contained in the UE_Profile interior node.
The UE shall ignore any node which is a child of the IARP rule and is not supported by the UE.

The UE shall ignore any flow distribution rule containing a node not supported by the UE.
4.2
Figures

The following nodes and leaf objects are possible under the ANDSF node as described in figure 4.2.1 through figure 4.2.15:
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Figure 4.2.1: The ANDSF MO (1 of 16)
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Figure 4.2.2: The ANDSF MO (2 of 16)
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Figure 4.2.3: The ANDSF MO (3 of 16)
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Figure 4.2.4: The ANDSF MO (4 of 16)
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Figure 4.2.5: The ANDSF MO (part 5 of 16)
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Figure 4.2.6: The ANDSF MO (part 6 of 16)
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Figure 4.2.7: The ANDSF MO (part 7 of 16)
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Figure 4.2.8: The ANDSF MO (part 8 of 16)
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Figure 4.2.9: The ANDSF MO (part 9 of 16)
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Figure 4.2.10: The ANDSF MO (part 10 of 16)
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Figure 4.2.11: The ANDSF MO (part 11 of 16)
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Figure 4.2.12: The ANDSF MO (part 12 of 16)
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Figure 4.2.13: The ANDSF MO (part 13 of 16)
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Figure 4.2.14: The ANDSF MO (part 14 of 16)


[image: image19.emf]ValidityCriteria ? <X> +

ValidityArea ?

PLMN

TAC ?

LAC ?

GERAN_CI ?

<X> + 3GPP_Location ?

UTRAN_CI ?

EUTRA_CI ?

Geo_Location ?

3GPP2_Location ? 1x ? <X> +

WiMAX_Location ?

WLAN_Location ?

HRPD ?

SID

NID ?

Base_ID ?

<X> + Sector_ID

<X> + NAP-ID

BS-ID

<X> +

SSID ?

BSSID?

Netmask

Circular ? <X> + AnchorLatitude

AnchorLongitude

Radius

HESSID ?

TimeStart ? <X> +

TimeStop ?

DateStart ?

DateStop ?

DayOfWeek ?

TimeOfDay ?


Figure 4.2.15: The ANDSF MO (part 15 of 16)
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	*** Next Change ***


5.7.18
ANDSF/ISRP/<X>/ForFlowBased/<X>/RoutingCriteria
The RoutingCriteria node acts as a placeholder for validity conditions for a particular flow distribution rule.

-
Occurrence: ZeroOrOne

-
Format: node

-
Access Types: Get, Replace
-
Values: N/A
If ANDSF/ISRP/<X>/ForFlowBased/<X>/RoutingCriteria/RANValidityCondition is evaluated to be true and at least one instance of ANDSF/ISRP/<X>/ForFlowBased/<X>/RoutingCriteria/<X> node indicates matching validity condition, the UE shall consider the corresponding flow distribution rule as valid.

If the ANDSF/ISRP/<X>/ForFlowBased/<X>/RoutingCriteria/<X> node is present and empty (i.e. none of the nodes ValidityArea, ValidityAreaRef, TimeOfDay, or TimeOfDayRef), the ANDSF/ISRP/<X>/ForFlowBased/<X>/RoutingCriteria/<X> node is not considered when evaluating the validity of the corresponding flow distribution rule.
If the ANDSF/ISRP/<X>/ForFlowBased/<X>/RoutingCriteria/RANValidityCondition node is present and empty, the ANDSF/ISRP/<X>/ForFlowBased/<X>/RoutingCriteria/RANValidityCondition node is not considered when evaluating the validity of the corresponding flow distribution rule.
5.7.23B1
ANDSF/ISRP/<X>/ForFlowBased/<X>/RoutingCriteria/
RANValidityCondition
The RANValidityCondition node acts as a placeholder for RAN validity condition for a particular flow distribution rule.

-
Occurrence: ZeroOrOne

-
Format: node

-
Access Types: Get, Replace
-
Values: N/A
When evaluating the RANValidityCondition node, the following applies:

-
if both the OPI condition and ThresholdsCondition are evaluated to be true, the validity condition of RANValidCondition is considered fulfilled; 

-
otherwise if either the OPI condition or ThresholdsCondition or both are evaluated to be false.
5.7.23B2
ANDSF/ISRP/<X>/ForFlowBased/<X>/RoutingCriteria/
RANValidityCondition/ThresholdsCondition
The ThresholdsCondition interior node acts as a placeholder for information related to 3GPP and WLAN thresholds condition evaluation.

-
Occurrence: One

-
Format: node

-
Access Types: Get, Replace
-
Values: N/A

The ThresholdsCondition shall be evaluated as follows:

-
if ANDSF/RANValidityCondition/ThresholdsCondition/EvalutionPolicy is 0:
-
if any one of the thresholds included in Threshold node is evaluated to be true within the time period specified in EvalutionTimer, the UE shall consider ThresholdsCondition as true;

-
otherwise, the UE shall consider ThresholdsCondition as false; and
-
if ANDSF/RANValidityCondition/ThresholdsCondition/EvalutionPolicy is 1:

-
if all the thresholds included in Threshold node are evaluated to be true within the time period specified in ANDSF/RANValidityCondition/ThresholdsCondition/EvalutionTimer, the UE shall consider ThresholdsCondition as true;

-
otherwise, the UE shall consider ThresholdsCondition as false.
5.7.23B3
ANDSF/ISRP/<X>/ForFlowBased/<X>/RoutingCriteria/
RANValidityCondition/ThresholdsCondition/Thresholds

The Thresholds interior node acts as a placeholder for all 3GPP access thresholds and WLAN access thresholds.

-
Occurrence: One

-
Format: node

-
Access Types: Get, Replace
-
Values: N/A

Depend on the traffic steering directions for a particular rule, the following 3GPP or WLAN access thresholds can be included in the Thresholds node:

1)
3GPP access thresholds:ThreshServingOffloadWLANLowP, ThreshServingOffloadWLANHighP, ThreshServingOffloadWLANLowQ, ThreshServingOffloadWLANHighQ;
2)
WLAN access thresholds:ThreshChUtilWLANLow, ThreshChUtilWLANHigh, ThreshBackhRateDLWLANLow, ThreshBackhRateDLWLANHigh, ThreshBackhRateULWLANLow, ThreshBackhRateULWLANHigh, ThreshRCPIWLANLow, ThreshRCPIWLANHigh, ThreshRSNIWLANLow, ThreshRSNIWLANHigh.
Each threshold, if included, is evaluated separately against the corresponding measurement value.
5.7.23B4
ANDSF/ISRP/<X>/ForFlowBased/<X>/RoutingCriteria/
RANValidityCondition/ThresholdsConditions/Thresholds/ThreshServingOffloadWLANLowP

The ThreshServingOffloadWLANLowP leaf node acts as a placeholder for low threshold value of RSRP threshold (for E-UTRAN) / CPICH RSCP threshold (for UTRAN FDD) / P-CCPCH threshold (for UTRAN TDD) provided by E-UTRAN/UTRAN and is used by the UE for traffic steering to WLAN.
-
Occurrence: ZeroOrOne

-
Format: int
-
Access Types: Get, Replace

-
Values: <ThreshServingOffloadWLANLowP>
The ThreshServingOffloadWLANLowP threshold condition shall be evaluated to true or false as follows:

-
if ThreshServingOffloadWLANLowP leaf is present and empty, the UE shall consider the threshold condition as false;

-
otherwise the value contained in this leaf shall be compared with the corresponding measurement value Qrxlevmeas obtained in the E-UTRA/UTRA cell;

-
if the measurement value Qrxlevmeas is smaller than ThreshServingOffloadWLANLowP threshold, the UE shall consider this threshold condition as true; otherwise this threshold condition is false.

5.7.23B5
ANDSF/ISRP/<X>/ForFlowBased/<X>/RoutingCriteria/
RANValidityCondition/ThresholdsConditions/Thresholds/ThreshServingOffloadWLANHighP

The ThreshServingOffloadWLANHighP leaf node acts as a placeholder for high threshold value of RSRP threshold (for E-UTRAN) / CPICH RSCP threshold (for UTRAN FDD) / P-CCPCH threshold (for UTRAN TDD) provided by E-UTRAN/UTRAN and is used by the UE for traffic steering to E-UTRAN/UTRAN.
-
Occurrence: ZeroOrOne

-
Format: int
-
Access Types: Get, Replace

-
Values: <ThreshServingOffloadWLANHighP>
The ThreshServingOffloadWLANHighP threshold condition shall be evaluated to true or false as follows:

-
if ThreshServingOffloadWLANLowP leaf is present and empty, the UE shall consider the threshold condition as false;

-
otherwise the value contained in this leaf shall be compared with the corresponding measurement value Qrxlevmeas obtained in the E-UTRA/UTRA cell;

-
if the measurement value Qrxlevmeas is greater than ThreshServingOffloadWLANHighP threshold, the UE shall consider this threshold condition as true; otherwise this threshold condition is false.

5.7.23B6
ANDSF/ISRP/<X>/ForFlowBased/<X>/RoutingCriteria/
RANValidityCondition/ThresholdsConditions/Thresholds/ThreshServingOffloadWLANLowQ
The ThreshServingOffloadWLANLowQ leaf node acts as a placeholder for low threshold value of RSRQ threshold (for E-UTRAN) / CPICH EC/N0 threshold (for UTRAN FDD) provided by E-UTRAN/UTRAN and is used by the UE for traffic steering to WLAN.
-
Occurrence: ZeroOrOne

-
Format: int
-
Access Types: Get, Replace

-
Values: <ThreshServingOffloadWLANLowQ>
The ThreshServingOffloadWLANLowQ threshold condition shall be evaluated to true or false as follows:

-
if ThreshServingOffloadWLANLowQ leaf is present and empty, the UE shall consider the threshold condition as false;

-
otherwise the value contained in this leaf shall be compared with the corresponding measurement value Qqualmeas obtained in the E-UTRA/UTRA cell;

-
if the measurement value Qqualmeas is smaller than ThreshServingOffloadWLANLowQ threshold, the UE shall consider this threshold condition as true; otherwise this threshold condition is false.

5.7.23B7
ANDSF/ISRP/<X>/ForFlowBased/<X>/RoutingCriteria/
RANValidityCondition/ThresholdsConditions/Thresholds/ThreshServingOffloadWLANHighQ
The ThreshServingOffloadWLANHighQ leaf node acts as a placeholder for high threshold value of RSRQ threshold (for E-UTRAN) / CPICH EC/N0 threshold (for UTRAN FDD) provided by E-UTRAN/UTRAN and is used by the UE for traffic steering to E-UTRAN/UTRAN.
-
Occurrence: ZeroOrOne

-
Format: int
-
Access Types: Get, Replace

-
Values: <ThreshServingOffloadWLANHighQ>
The ThreshServingOffloadWLANHighQ threshold condition shall be evaluated to true or false as follows:

-
if ThreshServingOffloadWLANLowQ leaf is present and empty, the UE shall consider the threshold condition as false;

-
otherwise the value contained in this leaf shall be compared with the corresponding measurement value Qqualmeas obtained in the E-UTRA/UTRA cell;

-
if the measurement value Qqualmeas is greater than ThreshServingOffloadWLANHighQ threshold, the UE shall consider this threshold condition as true; otherwise this threshold condition is false.

5.7.23B8
ANDSF/ISRP/<X>/ForFlowBased/<X>/RoutingCriteria/
RANValidityCondition/ThresholdsConditions/Thresholds/ThreshChUtilWLANLow
The ThreshChUtilWLANLow leaf node acts as a placeholder for low threshold value of WLAN channel utilization (BSS load) threshold obtained from 802.11 (Beacon or Probe Response) signalling. It is provided by E-UTRAN/UTRAN and used by the UE for traffic steering to WLAN.
-
Occurrence: ZeroOrOne

-
Format: int
-
Access Types: Get, Replace

-
Values: <ThreshChUtilWLANLow>
The ThreshChUtilWLANLow threshold condition shall be evaluated to true or false as follows:

-
if ThreshServingOffloadWLANLowQ leaf is present and empty, the UE shall consider the threshold condition as false;

-
otherwise the value contained in this leaf shall be compared with the corresponding measurement value ChannelUtilizationWLAN obtained in the E-UTRA/UTRA cell;

-
if the measurement value ChannelUtilizationWLAN is smaller than ThreshChUtilWLANLow threshold, the UE shall consider this threshold condition as true; otherwise this threshold condition is false.

5.7.23B9
ANDSF/ISRP/<X>/ForFlowBased/<X>/RoutingCriteria/
RANValidityCondition/ThresholdsConditions/Thresholds/ThreshChUtilWLANHigh
The ThreshChUtilWLANHigh leaf node acts as a placeholder for high threshold value of WLAN channel utilization (BSS load) threshold obtained from 802.11 (Beacon or Probe Response) signalling. It is provided by E-UTRAN/UTRAN and used by the UE for traffic steering to E-UTRAN/UTRAN.
-
Occurrence: ZeroOrOne

-
Format: int
-
Access Types: Get, Replace

-
Values: <ThreshChUtilWLANHigh>
The ThreshChUtilWLANHigh threshold condition shall be evaluated to true or false as follows:

-
if ThreshServingOffloadWLANLowQ leaf is present and empty, the UE shall consider the threshold condition as false;

-
otherwise the value contained in this leaf shall be compared with the corresponding measurement value ChannelUtilizationWLAN obtained in the E-UTRA/UTRA cell;

-
if the measurement value ChannelUtilizationWLAN is greater than ThreshChUtilWLANHigh threshold, the UE shall consider this threshold condition as true; otherwise this threshold condition is false.

5.7.23B10
ANDSF/ISRP/<X>/ForFlowBased/<X>/RoutingCriteria/
RANValidityCondition/ThresholdsConditions/Thresholds/ThreshBackhRateDLWLANLow
The ThreshBackhRateDLWLANLow leaf node acts as a placeholder for low threshold value of backhaul available downlink bandwidth threshold provided by E-UTRAN/UTRAN and is used by the UE for traffic steering to E-UTRAN/UTRAN.
-
Occurrence: ZeroOrOne

-
Format: int
-
Access Types: Get, Replace

-
Values: <ThreshBackhRateDLWLANLow>
BackhaulRateDlWLAN is calculated as the Downlink Speed * (1 – Downlink Load/255), where the downlink speed and load parameters are drawn from the WAN Metrics element obtained via ANQP signalling from WFA HS 2.0; The ThreshBackhRateDLWLANLow threshold condition shall be evaluated to true or false as follows:

-
if ThreshServingOffloadWLANLowQ leaf is present and empty, the UE shall consider the threshold condition as false;

-
otherwise the value contained in this leaf shall be compared with the corresponding value BackhaulRateDlWLAN derived from Downlink Speed and Downlink Load measurement results;

-
if the value BackhaulRateDlWLAN is smaller than ThreshBackhRateDLWLANLow threshold, the UE shall consider this threshold condition as true; otherwise this threshold condition is false.

NOTE:
BackhaulRateDlWLAN is calculated as the Downlink Speed * (1 – Downlink Load/255), where the downlink speed and load parameters are drawn from the WAN Metrics element obtained via ANQP signalling from WFA HS 2.0.
5.7.23B11
ANDSF/ISRP/<X>/ForFlowBased/<X>/RoutingCriteria/
RANValidityCondition/ThresholdsConditions/Thresholds/ThreshBackhRateDLWLANHigh
The ThreshBackhRateDLWLANHigh leaf node acts as a placeholder for high threshold value of backhaul available downlink bandwidth threshold provided by E-UTRAN/UTRAN and is used by the UE for traffic steering to WLAN.
-
Occurrence: ZeroOrOne

-
Format: int
-
Access Types: Get, Replace

-
Values: <ThreshBackhRateDLWLANHigh>
The ThreshBackhRateDLWLANHigh threshold condition shall be evaluated to true or false as follows:

-
if ThreshServingOffloadWLANLowQ leaf is present and empty, the UE shall consider the threshold condition as false;

-
otherwise the value contained in this leaf shall be compared with the corresponding value BackhaulRateDlWLAN derived from Downlink Speed and Downlink Load measurement results;

-
if the value BackhaulRateDlWLAN is greater than ThreshBackhRateDLWLANHigh threshold, the UE shall consider this threshold condition as true; otherwise this threshold condition is false.

NOTE:
BackhaulRateDlWLAN is calculated as the Downlink Speed * (1 – Downlink Load/255), where the downlink speed and load parameters are drawn from the WAN Metrics element obtained via ANQP signalling from WFA HS 2.0.
5.7.23B12
ANDSF/ISRP/<X>/ForFlowBased/<X>/RoutingCriteria/
RANValidityCondition/ThresholdsConditions/Thresholds/ThreshBackhRateULWLANLow
The ThreshBackhRateULWLANLow leaf node acts as a placeholder for low threshold value of backhaul available uplink bandwidth threshold provided by E-UTRAN/UTRAN and is used by the UE for traffic steering to E-UTRAN/UTRAN.
-
Occurrence: ZeroOrOne

-
Format: int
-
Access Types: Get, Replace

-
Values: <ThreshBackhRateULWLANLow>
The ThreshBackhRateULWLANLow threshold condition shall be evaluated to true or false as follows:

-
if ThreshServingOffloadWLANLowQ leaf is present and empty, the UE shall consider the threshold condition as false;

-
otherwise the value contained in this leaf shall be compared with the corresponding value BackhaulRateUlWLAN derived from Uplink Speed and Uplink Load measurement results;

-
if the value BackhaulRateUlWLAN is smaller than ThreshBackhRateULWLANLow threshold, the UE shall consider this threshold condition as true; otherwise this threshold condition is false.

NOTE:
BackhaulRateUlWLAN is calculated as the Uplink Speed * (1 – Uplink Load / 255), where the uplink speed and load parameters are drawn from the WAN Metrics element obtained via ANQP signalling from WFA HS 2.0.

5.7.23B13
ANDSF/ISRP/<X>/ForFlowBased/<X>/RoutingCriteria/
RANValidityCondition/ThresholdsConditions/Thresholds/ThreshBackhRateULWLANHigh
The ThreshBackhRateULWLANHigh leaf node acts as a placeholder for high threshold value of backhaul available uplink bandwidth threshold provided by E-UTRAN/UTRAN and is used by the UE for traffic steering to WLAN.
-
Occurrence: ZeroOrOne

-
Format: int
-
Access Types: Get, Replace

-
Values: <ThreshBackhRateULWLANHigh>
The ThreshBackhRateULWLANHigh threshold condition shall be evaluated to true or false as follows:

-
if ThreshServingOffloadWLANLowQ leaf is present and empty, the UE shall consider the threshold condition as false;

-
otherwise the value contained in this leaf shall be compared with the corresponding value BackhaulRateUlWLAN derived from Uplink Speed and Uplink Load measurement results;

-
if the value BackhaulRateUlWLAN is greater than ThreshBackhRateULWLANHigh threshold, the UE shall consider this threshold condition as true; otherwise this threshold condition is false.

NOTE:
BackhaulRateUlWLAN is calculated as the Uplink Speed * (1 – Uplink Load / 255), where the uplink speed and load parameters are drawn from the WAN Metrics element obtained via ANQP signalling from WFA HS 2.0.
5.7.23B14
ANDSF/ISRP/<X>/ForFlowBased/<X>/RoutingCriteria/
RANValidityCondition/ThresholdsConditions/Thresholds/ThreshRCPIWLANLow
The ThreshRCPIWLANLow leaf node acts as a placeholder for low threshold value of RCPI threshold provided by E-UTRAN/UTRAN and is used by the UE for traffic steering to E-UTRAN/UTRAN.
-
Occurrence: ZeroOrOne

-
Format: int
-
Access Types: Get, Replace

-
Values: <ThreshRCPIWLANLow>
The ThreshRCPIWLANLow threshold condition shall be evaluated to true or false as follows:

-
if ThreshServingOffloadWLANLowP leaf is present and empty, the UE shall consider the threshold condition as false;

-
otherwise the value contained in this leaf shall be compared with the corresponding measurement value RCPI;

-
if the measurement value RCPI is smaller than ThreshRCPIWLANLow threshold, the UE shall consider this threshold condition as true; otherwise this threshold condition is false.

5.7.23B15
ANDSF/ISRP/<X>/ForFlowBased/<X>/RoutingCriteria/
RANValidityCondition/ThresholdsConditions/Thresholds/ThreshRCPIWLANHigh
The ThreshRCPIWLANHigh leaf node acts as a placeholder for high threshold value of RCPI threshold provided by E-UTRAN/UTRAN and is used by the UE for traffic steering toWLAN.
-
Occurrence: ZeroOrOne

-
Format: int
-
Access Types: Get, Replace

-
Values: <ThreshRCPIWLANHigh>
The ThreshRCPIWLANHigh threshold condition shall be evaluated to true or false as follows:

-
if ThreshServingOffloadWLANLowP leaf is present and empty, the UE shall consider the threshold condition as false;

-
otherwise the value contained in this leaf shall be compared with the corresponding measurement value RCPI;

-
if the measurement value RCPI is greater than ThreshRCPIWLANHigh threshold, the UE shall consider this threshold condition as true; otherwise this threshold condition is false.

5.7.23B16
ANDSF/ISRP/<X>/ForFlowBased/<X>/RoutingCriteria/
RANValidityCondition/ThresholdsConditions/Thresholds/ThreshRSNIWLANLow
The ThreshRSNIWLANLow leaf node acts as a placeholder for low threshold value of RSNI threshold provided by E-UTRAN/UTRAN and is used by the UE for traffic steering to E-UTRAN/UTRAN.
-
Occurrence: ZeroOrOne

-
Format: int
-
Access Types: Get, Replace

-
Values: <ThreshRCPIWLANLow>
The ThreshRSNIWLANLow threshold condition shall be evaluated to true or false as follows:

-
if ThreshServingOffloadWLANLowP leaf is present and empty, the UE shall consider the threshold condition as false;

-
otherwise the value contained in this leaf shall be compared with the corresponding measurement value RSNI;

-
if the measurement value RSNI is smaller than ThreshRSNIWLANLow threshold, the UE shall consider this threshold condition as true; otherwise this threshold condition is false.

5.7.23B17
ANDSF/ISRP/<X>/ForFlowBased/<X>/RoutingCriteria/
RANValidityCondition/ThresholdsConditions/Thresholds/ThreshRSNIWLANHigh
The ThreshRSNIWLANHigh leaf node acts as a placeholder for high threshold value of RSNI threshold provided by E-UTRAN/UTRAN and is used by the UE for traffic steering toWLAN.
-
Occurrence: ZeroOrOne

-
Format: int
-
Access Types: Get, Replace

-
Values: <ThreshRCPIWLANHigh>
The ThreshRSNIWLANHigh threshold condition shall be evaluated to true or false as follows:

-
if ThreshServingOffloadWLANLowP leaf is present and empty, the UE shall consider the threshold condition as false;

-
otherwise the value contained in this leaf shall be compared with the corresponding measurement value RSNI;

-
if the measurement value RSNI is greater than ThreshRSNIWLANHigh threshold, the UE shall consider this threshold condition as true; otherwise this threshold condition is false.

5.7.23B18
ANDSF/ISRP/<X>/ForFlowBased/<X>/RoutingCriteria/
ThresholdsConditions/EvalutionPolicy
The EvaluationPolicy leaf indicates evaluation policy for threshold conditions.

-
Occurrence: One

-
Format: bool

-
Access Types: Get, Replace
-
Values: 0, 1

0
Indicates that at least one threshold condition under Thresholds node is required to be true for ThresholdsCondition to be considered fulfilled.
1
Indicates that all threshold conditions under Thresholds node are required to be true ThresholdsCondition to be considered fulfilled.

The default value 0 applies if this leaf is not provisioned.
5.7.23B19
ANDSF/ISRP/<X>/ForFlowBased/<X>/RoutingCriteria/
ThresholdsConditions/TsteeringWLAN
The TsteeringWLAN leaf indicates a timer value in minutes during which the rules should be fulfilled before starting traffic steering between E-UTRAN and WLAN.

-
Occurrence: ZeroOrOne

-
Format: int

-
Access Types: Get, Replace

-
Values: any value in the range 

The default value applies if this leaf is not provisioned.

Editor's note [UTRA_LTE_WLAN_interw-CT]:
The value range for TsteeringWLAN and whether there should be any default value (pre-provisioned by ANDSF) for TsteeringWLAN in case a value is not provided by RAN is FFS.

5.7.23B20
ANDSF/ISRP/<X>/ForFlowBased/<X>/RoutingCriteria/
RANValidityCondition/OPI
The OPI leaf indicates the OPI condition for determining RAN validity condition of ANDSF rule..
-
Occurrence: One

-
Format: node
-
Access Types: Get, Replace
-
Values: N/A
The OPI condition shall be evaluated to true or false based on the provisioned OPI (defaultOPI) and the received RAN OPI value in RAN assistance information provided by E-UTRAN/UTRAN:
-
if the RAN OPI value is received, the UE shall store the value in RanOPI and shall evaluate the OPI condition by performing a bitwise 'AND' operation between the OPI value provided by RAN and the defaultOPI contained in the rule:
-
if the result of a bitwise 'AND' operation is non-zero, the UE shall consider the OPI condition as true. Otherwise the UE shall consider OPI condition as as false.
-
if the RAN OPI value is not received, then the UE shall consider the OPI condition as false.

If the OPI condition is evaluated to be true after bitwise 'AND' operation, the validity condition of OPI is considered fulfilled.
5.7.23B21
ANDSF/ISRP/<X>/ForFlowBased/<X>/RoutingCriteria/
RANValidityCondition/OPI/defaultOPI
The defaultOPI leaf contains the provisioned OPI value which is a bitmap assigned by ANDSF. Each bit in this bitmap is operator specific and is not defined in 3GPP specifications.
-
Occurrence: One

-
Format: int

-
Access Types: Get, Replace

-
Values: <defaultOPI_bitmap>

The value of this leaf is a 16-bit integer formated as a bitmap. The meaning of each bit in this bitmap is operator specific and is not defined in 3GPP specifications.
5.7.23B22
ANDSF/ISRP/<X>/ForFlowBased/<X>/RoutingCriteria/
RANValidityCondition/OPI/RanOPI
The RanOPI leaf indicates the OPI bitmap value provided by E-UTRAN/UTRAN. Each bit in this bitmap is operator specific and is not defined in 3GPP specifications.
-
Occurrence: One

-
Format: int

-
Access Types: Get, Replace

-
Values: <RanOPI_bitmap>

The value of this leaf is a 16-bit integer formated as a bitmap. The meaning of each bit in this bitmap is operator specific and is not defined in 3GPP specifications.

5.7.28
ANDSF/ISRP/<X>/ForServiceBased/<X>/RoutingCriteria
The RoutingCriteria node acts as a placeholder for validity conditions for a particular flow distribution rule.

-
Occurrence: ZeroOrOne

-
Format: node

-
Access Types: Get, Replace
-
Values: N/A
If ANDSF/ISRP/<X>/ForServiceBased/<X>/RoutingCriteria/RANValidityCondition is evaluated to be true and at least one instance of ANDSF/ISRP/<X>/ForServiceBased/<X>/RoutingCriteria/<X> node indicates matching validity condition, the UE shall consider the corresponding flow distribution rule as valid.

If the ANDSF/ISRP/<X>/ForServiceBased/<X>/RoutingCriteria/<X> node is present and empty (i.e. none of the nodes ValidityArea, ValidityAreaRef, TimeOfDay or TimeOfDayRef exist), the ANDSF/ISRP/<X>/ForServiceBased/<X>/RoutingCriteria/<X> node is not considered when evaluating the validity of the corresponding flow distribution rule.
If the ANDSF/ISRP/<X>/ForServiceBased/<X>/RoutingCriteria/RANValidityCondition node is present and empty, the ANDSF/ISRP/<X>/ForServiceBased/<X>/RoutingCriteria/RANValidityCondition node is not considered when evaluating the validity of the corresponding flow distribution rule.
5.7.33A
ANDSF/ISRP/<X>/ForServiceBased/<X>/RoutingCriteria/
RANValidityCondition
The RANValidityCondition node acts as a placeholder for RAN validity condition for a particular flow distribution rule.

-
Occurrence: ZeroOrOne

-
Format: node

-
Access Types: Get, Replace
-
Values: N/A
This node and its descendants are the same as defined in ANDSF/ISRP/<X>/ForFlowBased/<X>/RoutingCriteria/RANValidityCondition.

5.7.49
ANDSF/ISRP/<X>/ForNonSeamlessOffload/<X>/
RoutingCriteria
The RoutingCriteria node acts as a placeholder for validity conditions for a particular flow distribution rule.

-
Occurrence: ZeroOrOne

-
Format: node

-
Access Types: Get, Replace
-
Values: N/A
If ANDSF/ISRP/<X>/ForNonSeamlessOffload/<X>/RoutingCriteria/RANValidityCondition is evaluated to be true and at least one instance of ANDSF/ISRP/<X>/ ForNonSeamlessOffload/<X>/RoutingCriteria/<X> node indicates matching validity condition, the UE shall consider the corresponding flow distribution rule as valid.

If the ANDSF/ISRP/<X>/ ForNonSeamlessOffload/<X>/RoutingCriteria/<X> node is present and empty (i.e. none of the nodes ValidityArea, ValidityAreaRef, TimeOfDay, or TimeOfDayRef exist), the ANDSF/ISRP/<X>/ ForNonSeamlessOffload /<X>/RoutingCriteria/<X> node is not considered when evaluating the validity of the corresponding flow distribution rule.
If the ANDSF/ISRP/<X>/ForNonSeamlessOffload/<X>/RoutingCriteria/RANValidityCondition node is present and empty, the ANDSF/ISRP/<X>/ForNonSeamlessOffload/<X>/RoutingCriteria/RANValidityCondition node is not considered when evaluating the validity of the corresponding flow distribution rule.
5.7.59A
ANDSF/ISRP/<X>/ForNonSeamlessOffload/<X>/RoutingCriteria/
RANValidityCondition
The RANValidityCondition node acts as a placeholder for RAN validity condition for a particular flow distribution rule.

-
Occurrence: ZeroOrOne

-
Format: node

-
Access Types: Get, Replace
-
Values: N/A
This node and its descendants are the same as defined in ANDSF/ISRP/<X>/ForFlowBased/<X>/RoutingCriteria/RANValidityCondition.

5.9.22
ANDSF/IARP/<X>/ForInterAPNRouting/<X>/RoutingCriteria
The RoutingCriteria node acts as a placeholder for validity conditions for a particular flow distribution rule.

-
Occurrence: ZeroOrOne

-
Format: node

-
Access Types: Get, Replace
-
Values: N/A
If ANDSF/ISRP/<X>/ForNonSeamlessOffload/<X>/RoutingCriteria/RANValidityCondition is evaluated to be true and at least one instance of ANDSF/IARP/<X>/ForInterAPNRouting/<X>/RoutingCriteria/<X> node indicates matching validity condition, the UE shall consider the corresponding flow distribution rule as valid.

If the ANDSF/IARP/<X>/ForInterAPNRouting/<X>/RoutingCriteria/<X> node is present and empty (i.e. none of the nodes ValidityArea, ValidityAreaRef, TimeOfDay or TimeOfDayRef exist), the ANDSF/IARP/<X>/ForInterAPNRouting/<X>/RoutingCriteria/<X> node is not considered when evaluating the validity of the corresponding flow distribution rule.
If the ANDSF/ISRP/<X>/ForNonSeamlessOffload/<X>/RoutingCriteria/RANValidityCondition node is present and empty, the ANDSF/ISRP/<X>/ForNonSeamlessOffload/<X>/RoutingCriteria/RANValidityCondition node is not considered when evaluating the validity of the corresponding flow distribution rule.
5.9.30A
ANDSF/IARP/<X>/ForInterAPNRouting/<X>/RoutingCriteria/
RANValidityCondition
The RANValidityCondition node acts as a placeholder for RAN validity condition for a particular flow distribution rule.

-
Occurrence: ZeroOrOne

-
Format: node

-
Access Types: Get, Replace
-
Values: N/A
This node and its descendants are the same as defined in ANDSF/ISRP/<X>/ForFlowBased/<X>/RoutingCriteria/RANValidityCondition.

	*** End Change ***
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