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1. Introduction

3GPP TS 24.371 defines the usage of the continous consent mechanism defined in draft-ietf-rtcweb-stun-consent-freshness.
2. Reason for Change

A new version (-04) of draft-ietf-rtcweb-stun-consent-freshness has been submitted in IETF. In order to not reference old versions, 24.371 is updated in order to reference the new version.
There are no technical changes between the new and currently referenced version of the draft.

3. Conclusions

<Conclusion part (optional)>

4. Proposal

It is proposed to agree upon, and add, the suggested changes to 3GPP TS 24.371.
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