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***** First change *****
6.5.1.3
UE requested PDN connectivity procedure accepted by the network

Upon receipt of the PDN CONNECTIVITY REQUEST message, the MME checks whether the ESM information transfer flag is included. If the flag is included the MME waits for completion of the ESM information request procedure before proceeding with the PDN connectivity procedure. The MME then checks if connectivity with the requested PDN can be established. If no requested APN is included in the PDN CONNECTIVITY REQUEST message or the ESM INFORMATION RESPONSE message and the request type is different from "emergency", the MME shall use the default APN as the requested APN. If the request type is "emergency", the MME shall use the APN configured for emergency bearer services or select the statically configured PDN GW for unauthenticated UEs, if applicable.

If the network receives a PDN CONNECTIVITY REQUEST message with the same combination of APN and PDN type as an already existing PDN connection, and multiple PDN connections for a given APN are allowed, the network retains the existing EPS bearer contexts for the PDN connection and proceeds with the requested PDN connectivity procedure.
If the lower layers provide a GW Transport Layer Address value identifying a L-GW together with the PDN CONNECTIVITY REQUEST message and a PDN connection is established as a LIPA PDN connection due to the PDN CONNECTIVITY REQUEST message, then the MME shall store the GW Transport Layer Address value as the P-GW address in the EPS bearer context of the LIPA PDN connection.

If the lower layers provide a SIPTO L-GW Transport Layer Address value identifying a L-GW together with the PDN CONNECTIVITY REQUEST message and a PDN connection is established as a SIPTO at the local network PDN connection due to the PDN CONNECTIVITY REQUEST message, then the MME shall store the SIPTO L-GW Transport Layer Address value as the P-GW address in the EPS bearer context of the SIPTO at the local network PDN connection.

If the lower layers provide a LHN-ID value together with the PDN CONNECTIVITY REQUEST message and a PDN connection is established as a SIPTO at the local network PDN connection due to the PDN CONNECTIVITY REQUEST message, then the MME shall store the LHN-ID value in the EPS bearer context of the SIPTO at the local network PDN connection.

NOTE:
The receipt of a LHN-ID value during the establishment of the PDN connection, during tracking area updating procedure or during inter-MME handover can be used as an indication by the MME that the SIPTO at the local nework PDN connection is established to a stand-alone GW (see 3GPP TS 23.401 [10]).
If connectivity with the requested PDN is accepted by the network, the MME shall initiate the default EPS bearer context activation procedure (see subclause 6.4.1).
If connectivity with the requested PDN is accepted and the network considers this PDN connection a LIPA PDN connection, then subject to operator policy the MME shall include in the ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message the Connectivity type IE indicating "the PDN connection is considered a LIPA PDN connection".
A WLAN offloading permission is determined for the UE and the PDN connection in accordance with 3GPP TS 23.401 [10]. If WLAN offloading permission is determined, the MME shall include in the ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message the Offloadability IE indicating: 

-
"offloading the traffic of the PDN connection via a WLAN is not supported", if the traffic for the PDN connection is not permitted to be offloaded via WLAN; or

-
"offloading the traffic of the PDN connection via a WLAN is supported", if the traffic for the PDN connection is permitted to be offloaded via WLAN.
If connectivity with the requested PDN is accepted, but with a restriction of IP version (i.e. both an IPv4 address and an IPv6 prefix is requested, but only one particular IP version, or only single IP version bearers are supported/allowed by the network), ESM cause #50 "PDN type IPv4 only allowed", #51 "PDN type IPv6 only allowed", or #52 "single address bearers only allowed", respectively, shall be included in the ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message.

Upon receipt of the ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message, the UE shall stop timer T3482 and enter the state PROCEDURE TRANSACTION INACTIVE. The UE should ensure that the procedure transaction identity (PTI) assigned to this procedure is not released immediately. The way to achieve this is implementation dependent. While the PTI value is not released, the UE regards any received ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message with the same PTI value as a network retransmission (see subclause 7.3.1).
Upon receipt of the ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message with the Connectivity type IE indicating "the PDN connection is considered a LIPA PDN connection", the UE provides an indication to the upper layers that the connectivity is provided by a LIPA PDN connection.
Upon receipt of the ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message with the Offloadability IE indicating: 

-
"offloading the traffic of the PDN connection via a WLAN is supported", the UE stores the indication that "this PDN Connection is offloadable to WLAN" as described 3GPP TS 23.401 [10]; or

-
"offloading the traffic of the PDN connection via a WLAN is not supported the UE stores the indication that "this PDN Connection is not offloadable to WLAN" as described 3GPP TS 23.401 [10].

***** Next change *****
8.3.6.1
Message definition

This message is sent by the network to the UE to request activation of a default EPS bearer context. See table 8.3.6.1.

Message type:
ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST

Significance:

dual

Direction:


network to UE

Table 8.3.6.1: ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

9.2
	M
	V
	1/2

	
	EPS bearer identity
	EPS bearer identity

9.3.2
	M
	V
	1/2

	
	Procedure transaction identity
	Procedure transaction identity

9.4
	M
	V
	1

	
	Activate default EPS bearer context request message identity
	Message type

9.8
	M
	V
	1

	
	EPS QoS
	EPS quality of service

9.9.4.3
	M
	LV
	2-14

	
	Access point name
	Access point name

9.9.4.1
	M
	LV
	2-101

	
	PDN address
	PDN address

9.9.4.9
	M
	LV
	6-14

	5D
	Transaction identifier
	Transaction identifier

9.9.4.17
	O
	TLV
	3-4

	30
	Negotiated QoS
	Quality of service

9.9.4.12
	O
	TLV
	14-22

	32
	Negotiated LLC SAPI
	LLC service access point identifier

9.9.4.7
	O
	TV
	2

	8-
	Radio priority
	Radio priority

9.9.4.13
	O
	TV
	1

	34
	Packet flow Identifier
	Packet flow Identifier

9.9.4.8
	O
	TLV
	3

	5E
	APN-AMBR
	APN aggregate maximum bit rate

9.9.4.2
	O
	TLV
	4-8

	58
	ESM cause
	ESM cause

9.9.4.4
	O
	TV
	2

	27
	Protocol configuration options
	Protocol configuration options

9.9.4.11
	O
	TLV
	3-253

	B-
	Connectivity type
	Connectivity type

9.9.4.2A
	O
	TV
	1

	C-
	Offloadability
	Offloadability
10.5.6.Y
	O
	TV
	1


***** Next change *****
8.3.6.X
Offloadability
The network shall include the offloadability IE if:

-
the network is configured to support offloading of traffic using the present PDN connection via WLAN(s) indicated as specified in 3GPP TS 36.331 [22]; or

-
the offloading of traffic using the present PDN connection via WLAN(s) indicated as specified in 3GPP TS 36.331 [22] is not supported in the network.
***** Next change *****
9.9.4.2B
Connectivity type
See subclause 10.5.6.Y in 3GPP TS 24.008 [13].
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