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This CR proposes that the CONF AS shall use the dialog identifier in the Target-Dialog header field, to authorize the user when it knows that a network node is sending the request. The CONF AS can determine that a network node has sent the request when the contact header includes the media feature tag g.3gpp.ics set to a values "server"
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	Consequences if not approved:
	A conference owner that has moved to CS after the conference creation cannot add participants if it used an identity different than the default public user identity when it created the conference.

	
	

	Clauses affected:
	5.3.2.5.2

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications

	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	


***** First change *****
5.3.2.5.2
Request from a user to invite another user to a conference using a REFER request
Upon receipt of an REFER request that includes:

a)
a conference URI in the request URI; and

b)
a Refer-To header including:

-
a valid SIP URI or tel URL; and,

-
the "method" parameter either set to "INVITE" or omitted;

NOTE:
If the "method" URI parameter is omitted, the conference focus assumes that the method is INVITE.
the conference focus shall:

1)
check if the conference URI is allocated. If the conference URI is not allocated, the conference focus shall reject the request in accordance with RFC 3261 [7]. The following actions in this subclause shall only be performed if the conference URI is allocated;

2)
if the REFER request is received outside an existing dialog,

-
if the REFER request contains a Target-Dialog header field containing dialog identifiers of an existing dialog and the CONF AS can determine that the REFER request is sent by a network node on behalf of a conference participant, the CONF AS should consider the identity of the user as verified; and
NOTE:
The CONF AS may have other mechanisms to verify the identity of the conference participant, e.g. the CONF AS may have access to all the public user identities of the conference participant.
-
if the REFER request does not contain a Target-Dialog header field  the CONF AS shall verify the identity of the user as described in subclause 5.7.1.4 of 3GPP TS 24.229 [5];

and authorize the request as described in subclause 5.7.1.5 of 3GPP TS 24.229 [5]. The following actions in this subclause shall only be performed if the request can be authorized;

3)
generate a final response to the REFER request in accordance with RFC 3515 [17] as updated by RFC 6665 [10];

4)
invite the user indicated in the Refer-To header by performing the procedures as described in subclause 5.3.2.5.4;

5)
if the received REFER request included a Referred-By header, include the Referred-By header in accordance with RFC 3892 [20] in the INVITE request that is sent for inviting the user to join the conference; 
5a)
if the received REFER request included a Replaces header, include the Replaces header in accordance with RFC 3891 [33] and 3GPP TS 24.229 [5] in the INVITE request that is sent for joining the conference; and
6)
based on the progress of  this invitation, send NOTIFY messages in accordance with the procedures of RFC 3515 [17] as updated by RFC 6665 [10] towards the user who sent the REFER request.
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