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***** First change *****
5.3
Roles

5.3.1
XCAP client

5.3.1.1
Introduction

The XCAP client is a logical function as defined in IETF RFC 4825 [8]. The XCAP client provides the means to manipulate the general data, such as configuration settings related to supplementary services.
In order to manipulate XCAP resources stored on the XCAP server, the XCAP client uses the XCAP Root URI as defined in subclause 13.9.1 of 3GPP TS 23.003 [15]. The UE implementing the XCAP client can be provisioned with an XCAP Root URI as specified in Appendix C in OMA-TS-XDM_Core-V1_1-20080627-A [14].
NOTE:
In order to be able to manipulate XCAP resources stored on the XCAP server, the XCAP client needs to know the user's directory name. It is assumed that this value is pre‑provisioned or the UE uses some means to discover it. Discovery mechanisms are outside the scope of the present document.

5.3.1.2
Manipulating supplementary services
5.3.1.2.1
General

When the XCAP client intends to manipulate a resource list, it shall generate an HTTP PUT, HTTP GET or 
HTTP DELETE request in accordance with IETF RFC 4825 [8] and the supplementary services application usage specified in clause 6 of the present document. The XCAP client may attempt to manipulate resources for one or more supplementary services per request.
5.3.1.2.2
UE temporarily prevented from manipulating supplementary service settings via XCAP
If the XCAP client receives a HTTP 403 (Forbidden) response to an HTTP PUT, HTTP GET or HTTP DELETE request, the XCAP client should not retry to manipulate the supplementary service settings via XCAP for a certain time period.

NOTE 1:
If the UE is not configured for supplementary service management as specified in 3GPP TS 24.167 [19], the UE can use another mechanism or domain (if available) to manipulate the supplementary services configuration settings (e.g. CS domain).

NOTE 2:
The certain time period that the XCAP client does not retry the manipulation of supplementary services settings via XCAP depends on the type of terminal that implements the XCAP client (e.g. XCAP clients residing on mobile terminals can retry after a power-off/power-on or after detection of a change of USIM/ISIM).
5.3.1.2.3
Supplementary Service subscription errors
If the XCAP client receives an HTTP 409 (Conflict) response to an XCAP request (within an HTTP PUT request or HTTP DELETE request) where the request contained changes for multiple XML fragments of the simservs XML document (as defined in section 6.1) then the UE shall attempt to resend the changes but in multiple XCAP requests (each within an HTTP PUT request or HTTP DELETE request, as appropriate) where each XCAP request contains changes to only one XML fragment (see clause 6.1). For XML fragments that represent a supplementary service group, then each XCAP request shall contain changes to only one XML fragment (see clause 6.1). The XCAP client may attempt to resend XCAP requests using other retry methods.
NOTE:
A UE might receive an HTTP 409 (Conflict) response for reasons other than a supplementary service subscription error e.g. as defined in IETF RFC 4825 [8]. Indication of the specific reason for the error is not defined in the current version of the present document.
***** Second change *****
5.3.2
XCAP server

5.3.2.1
Introduction

The XCAP server is a logical function as defined in IETF RFC 4825 [8]. The XCAP server can store data related to the configuration of supplementary services. The XCAP server shall provide or deny authorization to access XCAP resources by authenticated users. It is an operator configurable option in the XCAP server as to which supplementary services (if any) are provisioned for a subscription and what constraints (if any) apply to settings for provisioned supplementary services.
5.3.2.2
Manipulation acceptance

When the XCAP server receives an HTTP PUT, HTTP GET or HTTP DELETE request for manipulating or fetching a resource list, the XCAP server shall first authenticate the request and then perform authorization. Subclause 5.2.2 provides more details on the authentication and authorization of HTTP requests.

Afterwards the XCAP server shall perform the requested action and generate a response in accordance with 
IETF RFC 4825 [8] and the supplementary services application usage specified in clause 6.
5.3.2.3
User not allowed to manipulate settings via XCAP
If the username identified by the XCAP User Identifier (XUI) in the HTTP PUT, HTTP GET or HTTP DELETE request, is not allowed to manipulate settings via XCAP, then the XCAP server shall respond with a HTTP 403 (Forbidden) response.
NOTE:
If the UE is not configured for supplementary service management as specified in 3GPP TS 24.167 [xx], it is expected that operators do not configure their XCAP servers to return the HTTP 403 error response code for any other reason than specified above.
5.3.2.4
Supplementary Service subscription errors
If the subscription associated with the username identified by the XCAP User Identifier (XUI) in a received HTTP PUT or HTTP DELETE request is not provisioned with one or more supplementary services indicated in the XML document contained within the request or is provisioned but the indicated configuration is not in compliance with one or more operator defined constraints, then the XCAP server shall respond with an HTTP 409 (Conflict) response and shall not update the settings for any of the supplementary services indicated in the included XML fragments.
NOTE:
An XCAP server might send an XCAP client an HTTP 409 (Conflict) response for reasons other than a supplementary service subscription error e.g. as defined in IETF RFC 4825 [8]. Indication of the specific reason for the error is not defined in the current version of the present document.
***** Fourth change *****
6
Supplementary services XCAP application usage

6.1
Structure of the XML document

XCAP provides for the existence of application usages that define the conventions and constraints related to the manipulation of XML documents in an XCAP server. The present document defines a supplementary services XCAP application usage. 
NOTE:
Further releases can extend this application usage when deemed practical.

The present document follows a modular approach, as depicted in figure 4, that provides for the existence of a simservs XML document that contains the data associated to one or more supplementary services. The simservs XML document is composed of a common part, defined by the present document, and a number of XML fragments each corresponding to one supplementary service or one supplementary service group.
NOTE:
This modular approach has significant advantages. Particularly, it is versatile enough to allow any number of configurations. For example, in one configuration, an XCAP server might be managing a given server. In this case, the simservs XML document will contain one subtree per service. In another configuration, each service is managed in its own XCAP server, case in which the XML document in each XCAP server will contain the common parts and a single XML subtree that manages the service. Yet in a third configuration the XCAP server stores several XML documents, each document managing one or more services.

The XML schema for the simservs XML document, including the common parts, is specified in clause 6.3 of the present document. This XML schema allows for each of the individual XML schemas pertaining to a particular service to import the common parts XML schema. Each XML fragment affects the settings of one supplementary service or one supplementary service group (where the group contains multiple services therein e.g. CDIV as defined in 3GPP TS 24.604 []). The XML schema of each of the supplementary services is specified in its own specification. A template of the XML schema for a supplementary service is provided in subclause 6.4 of the present document.
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Figure 4: Structure of a supplementary services XML document

The simservs XML document starts with a <simservs> root XML element that can contain one or more child elements pertaining to supplementary services. Each of these service elements can contain an "active" attribute that indicates whether the service is activated or not. When the "active" attribute is absent on a service element, it indicates that the service is activated. Elements and attributes from different namespaces can be present as well.
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