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1. Reason for Change
This contribution intends to specify how the TWAG deal with the abnormal cases when the re-authentication EAP procedure fails. In addition, editor’s notes which have been worked out are removed.
2. Proposal

It is proposed to agree the following changes to 3GPP TS 24.244 v1.0.0.
* * * First Change * * * *

4.1
Overview

WLCP is used between User Equipment (UE) and Trusted WLAN Access Gateway (TWAG) for multi-connection mode as specified in 3GPP TS 23.402 [2].
The WLCP comprises procedures for:

-
Establishment of PDN connections including initial request and handover from a 3GPP access;

-
Requesting the release of a PDN connection by the UE or notifying the UE of the release of a PDN connection; 

-
Transport of parameters related to PDN connections, such as APN, PDN type, PCO, handover indication, user plane MAC address of the TWAG etc.; and
-
IP address allocation.

Generally, WLCP procedures can be performed only if the UE has been authenticated and has successfully negotiated the multi-connection mode for the trusted WLAN access, according to 3GPP TS 24.302 [3].

Editor’s note: IP address allocation mechanism(s) are FFS.

Editor’s note: The transport layer for WLCP messages is FFS.


* * * Next Change * * * *

5.1
General
5.1.1
Overview
This clause describes principles and procedures used for Wireless LAN control plane protocol for PDN connectivity handling in the UE and in the TWAG.
Re-transmission of WLCP messages for ensuring reliability of WLCP procedures is supervised by timers.
NOTE:
This document is not supposed to be used to support emergency calls. The protocol specified in the document only does not preclude making emergency calls using IMS over implementations conforming to this document.



* * * Next Change * * * *

5.1.2
Services provided by lower layers
Unless explicitly stated otherwise, WLCP procedures can be performed only if the UE has been authenticated and has successfully negotiated the multi-connection mode for trusted WLAN access, according to 3GPP TS 24.302 [3].

Editor’s note: lower layer mechanisms for ensuring reliability of WLCP procedures and for re-transmission of messages are FFS.
* * * Next Change * * * *

5.1.3
Principles of address handling for WLCP procedures

WLCP procedures use the PTI as address parameter in the WLCP message header. When the UE or the TWAG initiates a WLCP procedure, it shall include a valid PTI value in the message header.

In the response message, the sending entity shall include the PTI value received with the request message.
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Figure 5.1.3.1: Procedure initiated by the UE
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Figure 5.1.3.2: Procedure initiated by the TWAG
* * * Next Change * * * *

5.1.4
Abnormal cases in the UE


No abnormal cases have been identified.
* * * Next Change * * * *

5.1.5
Abnormal cases in the TWAG

The following abnormal cases can be identified:

a)
Failure of EAP-AKA' re-authentication: 

When the TWAG receives a failure indication of the re-authentication procedure, the TWAG shall initiate TWAG-initiated PDN disconnection procedure.
