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In GSMA PRD IR.92 (“IMS Profile for Voice and SMS”) deployment scenarios, all public user identities are aliases (i.e. they are linked to the same service profile and have the same service data configured for each and every service). This has allowed the selection of one specific public user identity to be used by the UE as the XCAP User Identity (XUI) for supplementary service configuration. Therefore, RILTE defined the use of the default public user identity received in P-Associated-URI header in SIP 200 (OK) response to the SIP REGISTER request, as the XUI. Furthermore: 
· IR.92 allows the UE to use the default public user identity as XUI when the UE is not registered with IMS any longer.
· RILTE has agreed that if the UE receives a HTTP 404 (Not Found) response when attempting to access the entire simservs XML document (i.e. a node selector is not included in the Request-URI of the XCAP request), or the UE does not have a stored default public user identity, then:

· if the UE has an ISIM, then the UE uses the public user identity in the first (or only) record in the EFIMPU Elementary File in the ISIM as XUI in further XCAP requests sent until the next successful IMS registration. 
· if the UE has a USIM but not an ISIM, then the UE uses the temporary public user identity derived from the IMSI as XUI in further XCAP requests sent until the next successful IMS registration.

Action to CT1:
GSMA IREG RILTE would like to inform 3GPP CT1 of the solution that they have agreed on for the discovery of the XUI and asks 3GPP CT1 to inform GSMA IREG RILTE when they have come up with a generic, future proof solution that can be used regardless of whether the public user identities of the user's IMS subscription are all aliases.
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