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	Reason for change:
	It is currently undefined for the Ut interface how the XCAP server should handle an XCAP request containing new sttings for at least one supplementary service that is either not provisioned or is provisioned but has operator defined constraints that prohibit the requested update to the settings. It is also undefined how the UE and the network should handle the case where the XCAP client attempts to update settings for multiple supplementary services in one XCAP request and an error is detected by the XCAP server in a subset of those supplementary services; in the worse case, the whole XCAP request fails, even though some supplementary services could have been updated.
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***** First change *****
5.3
Roles

5.3.1
XCAP client

5.3.1.1
Introduction

The XCAP client is a logical function as defined in IETF RFC 4825 [8]. The XCAP client provides the means to manipulate the general data, such as configuration settings related to supplementary services.
In order to manipulate XCAP resources stored on the XCAP server, the XCAP client uses the XCAP Root URI as defined in subclause 13.9.1 of 3GPP TS 23.003 [15]. The UE implementing the XCAP client can be provisioned with an XCAP Root URI as specified in Appendix C in OMA-TS-XDM_Core-V1_1-20080627-A [14].
NOTE:
In order to be able to manipulate XCAP resources stored on the XCAP server, the XCAP client needs to know the user's directory name. It is assumed that this value is pre‑provisioned or the UE uses some means to discover it. Discovery mechanisms are outside the scope of the present document.

5.3.1.2
Manipulating supplementary services
5.3.1.2.1
General
When the XCAP client intends to manipulate a resource list, it shall generate an HTTP PUT, HTTP GET or 
HTTP DELETE request in accordance with IETF RFC 4825 [8] and the supplementary services application usage specified in clause 6 of the present document.
5.3.1.2.2
Void

5.3.1.2.3
Supplementary Service subscription errors
If the XCAP client receives an HTTP 409 (Conflict) response to an HTTP PUT request or HTTP DELETE request where the XML document included in the request contains configuration for more than one supplementary service then the UE shall generate new XML documents that contain one of each of the supplementary services in the original XML document and attempt to send each one of the new XML documents in its own HTTP PUT request or HTTP DELETE request (as appropriate).
NOTE:
A UE might receive an HTTP 409 (Conflict) response for reasons other than a supplementary service subscription error e.g. as defined in IETF RFC 4825 [8]. Indication of the specific reason for the error is not defined in the current version of the present document.
***** Second change *****
5.3.2
XCAP server

5.3.2.1
Introduction

The XCAP server is a logical function as defined in IETF RFC 4825 [8]. The XCAP server can store data related to the configuration of supplementary services. The XCAP server shall provide or deny authorization to access XCAP resources by authenticated users.

5.3.2.2
Manipulation acceptance

When the XCAP server receives an HTTP PUT, HTTP GET or HTTP DELETE request for manipulating or fetching a resource list, the XCAP server shall first authenticate the request and then perform authorization. Clause 5.2.2 provides more details on the authentication and authorization of HTTP requests.

Afterwards the XCAP server shall perform the requested action and generate a response in accordance with 
IETF RFC 4825 [8] and the supplementary services application usage specified in clause 6.
5.3.2.3
Void

5.3.2.4
Supplementary Service subscription errors
It is an operator configurable option in the XCAP server as to which supplementary services (if any) are provisioned for a subscription and what constraints (if any) apply to settings for provisioned supplementary services.
If the subscription associated with the username identified by the XCAP User Identifier (XUI) in a received HTTP PUT or HTTP DELETE request is not provisioned with one or more supplementary services indicated in the XML document contained within the request or is provisioned but the indicated configuration is not in compliance with one or more operator defined constraints, then the XCAP server shall respond with an HTTP 409 (Conflict) response and shall not update the settings for any of the supplementary services indicated in the included XML document.
NOTE:
An XCAP server might send an XCAP client an HTTP 409 (Conflict) response for reasons other than a supplementary service subscription error e.g. as defined in IETF RFC 4825 [8]. Indication of the specific reason for the error is not defined in the current version of the present document.
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