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1. Reason for Change
It has been determined by stage 2 that WLCP signalling is transported over UDP and IP between the UE and the TWAG. The UE and the TWAG shall use a specific UDP port dedicated to WLCP when transporting the WLCP signalling. The WLCP messages shall be carried via IPv6 link local addressing scope or via IPv4. Hence, corresponding statement on the protocol stack of WLCP shall be reflected in this stage 3 specifcation.
2. Proposal

It is proposed to agree the following changes to 3GPP TS 24.244 v1.0.0.
* * * First Change * * * *
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* * * Next Change * * * *
4.1
Overview

WLCP is used between User Equipment (UE) and Trusted WLAN Access Gateway (TWAG) for multi-connection mode as specified in 3GPP TS 23.402 [2].
The WLCP comprises procedures for:

-
Establishment of PDN connections including initial request and handover from a 3GPP access;

-
Requesting the release of a PDN connection by the UE or notifying the UE of the release of a PDN connection; 

-
Transport of parameters related to PDN connections, such as APN, PDN type, PCO, handover indication, user plane MAC address of the TWAG etc.; and

-
IP address allocation.

Generally, WLCP procedures can be performed only if the UE has been authenticated and has successfully negotiated the multi-connection mode for the trusted WLAN access, according to 3GPP TS 24.302 [3].





* * * Next Change * * * *

4.2
Protocol stack


4.2.1
General
The protocol stack of WLCP shall be depicted in Figure 4.2.1.
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Figure 4.2.1: Protocol stack of WLCP
4.2.2
UDP port numbers for WLCP
The WLCP messages are transported over UDP layer. A User Datagram Protocol (UDP) compliant with IETF RFC 768 [x] shall be used.
When the UE or the TWAG initiates a WLCP procedure, the entity initiating the request shall set the UDP Destination Port number to xxxx in the UDP header of the WLCP message. xxxx is the registered port number for WLCP.
Editor’s note:
the UDP port value of xxxx is FFS which will be assigned by IANA.
In the response message,
-
the UDP Destination Port value shall be the value of the UDP Source Port of the corresponding request message; and
-
the UDP Source Port value shall be the value of the the Destination Port of the corresponding request message.
4.2.3
IP addresses of WLCP message
4.2.3.1
General
The WLCP/UDP packet shall be carried via IPv6 with link local addressing scope or IPv4 as specified in 3GPP TS 23.402 [2].
4.2.3.2
UE procedure
The UE shall use the TWAG IP address for control plane (i.e. WLCP) which is received during the EAP authentication and authorization procedure specified in 3GPP TS 23.402 [2] as the destination IP address of WLCP message.
The UE shall apply the following procedures to set the source IP address of the WLCP message:
-
if the TWAG IP address for WLCP is an IPv4 address, the UE shall obtain an IPv4 address via DHCPv4 to be used as the source IP address for WLCP; and

-
if the TWAG IP address for WLCP is an IPv6 link local address, the UE shall use the IPv6 link local address configured on the WLAN interface as the source IP address for WLCP; and
-
if the TWAG IP addresses for WLCP are an IPv4 address and an IPv6 link local address, which IP version the UE selects is implementation dependent.
The UE may change to operate in Single-connection mode or Multi-connection mode in the following circumstances:
-
if the TWAG IP address for WLCP is IPv4 but the UE does not support IPv4; or

-
if the TWAG IP address for WLCP is IPv6 link local address but the UE does not support IPv6.
4.2.3.3
TWAG procedure
The TWAG shall use the destination IP address of the WLCP message receiving from the UE as the source IP address for WLCP.
The TWAG shall use the source IP address of the WLCP message receiving from the UE as the destination IP address for WLCP.
4.2.4
Layer 1 and Layer 2
This refers to Layer 1 and Layer 2 defined by IEEE Std 802.11-2007 [y].
* * * End of Change * * * *
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