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***** Next change *****
4.2.1
General description

The Explicit Communication transfer (ECT) service provides a party involved in a communication to transfer that communication to a third party.

There are three actors active in a transfer, they are acting in the following roles:
transferor:
the party that initiates the transfer of the active communication that it has with the transferee;

transferee:
the party which stays in the communication which is transferred;

transfer target:
the party which the communication is transferred to and which replaces the transferor in the communication.

There are two initial situations possible in which transfer shall be possible:

-
the transferor has no ongoing consultation communication with the transfer target (Blind/Assured transfer), then after its transfer request:
a)no further action is possible for the transferor when the transfer is invoked (Blind transfer); or
b)the transferor can request to retrieve the initial communication during or in case of failure of the transfer operation. The transferor can also specifies the maximum duration for the transfer attempt (Assured transfer); or
-
the transferor has a consultation communication with the transfer target (Consultative transfer).

The transferor AS takes care that it remains in the signalling path even after the communication is transferred, this allows:

-
Classical charging models.

-
Anonymization of the transfer target.
***** Next change *****
4.5.2.1
Actions at the transferor UE
A UE that has initiated an emergency call, shall not perform any transfer operation involving the dialog associated with the emergency call.

A UE that initiates a transfer operation shall:

-
Issue a REFER request in the original communications dialog, where:

-
The request URI shall contain the SIP URI of the transferee as received in the Contact header field.

-
The Refer-To header field shall indicate the public address of the transfer Target. 

-
In case of Consultative transfer, the transferor UE has a consultation communication with the transfer Target, a Replaces header field parameter shall be added to the Refer-To URI together with a Require=replaces header field parameter.

-
The Referred-By header field can be used to indicate the identity of the transferor. When privacy was required in the original communications dialog and a Referred-By header field is included, the UE shall include a Privacy header field set to "user".
In case of Assured transfer, the UE may include an Expires header field parameter in the Refer-To URI of the REFER Request.

NOTE 1:
The value of the Expires header field indicates the maximum duration of the transfer attempt. If the transfer does not succeed within this duration, the UE will receive a NOTIFY request indicating the transfer failure.

In case of Consultative and Assured transfer, after the REFER request is accepted by the other end with a 202 (Accepted) response, the transferor UE should get notifications of how the transferee's communication setup towards the transfer Target is progressing. 
When a NOTIFY request is received on the REFER dialog that indicates that the transferee and the transfer Target have successfully setup a communication, the transferor UE may terminate the original communication with the transferee UE, by sending a BYE message on the original dialog.
In case of Assured transfer, while the transfer attempt is not completed (i.e. the UE did not receive a NOTIFY request indicating the end of the transfer operation), the UE may request to terminate the transfer attempt by sending a REFER request in the in the original communications dialog, where:

-
The request URI shall contain the SIP URI of the transferee as received in the Contact header field; and
-
The Refer-To header field shall indicate the public address of the transfer Target and shall contain the method parameter set to "CANCEL".
In case of Assured transfer, when the UE receives a NOTIFY request indicating that the transfer attempt failed and a Feature-Caps header field including the "g.3gpp.assured-transfer" feature-capability indicator was received in the 202 (Accepted) response to the REFER request, the UE may decide to retrieve the original communication by sending a re-INVITE message in the original SIP dialog.
NOTE 2:
if the user requests the retrieval of the original communication while the transfer attempt has not been completed, the UE needs first to request the termination of the transfer attempt before retrieving the original communication via re-INVITE.
***** Next change *****
4.5.2.4.1.2.2A
Procedures for call transfer with 3PCC

When a REFER request is received that invokes the call transfer service (see subclause 4.5.2.4.1), the AS shall follow procedures specified in 3GPP TS 24.628 [10] for special REFER request handling using 3PCC procedures with the following addition: the AS shall include a Feature-Caps header field in the 202 (Accepted) response to the REFER request containing the "g.3gpp.assured-transfer" feature-capability indicator.
If the received REFER request contains an Expires header field, the AS shall start a timer set to the value received in the Expires header field when the 3PCC procedure is launched. If this timer expires before the transfer attempt is completed, the AS shall terminate the transfer attempt with the transfer target according to RFC 3261 [4].

For Blind communication transfer, if required by local policy to do so, the AS shall connect a media server to the transferee UE in order to provide in-band announcement about the progress of the communication establishment with the transfer target.

If the transfer attempt fails:

-
the AS shall not terminate the SIP dialog with the transferor; and

-
if a re-INVITE in the initial dialog with the transferor. the AS shall apply the relevant procedures of 3GPP TS 24.229 [1].

***** Next change *****
4.10
Definition of feature-capability indicator g.3gpp.assured-transfer
Feature-capability indicator name: g.3gpp.assured-transfer

Summary of the feature indicated by this feature-capability indicator:

This feature-capability indicator, when included in a Feature-Caps header field as specified in RFC 6809 [190] in a 202 (Accepted) response, indicates support of the assured transfer feature.

Feature-capability indicator specification reference: 3GPP TS 24.629: "Explicit Communication Transfer (ECT) using IP Multimedia (IM) Core Network (CN) subsystem; Stage 3".

Values appropriate for use with this feature-capability indicator: none
The feature-capability indicator is intended primarily for use in the following applications, protocols, services, or negotiation mechanisms: This feature-capability indicator is used to indicate the support of the assured transfer feature by an Application Sever providing the Explicit Communication transfer (ECT) service.
Examples of typical use: The Application Sever providing the Explicit Communication transfer (ECT) service indicating the support of the assured transfer feature. 
Security Considerations: Security considerations for this feature-capability indicator are discussed in clause 9 of RFC 6809 [190].
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