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1. Overall Description:

CT1 thanks CT4 for their LS on SIP/SDP usage for TCP TLS session establishment. CT1 has discussed the issues described in the LS and would like to provide the following answers.
MSRP:

For TLS used for media plane security for MSRP, CT1 agrees with the working assumption made in CT4. In this case, a TLS endpoint shall use the TCP related SDP "a=setup" attribute, see RFC 6135, to determine if it acts as TLS client or server. RFC 6135 section 6 has 
“The active party also takes the role of the TLS client, if TLS is used to protect the MSRP messages.”
CT1 is currently studying how to document a related clarification in CT1 specifications.
BFCP:

For TLS used for media plane security for BFCP, CT1 agrees with the CT4 working assumption. If a TLS session is already established and is used by BFCP, then any SDP offer/answer renegotiation will not have an impact on the TLS session.
CT1 is currently studying how to document a related clarification in CT1 specifications.

2. Actions:

To [CT4] group.

ACTION: 
CT1 asks CT4 to take the above information into account in their work on Media Plane Security..
3. Date of Next TSG-CT WG1 Meetings:

TSG CT WG1 Meeting #85
11-15 November 2013
San Francisco, CA (USA)

TSG CT WG1 Meeting #86
20-24 January 2014
Guangzhou (P.R. China)
