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BACKGROUND
TS 22.101 contains the following requirement:

If permitted by local regulation, it shall be possible for the user to prevent the sending of his public user identifiers and the location information to the PSAP (i.e. emergency response centre).

Note 4:
Operator policies (e.g. requirements for support of emergency communications) may over-ride the user request for suppression.

At SA2#99 a solution has been discussed for ensuring a request for privacy still applies to emergency calls made on the CS domain (when the emergency calls made on the CS domain is triggered by the receipt of a SIP 380 response). The solution for the CS domain depends on the UE being unable to determine the emergency service type for the EMERGENCY SETUP message. When unable to determine the emergency service type, and the UE has dialled digits available, the UE can perform the basic call setup procedure with the dialled digits.

In a concrete example for Japan, the dialled digits could be 184110 or 186110. 184 indicates the need to apply privacy to the call (in IMS this corresponds to the originating user having subscribed to the OIR service (see TS 24.607) in "temporary mode" with default "not restricted"). 110 indicates that the request should be routed to the police's PSAP. 186 indicates that privacy must not be applied to the call (in IMS this corresponds to the originating user having subscribed to the OIR service in "temporary mode" with default "restricted"). 
Continuing the example, the UE will fail to detect that 184110 or 186110 is an emergency number and in a VoLTE network, the UE will attempt the normal INVITE with R-URI set to the dialled digits. The P-CSCF may reject this request with e.g. "urn:service:sos.country-specific.police-privacy-none" or "urn:service:sos.country-specific.police-privacy-id" value in the 380's Contact header field. The UE will not parse this received URN but simply attempt to derive a CS emergency type (e.g. one of police, fire, ambulance, mountain, sea) from it. Mapping these particular URNs will fail and therefore the UE is expected to attempt a basic call on the CS domain with the digits 184110 or 186110 (see TS 23.167 CR#0249).
According to our analyses, the solution documented in TS 23.167 CR#0249 and exemplified above, works correctly for a UE selecting the CS domain after receiving a 380 response.

However, for the PS domain the impacts of a solution based on a URN e.g. set to "urn:service:sos.country-specific.police-privacy-none" or "urn:service:sos.country-specific.police-privacy-id" require more study. Below we identify some impacts to various IMS functional elements.

OBSERVATIONS
1. For OIR, TS 24.607 specifies mandatory actions at the originating UE in subclause 4.5.2.1. If a request for emergency services is rejected by the network using a 380 as described above, and the UE selects the PS domain, then it is unclear what triggers the UE to perform these mandatory actions in subclause 4.5.2.1. 
2. Suppose a UE sends a SIP INVITE request. The UE may include a Privacy header field in a request while the R-URI is set to "110" or set to an emergency service URN. Will this Privacy header field be ignored or stripped in networks where privacy applied to emergency calls is not supported? Will this Privacy header field be enforced in networks where privacy applied to emergency calls is supported? 
3. Let's consider an S-CSCF in a network where privacy applied to emergency calls is supported. Annex 6.1 of TS 24.607 shows an example of filter criteria at the S-CSCF for OIR service. Effectively, the S-CSCF can forward outgoing SIP requests to an AS providing the OIR service. I.e. operator policy requires that emergency service requests are forwarded to the S-CSCF. Until Release 12, subscription information may not have played a role for emergency service requests, at the S-CSCF. Considering subscription information applicable to emergency calls may require some study, for example:
a. Filter criteria can be included in subscription information. Problems may occur with the subscription information: if the subscription information is invalid, a user requesting privacy may not get it. The subscription information may need to re-synchronized with the UE or the S-CSFC may fail to obtain it from the HSS. If restoration procedures are supported by the S-CSCF, the S-CSCF may have to invoke restoration procedures. According to TS 24.229, restoration procedures are not invoked if the Request-URI of the request matches an emergency service URN.

i. Note that an emergency registered UE does not subscribe to the event providing registration state. Reg-event is another means to synchronize, in case restoration procedures are not supported by the S-CSCF.
4. The P-CSCF may allow UE-undetected requests for emergency service. However, prior to forwarding the request it includes in the request's Request-URI an emergency service URN. This emergency service URN may be a country specific URN (e.g. "urn:service:sos.country-specific.police-privacy-none") or another service URN with a top-level service type of "sos" in accordance with RFC 5031. If the emergency service URN is not a country specific URN, the P-CSCF may need to include the appropriate Privacy header field.
5. The E-CSCF applies certain privacy procedures when a request for privacy is detected. It is unclear if the E-CSCF will detect a request from privacy by inspecting the country specific URN.

6. The AS providing the OIR service and proxies at the trust domain applicable to the Privacy header field (MGCF?) have no procedures for applying privacy based information encoded in the country specific URN.

CONCLUSION
CS domain

According to our analyses, the solution documented in TS 23.167 CR#0249, works correctly for a UE selecting the CS domain after receiving a 380 response.

PS domain

When considering the impact of supporting privacy to allowed emergency call requests in the PS domain, we have identified some functional elements that may need to be modified. The above list need not be a complete list of issues.

In order to provide privacy to allowed emergency call requests in the PS domain, two approaches have so far been identified:
· using the Privacy header field as defined in TS 24.607;

· using a country specific URN as discussed offline at SA2#99.

More approaches may exist.

For the approaches discussed in this document, impacts have been identified throughout the IMS. Depending on the approach chosen, the UE, P-CSCF, S-CSCF, AS providing the OIR service, MGCF or E-CSCF can be impacted.

BlackBerry have provided a CR in C1-133666 to further illustrate various issues and to make some progress on satisfying the Rel-8 TS 22.101 requirement for privacy applicable to allowed PS emergency calls. It is recommended that CT1 discusses whether a dedicated WID is preferred to capture changes made to IMS to support privacy applicable to allowed PS emergency calls.

