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1. Problem statement
3GPP TS 22.228 (IMS Stage 1) and TS 23.221 acknowledge that IMS may support UEs using IPv4 only, IPv6 only or both. 
TS 24.229 provide procedures for handling of the cohabitation between devices with different capabilities regarding IP addresses format support. However, these procedures are not optimal. However, with these procedures, PBXs connected to IMS will need to perform IPv4/IPv6 interworking even when the involved devices support common IP addresses formats. 

Note that, there are current deployements of corporate networks connecting devices supporting different formats of IP addresses. 
In fact, TS 24.229 contains the following texts:  
In 24.229/5.4.3.2
When the S-CSCF, upon sending an initial INVITE request that includes an IP address in the SDP offer (in "c=" parameter), receives an error response indicating that the the IP address type is not supported, (e.g., the S-CSCF receives the 488 (Not Acceptable Here) with 301 Warning header field indicating "incompatible network address format"), the S-CSCF shall either:

-     fork the initial INVITE request to the IBCF; or

-     process the error response and forward it using the Via header field.

24.229/ 6.1.2 

If the UE sends an initial INVITE request that includes only an IPv6 address in the SDP offer, and receives an error response (e.g., 488 (Not Acceptable Here) with 301 Warning header field) indicating "incompatible network address format", the UE shall send an ACK as per standard SIP procedures. Subsequently, the UE may acquire an IPv4 address or use an existing IPv4 address, and send a new initial INVITE request to the same destination containing only the IPv4 address in the SDP offer.

Therefore a PBX which receives an INVITE request with an SDP offer indicating an IP addess format not compatible with the supported format by the destination UE, cannot assumes that by sending a 488 (Not Acceptable Here) with response 301 Warning header field indicating "incompatible network address format") neither the IMS network will intercept this response and perform the IPv4/IPv6 interworking nor the calling UE receiving such 488 response will resubmit the INVITE it it’s support the other IP format. Therefore, the PBX, in order to avoid the call failure, will need in such case, to always perfom IPv4/IPv6 interworking even if the calling party supports a compatible IP address format.
Note also that even if the PBX konws that by sending a 488 (Not Acceptable Here) response with 301 Warning header field indicating "incompatible network address format") either the IMS network will intercept the 488 response and perform IPv4/IPv6 interworking or the calling UE receiving such 488 response will resubmit the INVITE it it’s support the other IP format, such mechanism has the following disadvantages:
· Bad user experience as the delay for the calling user to get a feedback indication for its call (ringing or call faillures) will be long.

· Network KPIs will be erroneous as the first INVITE attempt will be considred as a call failure.
To avoid these drawbacks, there is a need to allow dual-stack IPv4/IPv6 UE to indicate its IPv4 and IPv6 IP addresses.
2.  Possible solutions:
2.1 ICE “Interactive Connectivity Establishment:
ICE: “Interactive Connectivity Establishment (ICE): A Protocol for Network Address Translator (NAT) Traversal for Offer/Answer Protocols – RFC5245". ICE is a technique for NAT traversal. It can be seen as an extension to the SDP offer/answer model, and works by including a multiplicity of IP addresses and ports in SDP offers and answers, which are then tested for connectivity by peer-to-peer connectivity checks. This capability can be used to offer both an IPv4 and an IPv6 address, regardless of whether a NAT is present on the media path. 
Pros: 

· ICE is already supported in IMS for NAT travsersal.
Cons:

· Requires to be supported by the devices behind the PBX. However, these devices may not use SIP for signalling. In fact there are no requirements in 3GPP specifications on support of SIP by devices behind a PBX. 
· Even if we consider that the PBX connect SIP devices, using of ICE has the following drawbacks:
·  
ICE is a complex mechanism and its implementation by entities that are not concerned by the NAT traversal issue (which is in general the case of enterprise devices), can be considered as using a “sledge-hammer to crack a nut”. 
· Requires a complex SDP Offer/Answer exchange.

2.2 ALTC: “Session Description Protocol (SDP) Alternate Connectivity (ALTC) Attribute

ALTC is a new SDP attribute defined in RFC 6947”, which has been submitted for publication within IETF. 

ALTC is an SDP attribute that can be used to specify an alternate connection address to that specified in a “c=” line. ALTC does not depend on SDPCapNeg. In addition to an alternate address, ALTC also allows to specify an alternate port number.

Pros: 

· Does not require to be supported by the devices behind the PBX.

· Very simple mechanism

· Compatible with the basic SDP offer/Answer exchange.
Cons:

· None.
The attached slides contain call flows illustrating that:

· Without the possibility of the PBXs to indicate both IPv4 and IPv6 formats, IPv4/IPv6 interworking by PBXs is uselessly performed.
· With ALT-C such useless interworking can be avoided.

· Usage of ICE requires the PBX to be in the media path.

3. Proposal 

 It’s proposed to adopt the ALTC mechanism to allow PBXs to indicate support of both IPv4 and IPv6 IP addresses
