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Introduction
Historical perspective

When SDP was defined, the specification provided for the exchange of SDP between endpoints with no modification by intermediate systems. Therefore the SDP received by an endpoint could well be considered to be the SDP generated by the remote endpoint, and therefore a clear statement of what was supported by the remote endpoint.

In the ISDN specifications, the intermediate modification of information was permitted by network entities appearing between the two endpoints, but the information was clearly separated and where necessary duplicated. Thus type I information in the Bearer capability information element was subject to network modification; conversely type II and type III information in the Bearer capability information element and Low layer compatibility information element respectively, was not. For example, speech (G.711) specified in the Bearer capability information element would allow conversion between A-law and mu-law within the network; the same specified in the Low layer compatibility information element with the Bearer capability information element specifying unrestricted digital information would prevent it.

Further, where a set of capabilities was not available, the user had the option of indicating that fallback to an alternative should not occur. For example, when telephony 7khz was specified, the calling user was able to indicate whether fallback to telephony 3.1 kHz was permitted or not, and therefore answer (and consequent charging) with telephony 3.1 kHz would not occur if fallback was not permitted.
Within SIP, the original definition assumed that SDP was end to end, and took no account of the possibility of intermediate devices; the presence of intermediate devices such as SBCs has complicated the issue. The general understanding is that such intermediate devices involved in transcoding would only introduce additional codecs at the end of the list of codecs generated by the calling user.
The modification of the SDP is not to be used for the application of session-policy. This was discussed extensively with IETF during release 5, and it was agreed:
· As an intermediate step, any application of session policy would be by the return of a 488 response rejecting the call, with the SDP that was supported. The calling user could then modify the call request to meet the requirements of both the calling user and the policy applied by the network. This could take successively as various networks applied differently policy.
· Where a user needed to learn session policy, an extension outside the session request would be developed by IETF. This has occurred in RFC 6794 and associated RFCs, but has not yet been specified by 3GPP.

Recent proposals

Discussion in recent meetings has identified two use cases:

1. User A supports HD codec X and G.711; user B supports HD codec Y and G.711. The network is able to transcode between codec X and codec Y at a quality better than G.711. User A calls user B and specifies (X, G.711) as the codec list, because user A is prepared for the call to fallback to G.711 if X is not available. Without network intervention, the remote user would return (G.711) and the call would result as a call with G.711 in use. With the current rules for network intervention, the network would insert a codec in the offer as follows: (X, G.711, Y) which would still result in the offer /answer exchange providing G.711. It should be noted that if user A omits G.711, then the negotiation to allow the insertion of transcoding will work.
2. The network has access networks that do not ideally support G.711 as a codec, because of requirements on restricting bandwidth usage, but it is impossible to impose that in the SDP generated by e.g. the MGCF, because the network operator's IMS also supports other access networks that do not need such a restriction. In this case, the MGCF identifies G.711 as the first codec, and a subsequent transcoder might add AMR, and both are presented to the UE on the restricted access network. If the UE follows SDP rules, then it would choose the first in the list, assuming it supported it, which is G.711. The network has no means of requesting the UE to choose something different, under the current rules.
Conflicting requirements

There are therefore conflicting requirements on the limited coding provided by SDP. To summarise these can be identified as:
1. That an endpoint can learn the capabilities supported by the remote endpoint when a session is requested.

2. That a modification by the network should not cause the user to be charged by something they do not desire.
We propose the following limitations on modification to the codec list contents and order:

A. An intermediate entity should only change the order of the list for a specific network support reason, i.e. not for service reasons to the the end user.

B. An intermediate entity should only remove a codec to meet policy requirements of the local access of the user.

C. A modification (i.e. any combination of reordering, removal or addition) should only be made, such that the resultant offer / answer exchange results in a codec of equal or better quality that if the modification had not been made, subject to policy restrictions of the access of the local user.

D. Any removal from the codec list should be supported by appropriate transcoding to ensure that the offer answer exchange can still result in a successful selection of an appropriate codec to meet the quality of the users original request.
E. A modification (i.e. any combination of reordering, removal or addition) should only be made, such that the resultant offer / answer exchange prefers solutions that do not use a transcoder rather than ones that do use transcoder, subject to meeting the policy restrictions in B above.

It is also noted that there are some requirements that are apparently missing in the existing requirements:

A. There are no statements that transcoding proposals need to be supported in both directions.

Finally, the support of the session policy framework should be specified to allow the user to determine what session policy does exist in the network, and allow the end user to negotiate codec types that are supported by the intervening networks.

Conclusion

The procedures for negotiating transcoding should be expanded to make clearer what is allowed and what is not allowed, so that the expectations of all the players are known. It is expected that this should result in additional procedures in 3GPP TS 24.229.
We should specify the support of session-policy to allow more complex scenarios to be developed, because ultimately SDP is incapable of meeting all the requirements to the benefit of both users and network operators.

