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*****Start of Change***** 
3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] apply.
Empty node: A node which is present in the ANDSF MO with no internal node or leaf object(s) to it is present.
Inter-System Routing Policy rule: In the present document, Inter-System Routing Policy (ISRP) consists of one or more ISRP rules. ISRP rule is a single instance of <X>/ISRP/<X>. The ISRP rule consists of one or more flow distribution container.

Flow distribution container: In the present document, Flow distribution container denotes the node <X>/ISRP/<X>/ForFlowBased, <X>/ISRP/<X>/ForServiceBased or <X>/ISRP/<X>/ForNonSeamlessOffload/.

Flow distribution rule: In the present document, Flow distribution rule denotes a single instance of <X>/ISRP/<X>/ForFlowBased/<X>, <X>/ISRP/<X>/ForServiceBased/<X>, <X>/ISRP/<X>/ForNonSeamlessOffload/<X> or <X>/IARP/<X>/ForInterAPNRouting/<X>.

Reserved: The value "reserved" is assigned to a code point to indicate that it is reserved for future use. The present document specifies no processing rules for handling of "reserved" value by the receiving entity.

Operating System (OS): collection of UE software that provides common services for applications.

Operating System Identifier (OSId): an identifier identifying the operating system. 
OS specific Application Identifier (OSAppId): an identifier associated with a given application and uniquely identifying the application within the UE for a given operating system.
For the purpose of the present document, the terms and definitions given in 3GPP TS 24.302 [3AA] apply:

Home ANDSF

Visited ANDSF
For the purposes of the present document, the terms and definitions given in 3GPP TS 24.303 [3AB] apply:

Home Agent

*****Next Change***** 
3.3
Abbreviations

For the purposes of the present document, the following abbreviations apply:

ANDSF
Access Network Discovery and Selection Function

DDF
Device Description Framework

DIDA
Data IDentification in ANDSF
DM
Device Management
DS
Differenciated Services
FQDN
Fully Qualified Domain Name
IARP
Inter-APN Routing Policy
IFOM
IP Flow Mobility 
ISMP
Inter-System Mobility Policy
ISRP
Inter-System Routing Policy

MAPCON
Multi Access PDN Connectivity
MO
Management Object

OMA
Open Mobile Alliance
OS
Operating System
OSAppId
Operating System specific Application Identifier

OSId
Operating System Identifier
RSSI
Receive Signal Strength Indicator
ToS
Type of Service
UE
User Equipment
UUID
Universally Unique IDentifier
WNDS
WiMAX Network Discovery and Selection

*****Next Change***** 
4.1.1
General

The ANDSF MO is used to manage Inter-System Mobility Policy (ISMP), Inter-System Routing Policy (ISRP) and Inter-APN Routing Policy (IARP) as well as access network discovery information stored in a UE supporting provisioning of such information from an ANDSF.

The ANDSF may initiate the provision of information from the ANDSF to the UE as specified in 3GPP TS 24.302 [3AA].

If the UE wishes to provide the user location information to the ANDSF when sending the Package 1 (see OMA-TS-DM_Protocol-V1_2 [5A]), the UE shall include in the Package 1 a Generic Alert message (along with other commands) where the "Type" element is set to "urn:oma:at:ext-3gpp-andsf:1.0:ue_location" and the "Data" element is set to the information contained in the UE_Location node subtree (see subclause 5.6) encoded as XML formatted as specified by OMA-TS-DM_TNDS-V1_2 [5B].

If the UE wishes to provide the UE profile information to the ANDSF while sending Package 1 (see OMA-TS-DM_Protocol-V1_2 [5A]), the UE shall include in Package 1 a Generic Alert message (along with other commands) where the "Type" element is set to "urn:oma:at:ext-3gpp-andsf:1.0:ue_profile" and the "Data" element is set to the information contained in the UE_Profile node subtree (see subclause 5.7A) encoded as XML formatted as specified by OMA-TS-DM_TNDS-V1_2 [5B].

The UE may initiate the provision of all available information from the ANDSF, using a client-initiated session Alert message of code "Generic Alert" (see OMA-TS-DM_Protocol-V1_2 [5A]). When requesting all available information from ANDSF, the "Type" element of the OMA DM generic alert message shall be set to "urn:oma:at:ext-3gpp-andsf:1.0:provision".

The relation between ISMP, ISRP, IARP and DiscoveryInformation is that ISMP prioritize the access network when the UE is not capable to connect to the EPC through multiple accesses, ISRP indicate how to distribute traffic among available accesses when the UE is capable to connect to the EPC through multiple accesses (i.e. the UE is configured for IFOM, MAPCON, non-seamless WLAN offload or any combination of these capabilities), IARP prioritize the APN which is associated with an existing PDN connection, while DiscoveryInformation provide further information for the UE to access the access network defined in the ISMP or in the ISRP.

The MO defines validity areas, position of the UE and availability of access networks in terms of geographical coordinates. The way such coordinates are retrieved is implementation dependant (e.g. GPS receiver).

The UE is not required to switch on all UE's supported radios for deducing its location for ANDSF purposes or for evaluating the validity area condition of a policy or discovery information.

The Management Object Identifier is: urn:oma:mo:ext-3gpp-andsf:1.0.

The OMA DM Access Control List (ACL) property mechanism as standardized (see Enabler Release Definition OMA-ERELD-DM-V1_2 [5]) may be used to grant or deny access rights to OMA DM servers in order to modify nodes and leaf objects of the ANDSF MO.
The UE shall ignore any node which is a child of the ANDSF MO root node and is not supported by the UE. The ANDSF server shall ignore any node which is a child of the ANDSF MO root node and is not supported by the ANDSF server.
*****Next Change***** 
4.1.X
IARP
The IARP information consists of a set of one or more IARP rules. At any point in time there shall be at most one rule applied, that rule is referred to as the 'active' IARP rule. 
Each IARP rule has a PLMN leaf and an optional Roaming leaf. Roaming and PLMN leaves are used by the UE to determine if an IARP rule is applied. At any point in time there shall be at most one IARP rule applied, that IARP rule is referred to as the 'active' IARP rule. When the UE is roaming, there can be multiple applicable IARP rules: in this case the IARP rule received from the Visited ANDSF takes precedence over the IARP rule received from the Home ANDSF. 
An IARP rule can have one or more flow distribution rules. A flow distribution rule can have a validity condition defined by the RoutingCriteria node. The validity of the flow distribution rule takes into account ValidityArea and TimeOfDay where each existing non-empty node must match in order to make the rule valid. In addition, this flow distribution rule without any validity conditions is considered valid, i.e. validity condition is fulfilled. A flow distribution rule is applied only if the validity condition is fulfilled and if the flow distribution rule is contained by the 'active' IARP rule. A flow distribution rule has a number of results (e.g. preferred APN and restricted APN) defined in the RoutingRule node to be used whenever the flow distribution rule is applied. Each flow distribution rule has also a mandatory node identifying the data traffic (e.g. IP flow description) to which the results contained in RoutingRule node apply.
The ANDSF server shall include at least one of the leaves (i.e. HESSID, SSID or BSSID) to be present in a single instance of WLAN_Location interior node of the ValidityArea of the RoutingCriteria node.
If there are no results for an 'active' IARP rule, it is implementation dependent how UE performs APN selection for the class of traffic to which the results apply. The UE shall periodically re-evaluate the flow distribution rules of the 'active' IARP rule. The value of the periodic re-evaluation timer is implementation dependant.
In addition to conditions, results and traffic class, there is a rule-priority that shall be set for each flow distribution rule. The rule-priority enables the UE to determine which flow distribution rule, out of potentially several flow distribution rules, it should apply to an IP flow matching the data traffic description of the multiple flow distribution rules. The scope of the RulePriority extends across all active flow distribution rules. If the same flow matches multiple flow distribution rules, then the flow distribution rule with the highest RulePriority is applied for the IP flow.
If a flow matches multiple flow distribution rules with the same higest priority, the selection of the flow distribution rule for routing of that flow is implementation dependent.

The UE configured for Inter-APN routing may initiate the provision of IARP information from the ANDSF, using a client initiated session containing a generic alert. When requesting IARP, the "Type" element of the OMA DM generic alert message shall be set to "urn:oma:at:ext-3gpp-andsf:1.0:provision-apn-if".

If the UE indicated support for IARP rules based on Application Identifers (DIDA) in DevCapability, then when the ANDSF server provides an IARP rule containing an App-ID interior node, the ANDSF server sets the OSId leaf contained in the App-ID interior node to the value of one of the OSId leaves contained in the UE_Profile interior node.
The UE shall ignore any flow distribution rule containing a node not supported by the UE, and any child nodes with it.
*****Next Change***** 
4.2
Figures

The following nodes and leaf objects are possible under the ANDSF node as described in figure 4.2.1 through figure 4.2.8:
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Figure 4.2.1: The ANDSF MO (1 of 11)
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Figure 4.2.2: The ANDSF MO (2 of 11)
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Figure 4.2.3: The ANDSF MO (3 of 11)
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Figure 4.2.4: The ANDSF MO (4 of 11)
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Figure 4.2.5: The ANDSF MO (part 5 of 11)
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Figure 4.2.6: The ANDSF MO (part 6 of 11)
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Figure 4.2.7: The ANDSF MO (part 7 of 11)
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Figure 4.2.8: The ANDSF MO (part 8 of 11)
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Figure 4.2.9: The ANDSF MO (part 9 of 11)
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Figure 4.2.10: The ANDSF MO (part 10 of 11)
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Figure 4.2.11: The ANDSF MO (part 11 of 11)

*****Next Change***** 
5.X
IARP
*****Next Change***** 
5.X.1
<X>/IARP/
The IARP node acts as a placeholder for policies for IARP.
-
Occurrence: ZeroOrOne
-
Format: node
-
Access Types: Get, Replace
-
Values: N/A
*****Next Change***** 
5.X.2
<X>/IARP/<X>
This interior node acts as a placeholder for one or more IARP rules.

-
Occurrence: OneOrMore

-
Format: node

-
Access Types: Get, Replace
-
Values: N/A
An IARP rule can contain one following node: ForInterAPNRouting.
*****Next Change***** 
5.X.3
<X>/IARP/<X>/ForInterAPNRouting
The ForInterAPNRouting node represents data distribution among APNs based on flow description.

-
Occurrence: ZeroOrOne

-
Format: node

-
Access Types: Get, Replace
-
Values: N/A
*****Next Change***** 
5.X.4
<X>/IARP/<X>/ForInterAPNRouting/<X>/
This interior node acts as a placeholder for one or more flow distribution rule.

-
Occurrence: OneOrMore

-
Format: node

-
Access Types: Get, Replace
-
Values: N/A
*****Next Change***** 
5.X.5
<X>/IARP/<X>/ForInterAPNRouting/<X>/IPFlow
The IP Flow node indicates the flow description for a particular flow distribution rule.

-
Occurrence: One

-
Format: node

-
Access Types: Get, Replace
-
Values: N/A

If the flow distribution rule contains more than one instance of the <X>/IARP/<X>/ForInterAPNRouting/<X>/IPFlow/<X> node (i.e. flow description), the UE shall consider the flow distribution rule if at least one of the flow descriptions as described in subclause 5.X.6 matches the traffic.

*****Next Change***** 
5.X.6
<X>/IARP/<X>/ForInterAPNRouting/<X>/IPFlow/<X>/
This interior node acts as a placeholder for one or more flow description.

-
Occurrence: OneOrMore

-
Format: node

-
Access Types: Get, Replace
-
Values: N/A

If the flow description  is defined with more than one interior node or leaf (i.e. App-ID, AddressType, etc.) within a single instance of the <X>/IARP/<X>/ForInterAPNRouting/<X>/IPFlow/<X> node, then UE shall consider the flow description matching the traffic only if all the present interior nodes and leaf values match the traffic.
*****Next Change***** 
5.X.7
<X>/IARP/<X>/ForInterAPNRouting/<X>/IPFlow/<X>/App-ID
This interior node acts as a placeholder for an IPFlow identification based on an applicationID.

An IP flow is evaluated as matching if the IP flow matches at least one child node.
-
Occurrence: ZeroOrOne
-
Format: node

-
Access Types: Get, Replace
-
Values: N/A
The absence of this node indicates that the application identifier is not examined when matching packets against the IP flow description of the rule.
*****Next Change***** 
5.X.8
<X>/IARP/<X>/ForInterAPNRouting /<X>/IPFlow/<X>/App-ID/<X>/
This interior node acts as a placeholder for one or more combinations of OSId and OSAppId values.

An IP flow is evaluated as matching if the IP flow is sent by an application:

-
which uses services provided by an OS identified by the OS system identifier in the OSId leaf contained in this interior node; and

-
associated with an OS specific application identifier in one of the OSAppId leaves contained in the OSApps interior node.

-
Occurrence: OneOrMore

-
Format: node

-
Access Types: Get, Replace
-
Values: N/A
*****Next Change***** 
5.X.9
<X>/IARP/<X>/ForInterAPNRouting/<X>/IPFlow/<X>/App-ID/
<X>/OSId
The OSId leaf indicates an operating system identifier.
-
Occurrence: One

-
Format: chr
-
Access Types: Get, Replace

-
Values: <operating system identifier>
The format of the operating system identifier is a Universally Unique IDentifier (UUID) as specified in IETF RFC 4122 [22].

*****Next Change***** 
5.X.10
<X>/IARP/<X>/ForInterAPNRouting/<X>/IPFlow/<X>/App-ID/
<X>/OSApps/

This interior node acts as a placeholder for the list of OS specific application identifiers.
-
Occurrence: One

-
Format: node
-
Access Types: Get, Replace

-
Values: <N/A>
*****Next Change***** 
5.X.11
<X>/IARP/<X>/ForInterAPNRouting/<X>/IPFlow/<X>/App-ID/
<X>/OSApps/<X>
This interior node acts as a placeholder for an OS specific application identifiers.
-
Occurrence: OneOrMore
-
Format: node
-
Access Types: Get, Replace

-
Values: <N/A>
*****Next Change***** 
5.X.12
<X>/IARP/<X>/ForInterAPNRouting/<X>/IPFlow/<X>/App-ID/
<X>/OSApps/<X>/OSAppId
The OSAppId leaf indicates an OS specific application identifier.
-
Occurrence: One

-
Format: chr
-
Access Types: Get, Replace

-
Values: <OS specific application identifier>
Further definition of the format of the OS specific application identifier is beyond the scope of this specification.
*****Next Change***** 
5.X.13
<X>/IARP/<X>/ForInterAPNRouting/<X>/IPFlow/<X>/

AddressType

The AddressType leaf indicates the IP version of the addresses describing the IP flow.
-
Occurrence: ZeroOrOne
-
Format: chr
-
Access Types: Get, Replace
-
Values: 'IPv4', 'IPv6'

The absence of this leaf indicates that the IP flow described by the rule can have both IPv4 and IPv6 addresses. This field is mandatory if StartSourceIPaddress leaf, or StartDestIPaddress leaf or both are present.
*****Next Change***** 
5.X.14
<X>/IARP/<X>/ForInterAPNRouting/<X>/IPFlow/<X>/

StartSourceIPaddress

The StartSourceIPaddress leaf indicates the first IP source address of the IP address range of the IP flow description. The source address refers to the IP address of the data packets destined for the UE.
-
Occurrence: ZeroOrOne

-
Format: chr

-
Access Types: Get, Replace
-
Values: <an IPv4 address>, <an IPv6 address>.

The value of this leaf is an IPv4 address if the AddressType leaf value of the same rule is equal to IPv4. The value of this leaf is an IPv6 address if the AddressType leaf value of the same rule is equal to IPv6. If this leaf represents the first value of an IP source address range, the values of this leaf and the corresponding <X>/IARP/<X>/ForInterAPNRouting/<X>/IPFlow/<X>/EndSourceIPaddress leaf are set so that the IP address range can be represented in prefix notation.

EXAMPLE:
IPv4 address range 192.0.2.0 - 192.0.2.255 is equal to 192.0.2.0/24 in prefix notation, and IPv6 address range 2001:db8::/128 - 2001:db8:ffff:ffff:ffff:ffff:ffff:ffff/128 equals 2001:db8::/32 in prefix notation.

The absence of this leaf indicates that source address field of the IP header is not examined when matching packets against the IP flow description of the rule.
The UE ignores an IPFlow instance with a StartSourceIPaddress leaf without a correspondent AddressType leaf. If the IPFlow instance is the only one contained in the flow distribution rule, the UE ignores the flow distribution rule.

When applying the rule to uplink traffic, the UE matches the addresses contained in the range between StartSourceIPaddress and EndSourceIPaddress against destination IP address field of the uplink traffic packets.
*****Next Change***** 
5.X.15
<X>/IARP/<X>/ForInterAPNRouting/<X>/IPFlow/<X>/

EndSourceIPaddress

The EndSourceIPaddress leaf indicates the last IP source address of the IP source address range of the IP flow description. The source address refers to the IP address of the data packets destined for the UE.
-
Occurrence: ZeroOrOne

-
Format: chr

-
Access Types: Get, Replace
-
Values: <an IPv4 address>, <an IPv6 address>.

This leaf can be present only if the leaf <X>/IARP/<X>/ForInterAPNRouting/<X>/IPFlow/<X>/StartSourceIPaddress is present. The absence of this leaf indicates that the IP source address range of the IP flow described by the rule is equal to the address contained in <X>/IARP/<X>/ForInterAPNRouting/<X>/IPFlow/<X>/StartSourceIPaddress. When representing the IP source address range with more than one IP address, the values of this leaf and the corresponding <X>/IARP/<X>/ForInterAPNRouting/<X>/IPFlow/<X>/StartSourceIPaddress leaf are set as defined in subclause 5.7.8.

The value of this leaf is an IPv4 address if the AddressType leaf value of the same rule is equal to IPv4. The value of this leaf is an IPv6 address if the AddressType leaf value of the same rule is equal to IPv6.

The UE ignores an IPFlow instance with a EndSourceIPaddress leaf without a correspondent StartSourceIPaddress leaf. If the IPFlow instance is the only one contained in the flow distribution rule, the UE ignores the flow distribution rule.
*****Next Change***** 
5.X.16
<X>/IARP/<X>/ForInterAPNRouting/<X>/IPFlow/<X>/
StartDestIPaddress

The StartDestIPaddress leaf indicates the first IP destination address of the IP destination address range of the IP flow description. The IP destination address is any one of the IP addresses allocated to the UE that the UE uses as source address when generating IP traffic.
-
Occurrence: ZeroOrOne
-
Format: chr
-
Access Types: Get, Replace
-
Values: <an IPv4 address>, <an IPv6 address>.

The value of this leaf is an IPv4 address if the AddressType leaf value of the same rule is equal to IPv4. The value of this leaf is an IPv6 address if the AddressType leaf value of the same rule is equal to IPv6. If this leaf represents the first value of an IP destination address range, the values of this leaf and the corresponding <X>/IARP/<X>/ForInterAPNRouting/<X>/IPFlow/<X>/EndDestIPaddress leaf are set so that the IP address range can be represented in prefix notation.

EXAMPLE:
IPv4 address range 192.0.2.0 - 192.0.2.255 is equal to 192.0.2.0/24 in prefix notation, and IPv6 address range 2001:db8::/128 - 2001:db8:ffff:ffff:ffff:ffff:ffff:ffff/128 equals 2001:db8::/32 in prefix notation.

The absence of this leaf indicates that IP destination address field of the IP header is not examined when matching packets against the IP flow description of the rule.
The UE ignores an IPFlow instance with a StartDestIPaddress leaf without a correspondent AddressType leaf. If the IPFlow instance is the only one contained in the flow distribution rule, the UE ignores the flow distribution rule.

When applying the rule to uplink traffic, the UE matches the addresses contained in the range between StartDestIPaddress and EndDestIPaddress against source IP address field of the uplink traffic packets.
*****Next Change***** 
5.X.17
<X>/IARP/<X>/ForInterAPNRouting/<X>/IPFlow/<X>/
EndDestIPaddress

The EndDestIPaddress leaf indicates the last IP destination address of the IP destination address range of the IP flow description. The IP destination address is any one of the IP addresses allocated to the UE that the UE uses as source address when generating IP traffic.

-
Occurrence: ZeroOrOne

-
Format: chr

-
Access Types: Get, Replace
-
Values: <an IPv4 address>, <an IPv6 address>

This leaf can be present only if the leaf <X>/IARP/<X>/ForInterAPNRouting/<X>/IPFlow/<X>/StartDestIPaddress is present. The absence of this leaf indicates that the the IP destination address range of the IP flow described by the rule is equal to the address contained in <X>/IARP/<X>/ForInterAPNRouting/<X>/IPFlow/<X>/StartDestIPaddress. When representing the IP destination address range with more than one IP address, the values of this leaf and the corresponding <X>/IARP/<X>/ForInterAPNRouting/<X>/IPFlow/<X>/StartDestIPaddress leaf are set as defined in subclause 5.7.10.

The value of this leaf is an IPv4 address if the AddressType leaf value of the same rule is equal to IPv4. The value of this leaf is an IPv6 address if the AddressType leaf value of the same rule is equal to IPv6.

The UE ignores an IPFlow instance with a EndDestIPaddress leaf without a correspondent StartDestIPaddress leaf. If the IPFlow instance is the only one contained in the flow distribution rule, the UE ignores the flow distribution rule.
*****Next Change***** 
5.7.18
<X>/IARP/<X>/ForFlowBased/<X>/IPFlow/<X>/
ProtocolType

The ProtocolType leaf indicates the protocol type in a flow description.
-
Occurrence: ZeroOrOne
-
Format: int
-
Access Types: Get, Replace
-
Values: <Protocol type>

The value of ProtocolType leaf is a value among the internet protocol numbers as defined in IANA Assigned Internet Protocol Numbers [18]. In case of IPv4 flow description, the value contained in this leaf is compared with the value of the last protocol type field. In case of IPv6 flow description, the value contained in this leaf is compared with the value of the last next header field. The UE ignores an IPFlow instance with a ProtocolType leaf indicating a protocol type not supported by the UE. If the IPFlow instance is the only one contained in the flow distribution rule, the UE ignores the flow distribution rule.
*****Next Change***** 
5.7.19
<X>/IARP/<X>/ForFlowBased/<X>/IPFlow/<X>/ StartSourcePortNumber

The StartSourcePortNumber leaf indicates the first source port number of the source port numbers range of the IP flow description. The source port refers to the source port of the data packets destined for the UE.
-
Occurrence: ZeroOrOne
-
Format: int
-
Access Types: Get, Replace
-
Values: any value in the range 1-65535.

The absence of this leaf indicates that source port field of the transport protocol header is not examined when matching packets against the IP flow description of the rule.
When applying the rule to uplink traffic, the UE matches the port numbers contained in the range between StartSourcePortNumber and EndSourcePortNumber against destination port field of the uplink traffic packets.
*****Next Change***** 
5.7.20
<X>/IARP/<X>/ForFlowBased/<X>/IPFlow/<X>/
EndSourcePortNumber

The EndSourcePortNumber leaf indicates the last source port number of the source port numbers range of the IP flow description. The source port refers to the source port of the data packets destined for the UE.
-
Occurrence: ZeroOrOne
-
Format: int
-
Access Types: Get, Replace
-
Values: any value in the range 1-65535.

This leaf can be present only if the leaf <X>/IARP/<X>/ForFlowBased/<X>/IPFlow/<X>/StartSourcePortNumber is present.  The absence of this leaf indicates that the source port number range of the IP flow described by the rule is equal to the source port number contained in <X>/IARP/<X>/ForFlowBased/<X>/IPFlow/<X>/StartSourcePortNumber.
The UE ignores an IPFlow instance with a EndSourcePortNumber leaf without a correspondent StartSourcePortNumber leaf. If the IPFlow instance is the only one contained in the flow distribution rule, the UE ignores the flow distribution rule.

*****Next Change***** 
5.7.21
<X>/IARP/<X>/ForFlowBased/<X>/IPFlow/<X>/
StartDestPortNumber

The StartDestPortNumber leaf indicates the first destination port number of the destination port numbers range of the IP flow description. The destination port refers to the destination port of the data packets sent by the corresponding node.
-
Occurrence: ZeroOrOne
-
Format: int
-
Access Types: Get, Replace
-
Values: any value in the range 1-65535.

The absence of this leaf indicates that destination port field of the transport protocol header is not examined when matching packets against the IP flow description of the rule.
When applying the rule to uplink traffic, the UE matches the port numbers contained in the range between StartDestPortNumber and EndDestPortNumber against source port field of the uplink traffic packets.
*****Next Change***** 
5.7.22
<X>/IARP/<X>/ForFlowBased/<X>/IPFlow/<X>/
EndDestPortNumber

The EndDestPortNumber leaf indicates the last destination port number of the destination port numbers range of the IP flow description. The destination port refers to the destination port of the data packets sent by the corresponding node.
-
Occurrence: ZeroOrOne
-
Format: int
-
Access Types: Get, Replace
-
Values: any value in the range 1-65535.
This leaf can be present only if the leaf <X>/IARP/<X>/ForFlowBased/<X>/IPFlow/<X>/StartDestPortNumber is present. The absence of this leaf indicates that the destination port number range of the IP flow described by the rule is equal to the port number contained in <X>/IARP/<X>/ForFlowBased/<X>/IPFlow/<X>/StartDestPortNumber.
The UE ignores an IPFlow instance with a EndDestPortNumber leaf without a correspondent StartDestPortNumber leaf. If the IPFlow instance is the only one contained in the flow distribution rule, the UE ignores the flow distribution rule.

*****Next Change***** 
5.X.23
<X>/IARP/<X>/ForInterAPNRouting/<X>/IPFlow/<X>/QoS

The QoS leaf indicates the DS or ToS values parameters in a flow description.

-
Occurrence: ZeroOrOne

-
Format: bin

-
Access Types: Get, Replace

-
Values: any value in the range 0-63 expressed in a binary form
The DS and ToS values are defined in IETF RFC 3260 [10A].
*****Next Change***** 
5.X.24
<X>/IARP/<X>/ForInterAPNRouting/<X>/IPFlow/<X>/DomainName
The DomainName leaf indicates the destination domain name of the IP Flow description.
-
Occurrence: ZeroOrOne

-
Format: chr
-
Access Types: Get, Replace

-
Values: <FQDN>
The value of FQDN is Fully Qualified Domain Name (e.g. www.example.com) that was resolved into the destination IP address. The FQDN format is defined in IETF RFC 2181 [19], IETF RFC 1035 [20] and IETF RFC 1123 [21].
The absence of this leaf indicates that the domain name is not examined when matching packets against the IP flow description of the rule.
*****Next Change***** 
5.X.25
<X>/IARP/<X>/ForInterAPNRouting/<X>/RoutingCriteria
The RoutingCriteria node acts as a placeholder for validity conditions for a particular flow distribution rule.

-
Occurrence: ZeroOrOne

-
Format: node

-
Access Types: Get, Replace
-
Values: N/A
If at least one instance of <X>/IARP/<X>/ForInterAPNRouting/<X>/RoutingCriteria/<X> node indicates matching validity condition, the UE shall consider the corresponding flow distribution rule as valid.

If the <X>/IARP/<X>/ForInterAPNRouting/<X>/RoutingCriteria/<X> node is present and empty (i.e. none of the nodes ValidityArea or TimeOfDay exist), the <X>/IARP/<X>/ForInterAPNRouting/<X>/RoutingCriteria/<X> node is not considered when evaluating the validity of the corresponding flow distribution rule.
*****Next Change***** 
5.X.26
<X>/IARP/<X>/ForInterAPNRouting/<X>/RoutingCriteria/<X>/
This internal node acts as a placeholder for one or more validity conditions for a particular flow distribution rule.

-
Occurrence: OneOrMore
-
Format: node

-
Access Types: Get, Replace
-
Values: N/A
The UE shall consider the corresponding flow distribution rule as valid only if all the present interior nodes (ValidityArea and TimeOfDay) within a single instance of <X>/IARP/<X>/ForInterAPNRouting/<X>/RoutingCriteria/<X> node indicate matching validity condition.
*****Next Change***** 
5.X.27
<X>/IARP/<X>/ForInterAPNRouting/<X>/RoutingCriteria/<X>/
ValidityArea
The ValidityArea node acts as a placeholder for location conditions for a particular flow distribution rule.

-
Occurrence: ZeroOrOne

-
Format: node

-
Access Types: Get, Replace
-
Values: N/A

This node and its descendants are the same as defined in <X>/Policy/<X>/ValidityArea.  
*****Next Change***** 
5.X.28
<X>/IARP/<X>/ForInterAPNRouting/<X>/RoutingCriteria/<X>/
TimeOfDay
The TimeOfDay node acts as a placeholder for day condition for a particular flow distribution rule.

-
Occurrence: ZeroOrOne

-
Format: node
-
Access Types: Get, Replace
-
Values: N/A
This node and its descendants are the same as defined in <X>/Policy/<X>/TimeOfDay.  

*****Next Change***** 
5.X.29
<X>/IARP/<X>/ForInterAPNRouting/<X>/RoutingRule
The RoutingRule node indicates the preferred APN for a flow distribution rule.

-
Occurrence: One

-
Format: node

-
Access Types: Get, Replace
-
Values: N/A

*****Next Change***** 
5.X.30
<X>/IARP/<X>/ForInterAPNRouting/<X>/RoutingRule/<X>/
This interior node acts as a placeholder for one or more prioritized APNs.

-
Occurrence: OneOrMore

-
Format: node

-
Access Types: Get, Replace
-
Values: N/A

*****Next Change***** 
5.X.31
<X>/IARP/<X>/ForInterAPNRouting/<X>/RoutingRule/<X>/APN
The APN leaf indicates the APN for which a particular flow distribution rule is valid.

-
Occurrence: One

-
Format: chr
-
Access Types: Get, Replace
-
Values: <APN>
The APN format is defined in 3GPP TS 23.003 [3].

*****Next Change***** 
5.X.32
<X>/IARP/<X>/ForInterAPNRouting/<X>/RoutingRule/<X>/
APNPriority
The APNPriority leaf represents an APN priority.

-
Occurrence: One

-
Format: int

-
Access Types: Get, Replace
-
Values: <APN priority>

In case more than one valid PrioritizedAPN are available and if the value of the priority belongs to the range 1-250, the UE shall consider the APN with the lowest APNPriority value as the APN having the highest priority, as defined in table 5.X.27.1. The APNPriority value 'Restricted APN' (254) indicates an APN that should not be used by the UE. The APNPriority value 'Forbidden' (255) indicates an APN that shall not be used by the UE. 
Table 5.X.27.1: Values of APNPriority leaf

	Value
	Description

	0
	Reserved

	1-250
	Priority value

	251-253
	Reserved

	254
	Restricted APN. This APN should be avoided if the current rule is active.

	255
	Forbidden. UE is not allowed to use this APN if the current rule is active.


*****Next Change***** 
5.X.33
<X>/IARP/<X>/ForInterAPNRouting/<X>/RulePriority

The RulePriority leaf represents the priority given to one particular flow distribution rule and is represented as a numerical value.

-
Occurrence: One

-
Format: int

-
Access Types: Get, Replace
-
Values: <Rule priority>

RulePriority leaf is used to establish to which flow description rule a data traffic matching multiple flow distribution rules apply. The data traffic matching multiple flow distribution rules applies to the flow description rule with the highest priority. The UE shall treat the rule with the lowest RulePriority value as the rule having the highest priority. If the UE finds multiple rules with the same priority, the choice of the rule is UE implementation specific. If there are no matching APN according to the rule, other rules with the same priority may be considered. If there are no matching APN according to any rule with a certain priority, rules with lower priority may be considered.
*****Next Change***** 
5.X.34
<X>/IARP/<X>/Roaming

The Roaming leaf indicates the roaming condition for the IARP rule.

-
Occurrence: ZeroOrOne

-
Format: bool

-
Access Types: Get, Replace
-
Values: 0, 1

0
Indicates that the rule is only valid when the UE is not roaming.

1
Indicates that the rule is only valid when the UE is roaming.

The UE shall consider a rule with the Roaming leaf present as valid only if the current roaming state (roaming/not roaming) of the UE matches the one indicated in the Roaming value.
The default value 0 applies if this leaf is not provisioned.The node is not used by the UE when the IARP rule is provided by the V-ANDSF.

*****Next Change***** 
5.X.35
<X>/IARP/<X>/PLMN
The PLMN leaf indicates a PLMN code of the operator, which created this IARP rule.
-
Occurrence: One

-
Format: chr

-
Access Types: Get, Replace

-
Values: <PLMN>

The format of the PLMN is defined in 3GPP TS 23.003 [3].
When evaluating the PLMN leaf the following applies:

-
if the value contained in this leaf is equal to the HPLMN (or an equivalent HPLMN) of the UE and the UE is not roaming, the IARP rule is applicable;

-
if the value contained in this leaf is equal to the HPLMN (or an equivalent HPLMN) of the UE, the value contained in the Roaming leaf of the IARP rule is set to 1 and the UE is roaming, the IARP rule is applicable;

-
if the value contained in this leaf is equal to a VPLMN (or an equivalent VPLMN) of the UE, and the UE is roaming in that VPLMN, the IARP rule is applicable independently from the Roaming leaf;

-
if there are multiple IARP rules with the same value in the PLMN leaf and the PLMN values is not the HPLMN or an equivalent HPLMN, only one IARP rule is applied. The choice of the IARP rule to apply is implementation dependant; and

-
if there are multiple IARP rules with the same value in the PLMN leaf, the same value in the Roaming leaf  and the PLMN values is the HPLMN or an equivalent HPLMN, only one IARP rule is applied. The choice of the IARP rule to apply is implementation dependant.

*****Next Change***** 
5.X.36
<X>/IARP/<X>/UpdatePolicy

The UpdatePolicy leaf indicates the update policy for the IARP.

-
Occurrence: ZeroOrOne

-
Format: bool

-
Access Types: Get, Replace
-
Values: 0, 1

0
Indicates that the UE is not required to request an update of the rules.

1
Indicates that the UE is required to request an update of the rules.

The UpdatePolicy value may be used by the UE to determine whether or not to request an update of its IARP when the rule is no longer considered to be valid by the UE.
The default value 0 applies if this leaf is not provisioned.
*****Next Change***** 
5.7A.2
<X>/UE_Profile/<X>
This interior node acts as a placeholder for one or more profile aspects of the UE
-
Occurrence: ZeroOrMore

-
Format: node

-
Access Types: Get

-
Values: N/A

NOTE:
A UE can have multiple concurrently active operating systems.

If the UE supports ISRP flow distribution rules or IARP rules or both (see subclause 5.7A.4) containing an OS specific application identifier, one <X> interior node with OSId leaf is included for each supported OS in the <X>/UE_Profile node.

*****Next Change***** 
5.7A.4
<X>/UE_Profile/DevCapability

The DevCapability leaf indicates the device capability of the UE and ANDSF can use this information to adapt the ANDSF MO information to the capabilities of the UE. The value of this leaf is a sequence of '1' and '0' characters, where the character value '1' denotes support and '0' denotes no support for a feature.

-
Occurrence: ZeroOrOne

-
Format: chr

-
Access Types: Get

-
Values: <Device Capability>
The first character of the leaf value indicates support for ISRP rules or IARP rules or both based on Application Identifiers (DIDA). If the UE supports ISRP rules or IARP rules or both based on Application Identifiers, the UE sets the first character of the leaf value to '1'.
If this node is not present or the value is null string, the UE does not support any feature indicated with the node.
If there are additional characters in the leaf value and the ANDSF server does not understand them, these additional characters are ignored by the ANDSF server.

If a character is not '1', the ANDSF server treats the value as '0'.
*****Next Change***** 
Annex A (informative):
ANDSF MO DDF

This DDF is the standardized minimal set. A vendor can define its own DDF for the complete device. This DDF can include more features than this minimal standardized version.

<TBD>

*****End of Change***** 
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