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1. Overall Description:

In the context of trusted WLAN access network, CT1 has discussed for more than a year a number of change requests on how the network (3GPP AAA server) sets the AT_IPMS_RES attribute for the case the subscriber is only allowed for non-seamless WLAN offload (NSWO). The existing defined AT_IPMS_RES values are; NBM, DSMIP and MIPv4.
The CT1 would like to ask the following question in order to conclude on this issue:
Question 1: Is it possible in trusted WLAN access network that the UE is allowed by the network/operator to NSWO only based on requirements in stage 2?

Question 2: Can SA2 confirm if the deployment in annex F of TS 23.402 of using different SSIDs by the operator for non-EPC access and NSWO would be the way used for providing EPS access and NSWO in the very same deployment?

2. Actions:

To SA2 group.

ACTION: 
CT1 kindly asks SA2 to answer the above questions.
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