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1. Overall Description:

3GPP TSG-CT WG1 thanks SA3LI for their liaison on enhancing IMEI based Lawful Interception in IMS:

With regards to the 1st observation:
· The IMEI needs to be made consistently available in IMS to allow identification of targeted communication.  The IMEI is not currently made available in IMS to support this communication selection.
CT1 would like to point out that in IMS from 3GPP release 10 UEs that have an IMEI always include the IMEI in the SIP REGISTER request sent to the S-CSCF during IMS registrations and re-registrations and that this functionality is required by GSMA IR.92.
With regards to the 2nd observation:
· The association of IMEI to IMS sessions needs to be maintained for the duration of the IMS sessions. SA3LI consider that the IMS client(s) on the UE are not trusted from an LI perspective. Any solution should take this into account.

CT1 would like to point out that the IMEI after registration is stored by the S-CSCF and from then on can be associated with all sessions involving that UE.
It should be noted that non-3GPP accesses (such as WLAN) do not provide an access specific mechanism to obtain the IMEI unless EPC is used, which is one of the reasons the IMEI is included in the SIP REGISTER request.

2. Actions: 
SA3LI is requested to take this response into account when considering enhancements to the Lawful Interception feature for IMS.
3. Date of Next TSG-CT WG1 Meetings:
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