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	Reason for change:
(
	In the I-WLAN IP-CAN and the WLAN IP-CAN, the UE can roam to a country other than the country of the HPLMN, and unless the UE and the access point support 802.11u, the UE is not provided with the emergency numbers valid in the country of the VPLMN.

In GPRS and EPS, the national regulator can introduce country specific types of emergency services where type of emergency service cannot be provided in USIM or sent over NAS signalling. According to http://en.wikipedia.org/wiki/Emergency_telephone_number there are country specific types of emergency services already in place. Examples are:
- 122 in China is a number for the emergency service for traffic accidents.
- 128 in Austria is a number for the emergency service for gas defects.

- 156 in Czech republic is a number for emergency service of municipal police (while 158 in Czech republic is a number for the emergency service of the national police).

- 114 in Italy is a number for emergency service for child protection.

In such cases, when user dials such emergency number, the UE will attempt to establish a normal call, the P-CSCF has the option to: 
(a) forward the call towards E-CSCF; or 

(b) to reject the call with 380 (Alternative Service) response which triggers the UE to establish the UE detectable emergency call. 

In the option (b), as the P-CSCF does not provide the type of the emergency service in 380 (Alternative Service) response and as the UE has no configuration of the emergency numbers and the related types of emergency service, the UE cannot indicate the type of emergency service in Request-URI in the UE detectable emergency call triggered by 380 (Alternative Service) response. The UE can reach only the PSAP serving the urn:service:sos URN.

	
	

	Summary of change:
(
	if the type of emergency service can be deduced from the Request-URI received from the UE, the P-CSCF includes the emergency service URN with sub-service indicating the type of emergeny service in a Contact header field of 380 (Alternative Service) response.
the UE copies the service URN from the Contact header field of 380 (Alternative Service) response to the Request-URI of the INVITE request establishing the UE detectable emergency call

In Rel-10, Rel-11 and Rel-12 mirrors, modification of subclause 5.2.10.4 is not needed due to the state of the Rel-10, Rel-11 and Rel-12 baselines.

In Rel-11 and Rel-12 mirrors, further modification is needed in subclause 5.1.2A.1.1 to remove prohibition of recursion since the proposed procedures are recursion according to the RFC3261 definition:

      Recursion: A client recurses on a 3xx response when it generates a

         new request to one or more of the URIs in the Contact header

         field in the response.  



	
	

	Consequences if 
(
not approved:
	When the UE initiates a UE non detectable emergency call, the dialled digits indicate a type of emergency service other than the default, and if the P-CSCF decides to reject the call with 380 response (e.g. (a) if the UE roams and the P-CSCF is in the home network or (b) if the PLMN wishes to be able to perform emergency SRVCC), then the emergency call is routed to incorrect PSAP. Instead of reaching the PSAP serving the type of emergency service indicated by the dialled digits, the default PSAP is reached. As result:

- the regulatory requirements are not fulfilled.

- there is additional delay since the operator of the default PSAP needs to determine the requested type of emergency service by discussion with the caller (since the type of emergency service indicated by the dialled digits was lost).

- possible failure of emergency call as the traffic model of the default PSAP does not necessarily expect receiving such misrouted emergency calls since this errorneous routing does not happen in CS domain.
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****************** change 1 ******************

5.1.6.8.1
General

The UE shall translate any user indicated emergency number as specified in 3GPP TS 22.101 [1A] to an emergency service URN, i.e. a service URN with a top-level service type of "sos" as specified in RFC 5031 [69]. 
When an initial request for a dialog or a standalone transaction, or an unknown method transmitted as part of UE detected emergency call procedures as defined in subclause 5.1.6 is initiated:

-
in event other than reception of a 380 (Alternative Service) response to an initial request for a dialog, or a standalone transaction, or an unknown method as defined in procedures in subclause 5.1.3.1, subclause 5.1.6.8.1, subclause 5.1.6.8.3 and subclause 5.1.6.8.4; or

-
upon reception of a 380 (Alternative Service) response to an initial request for a dialog, or a standalone transaction, or an unknown method as defined in procedures in subclause 5.1.3.1, subclause 5.1.6.8.1, subclause 5.1.6.8.3 and subclause 5.1.6.8.4, and the 380 (Alternative Service) response does not contain a Contact header field containing a service URN with a top-level service type of "sos",

the Request-URI of the initial request for a dialog or the standalone transaction, or the unknown method transmitted as part of UE detected emergency call procedures as defined in subclause 5.1.6 shall include one of the following service URNs; "urn:service:sos", "urn:service:sos.ambulance", "urn:service:sos.police", "urn:service:sos.fire", "urn:service:sos.marine", "urn:service:sos.mountain". If the UE can determine the type of emergency service the UE shall include a sub-service type.

NOTE 1:
A service URN with a top-level service type of "sos" is used only when the user intends to establish an emergency call.

When an initial request for a dialog or a standalone transaction, or an unknown method transmitted as part of UE detected emergency call procedures as defined in subclause 5.1.6 is initiated upon reception of 380 (Alternative Service) response to an initial request for a dialog, or a standalone transaction, or an unknown method as defined in procedures in subclause 5.1.3.1, subclause 5.1.6.8.1, subclause 5.1.6.8.3 and subclause 5.1.6.8.4, and if the 380 (Alternative Service) response contains a Contact header field containing a service URN with a top-level service type of "sos", the UE shall set the Request-URI of the initial request for a dialog or the standalone transaction, or the unknown method transmitted as part of UE detected emergency call procedures as defined in subclause 5.1.6 to the service URN of the Contact header field of the 380 (Alternative Service) response.

In the event the UE receives a 380 (Alternative Service) response to an INVITE request the response including a 3GPP IM CN subsystem XML body as described in subclause 7.6 that includes an <ims-3gpp> element, including a version attribute, with an <alternative-service> child element with the <type> child element set to "emergency" (see table 7.6.2), the UE shall automatically send an ACK request to the P-CSCF as per normal SIP procedures and terminate the session. In addition, if the 380 (Alternative Service) response includes a P-Asserted-Identity header field with a value equal to the value of the last entry on the Path header field value received during registration:

-
the UE may also provide an indication to the user based on the text string contained in the <reason> child element of the <alternative-service> child element of the <ims-3gpp> element; and

-
one of subclause 5.1.6.8.3 or subclause 5.1.6.8.4 applies.

NOTE 2:
Emergency numbers which the UE does not detect, will be treated as a normal call.

NOTE 3:
The last entry on the Path header field value received during registration is the value of the SIP URI of the P-CSCF. If there are multiple registration flows associated with the registration, then the UE has received from the P-CSCF during registration multiple sets of Path header field values. The last entry of the Path header field value corresponding to the flow on which the 380 (Alternative Service) response was received is checked.

****************** change 2 ******************

5.2.10.5
Abnormal and rejection cases

If the IM CN subsystem to where the P-CSCF belongs to is not capable to handle emergency sessions or due to local policy does not handle emergency sessions or only handles certain type of emergency session request or does not support emergency sessions for either the geographical location of the UE is located or the IP-CAN to which the UE is attached, or the SDP of the request describes CS media (see 3GPP TS 24.292 [8O]), or for reasons described in subclause 5.2.10.4, the P-CSCF shall not forward the initial request for a dialog or standalone transaction or an unknown method. The P-CSCF:

I)
shall reject the request by returning a 380 (Alternative Service) response;

II)
if:

-
support for the 3GPP IM CN subsystem XML body as described in subclause 7.6 in the Accept header field is not indicated, the P-CSCF shall assume that the UE supports version 1 of the 3GPP XML Schema for the IM CN subsystem XML; or

-
if both the "sv" and "schemaversion" parameters are present, then the P-CSCF shall ignore the value of the "schemaversion" parameter;
III)
shall include in the 380 (Alternative Service) response:

-
a Content-Type header field with the value set to associated MIME type of the 3GPP IM CN subsystem XML body as described in subclause 7.6.1;
-
a P-Asserted-Identity header field set to the value of the SIP URI of the P-CSCF included in the Path header field during the registration of the user whose UE sent the request causing this response (see subclause 5.2.2.1); and

-
if the type of emergency service can be deduced from the Request-URI received from the UE, a Contact header field with an emergency service URN, i.e. a service URN with a top-level service type of "sos" as specified in RFC 5031 [69], including sub-service type deduced from the Request-URI received from the UE; and

IV)
shall include an IM CN subsystem XML body with the following elements:

a)
an <ims-3gpp> element with the "version" attribute set to "1" and with an <alternative-service> child element, set to the parameters of the alternative service;

i)
a <type> child element, set to "emergency" (see table 7.6.2) to indicate that it was an emergency call;

ii)
a <reason> child element, set to an operator configurable reason; and

iii)
an <action> child element, set to "emergency-registration" (see table 7.6.3) if the P-CSCF is accordingly configured by the operator.

NOTE 1:
Emergency service URN in the request-URI indicates for the network that the emergency call attempt is recognized by the UE.

NOTE 2:
Some networks only allow session requests with a Request-URI containing an emergency service URN, i.e. a service URN with a top-level service type of "sos" as specified in RFC 5031 [69].

