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Introduction

The UE requirements with regard to the transmission of TAU Complete message were changed as a result of CR 1500 to 24.301 (C1-122841,  Rel -11, CT1#79, Aug. 2012). The motivation behind this change was to eliminate a misalignment between two sections in the specification. However, it appears that this change creates a backward compatibility issue that could result in potentially serious UE and NW problems.
We describe the problem in the following sections and propose modifications to the specification such that this problem could be avoided.

Problem Description

C1-122841 identified the following misalignment in TS 24.301. 

Section 5.5.3.3.4.1 indicated that the UE shall return TAU Complete even if the TAU Accept contained IMSI as the UE’s mobile identity.
“A TRACKING AREA UPDATE COMPLETE message shall be returned to the network if the TRACKING AREA UPDATE ACCEPT message contains a GUTI or a mobile identity or both.”

Section 5.5.3.3.4.2 indicated that the UE shall return TAU Complete only if the mobile identity returned was a TMSI.

“How to handle the old TMSI stored in the UE depends on the mobile identity included in the TRACKING AREA UPDATE ACCEPT message.

-
If the TRACKING AREA UPDATE ACCEPT message contains an IMSI, the UE is not allocated any TMSI, and shall delete any old TMSI accordingly.\

-
If the TRACKING AREA UPDATE ACCEPT message contains a TMSI, the UE shall use this TMSI as new temporary identity. The UE shall delete its old TMSI and shall store the new TMSI. In this case, a TRACKING AREA UPDATE COMPLETE message is returned to the network to confirm the received TMSI.”
In order to rectify this misalignment, C1-122841 modified Section 5.5.3.3.4.1 to exclude the case of the mobile identity being IMSI.

“A TRACKING AREA UPDATE COMPLETE message shall be returned to the network if the TRACKING AREA UPDATE ACCEPT message contains a GUTI or a TMSI or both.”
While this change does align the two sections that were previously misaligned, it creates a potential backward compatibility issue between UEs that follow earlier releases of the specification (and generate TAU Complete even if mobile identity included is IMSI) and NWs that follow newer releases of the specification (and don’t anticipate TAU Complete if TMSI was not assigned).

The problem arises due to the fact that the UE that generates TAU Complete expects successful transmission of the same, whereas a NW that does not expect TAU Complete to be returned attempts to release the connection right after the transmission of TAU Accept. If the release of the RRC connection happens prior to the receipt by the UE of a Layer 2 ACK for TAU Complete, the UE might interpret this as a failure to successfully transmit TAU complete and might reinitiate the TAU procedure. 

If such a deadlock between the UE and the NW persists, the UE would end up attempting TAU procedure infinitely thereby resulting in denial of service to the user and unnecessary signalling load in the network.
The problem discussed here is illustrated in the call flow below.
1. UE (compliant with earlier releases of the specification) sends TAU Request.

2. MME (compliant with newer releases of the specificatoin) responds with TAU Accept (includes IMSI as mobile identity). MME prepares to release signalling connection.

3. UE receives TAU Accept with IMSI as the mobile identity.

4. UE initiates TAU Complete transmission.

5. UE receives RRC Connection Release before the transmission of TAU Complete has been acknowledged.
6. UE treats this as TAU procedure failure.

7. UE reinitiates TAU procedure.

8. Steps 1 through 7 are repeated indefinitely.

Proposed solution

The issue described in the previous section can be avoided if MMEs compliant with newer releases of the specification delay the release of the signalling connection after sending TAU Accept even if IMSI is included as mobile identity in the TAU Accept. The delay should be sufficient to allow UEs compliant with earlier releases of the specification to send TAU Complete. This solution is implemented in C1-13xxxx.

Conclusion

We believe the present state of the specification could lead to the backward compatibility issue raised here.
Proposal 1 – Discuss and verify if there is agreement in CT1 that this problem could indeed occur.

Proposal 2 – Agree CR C1-131121 and mirror CR C1-131122 as a solution to address this issue.

