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***** Next change *****
6.3.3
Dynamic configuration of inter-access mobility mechanism
6.3.3.0
General

Dynamic IP Mobility Mode Selection (IPMS) consists of:

-
IP mobility management protocol selection between Network Based Mobility (NBM), DSMIPv6 or MIPv4; and
-
Decision on IP address preservation if NBM is selected

Upon initial attachment to a non-3GPP access and upon handoff to non-3GPP accesses, the UE performs IPMS by providing an indication during network access authentication for EPC. For trusted access, the indication is provided before an IP address is allocated to the UE, while in untrusted access network, the indication is provided during IKEv2 signalling for IPSec tunnel establishment with the ePDG.
When the UE provides an explicit indication for IPMS, then the network shall provide the indication to the UE identifying the selected mobility management mechanism, if EPC access is authorized. 
When the dynamic IP mobility mode selection is used if the UE does not receive any indication of a selected mobility protocol after the UE provided an explicit indication, it is considered that the UE does not get connectivity to the EPC. In this case the UE can assume to have NSWO access, because the initial authentication was successful.
NOTE:
The scenarios for mobility mode selection are described in subclause 4.1.3 of 3GPP TS 23.402 [6].
***** Next change *****
6.3.3.1.2
IPMS indication from 3GPP AAA server to UE

A 3GPP AAA server supporting IPMS shall include the AT_RESULT_IND attribute within the EAP-Request/AKA-Challenge and corresponding EAP-AKA' message payload. 
If the UE provided an explicit indication as described in subclause 6.3.3 and if EPC access is authorized, the 3GPP AAA server shall inform the UE of its decision on the mobility protocol and IP preservation mode by invoking an EAP-Request/AKA-Notification dialogue when EAP-AKA is used or an EAP-Request/AKA'-Notification dialogue when EAP-AKA' is used. If EPC access is not authorized for the UE, the 3GPP AAA server shall not invoke any EAP-Request/AKA-Notification or EAP-Request/AKA'-Notification dialogue.
On selecting the mobility protocol based on UE indication, access network capabilities and network policies, the 3GPP AAA server shall indicate the selected protocol to the UE by using the AT_IPMS_RES attribute. If the 3GPP AAA server does not receive any indication from the UE but knows the UE's policies allow the usage of NBM and knows the home and access network supports NBM, the network shall use NBM for providing connectivity to the UE.
If the AT_IPMS_RES attribute indicates DSMIPv6 then the UE shall follow the procedures defined in 3GPP TS 24.303 [11].

If the AT_IPMS_RES attribute indicates MIPv4 support, then the UE shall follow the procedures defined in 3GPP TS 24.304 [12].

The detailed coding of this attribute is described in subclause 8.2.1.2.
***** Next change *****
Annex E (informative):
UE procedures based on preconfigured and received information
The flow diagrams in figure E-1 and figure E-2 show examples of the procedures that the UE can follow in order to establish a PDN connection based on information available to the UE about the authentication method, received or pre-configured access network trust relationship information or received or preconfigured IP mobility mode selection information.

The following symbols are used:

AN_TRUST
trust relationship between the non-3GPP access network and the 3GPP EPC, considered to be applicable by the UE

IPMM
IP mobility mode, considered  applicable by the UE

Initially, at the entry to flow chart the UE has established contact with the non-3GPP access network, but the UE does not know whether it is in a trusted or untrusted access network.
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Figure E-1. Procedures to be followed by the UE depending on received and preconfigured information - part 1
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