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	It is currently said UE shall implement the push model of ANDSF in accordance with OMA-ERELD-DM-V1_2 using WAP Push. If the UE receives such a notification SMS it shall establish a secure communication with the ANDSF server using information contained in the notification SMS. It is further said if UE receives SMS containing GBA Push Information (GPI) as defined in 3GPP 33.223 then UE shall establish secure connection with the ANDSF server using information contained in the GPI. 
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6.8.2.2.2
Role of UE for Push model

The UE shall implement the push model of ANDSF in accordance with OMA-ERELD-DM-V1_2 [39] using WAP Push, which is applicable for 3GPP access networks only.
In the push model of communication, if the UE receives a valid notification SMS from the ANDSF, the UE shall establish a secure data connection using the information received in the notification SMS, see 3GPP TS 24.109 [xx].

If the UE operates according to the GAA bootstrap framework specified in 3GPP TS 33.220 [42], and if the UE supports GBA Push as specified in 3GPP TS 33.223 [47], and if the notification SMS contains valid GBA Push Information (GPI) as specified in 3GPP TS 24.109 [xx], the UE shall accept the SMS as a valid ANDSF notification SMS.  
If the UE operates according to OMA DM bootstrap procedures, the UE shall check whether the notification SMS confirms to OMA DM General Package #0 message according to OMA-ERELD-DM-V1_2 [39]. If it does then UE shall accept the SMS as a valid ANDSF notification SMS.   
Any invalid notification SMS shall be silently ignored.

Upon establishing a secure connection between the UE and ANDSF, the UE may be provided with updated inter-system policy, information about available access networks and ISRP. The list of the information is described in subclause 6.8.2.3.3 and the correspondent ANDSF MO is defined in 3GPP TS 24.312 [13].
A UE that is capable of IFOM or MAPCON or non-seamless WLAN offload or any combination of these capabilities, can be configured to support one or more of these capabilities (i.e. enable or disable one or more of these capabilities).

The ANDSF may provide a list of Inter-System Routing Policies to a UE independent of the UE's capability of routing IP traffic simultaneously over multiple radio access interfaces. When a UE capable of any combination of IFOM or MAPCON or non-seamless WLAN offload has all those capabilities disabled, the UE shall not apply the Inter-System Routing Policies received from the ANDSF.
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