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************* First Change **********************
5.3.5
Outgoing subscriptions to load-control event
Based on operator policy, the I-CSCF may subscribe to the load-control event package with one or more target SIP entities. The list of target SIP entities is provisioned. 
Subscription to the load-control event package is triggered by internal events (e.g. the physical device hosting the SIP entity is power-cycled) or through a management interface.
The I-CSCF shall perform subscriptions to the load-control event package to a target entity in accordance with RFC 3265 [28] and  with draft-ietf-soc-load-control-event-package [201]. When subscribing to the load-control event,  the I-CSCF shall 
1)
Send a SUBSCRIBE request in accordance with RFC 3265 [28] and with draft-ietf-soc-load-control-event-package [201] to the target entity, with the following elements:

-
an Event header field set to the "load-control" event package;

-
an Expires header field set to a network specific value;
2)
If the the target entity is located in a different network and local policy requires the application of IBCF capabilities, forward the request to an IBCF acting as an exit point; otherwise forward the request based on the Request-URI using the procedures described in RFC3263.
The I-CSCF shall automatically refresh ongoing subscriptions to the load-control event package either 600 seconds before the expiration time if the initial subscription was for greater than 1200 seconds, or when half of the time has expired if the initial subscription was for 1200 seconds or less. 
The I-CSCF can terminate a subscription according to RFC 3265 [28].
************* Next Change **********************
5.4.2.1A
Outgoing subscriptions to load-control event
Based on operator policy, the S-CSCF may subscribe to the load-control event package with one or more target SIP entities. The list of target SIP entities is provisioned. 
Subscription to the load-control event package is triggered by internal events (e.g. the physical device hosting the SIP entity is power-cycled) or through a management interface.
The S-CSCF shall perform subscriptions to the load-control event package to a target entity in accordance with RFC 3265 [28] and  with draft-ietf-soc-load-control-event-package [201]. When subscribing to the load-control event,  the S-CSCF shall 
1)
Send a SUBSCRIBE request in accordance with RFC 3265 [28] and with draft-ietf-soc-load-control-event-package [201] to the target entity, with the following elements:

-
an Event header field set to the "load-control" event package;

-
an Expires header field set to a network specific value;
2)
If the the target entity is located in a different network and local policy requires the application of IBCF capabilities, forward the request to an IBCF acting as an exit point; otherwise forward the request based on the Request-URI using the procedures described in RFC3263.
The S-CSCF shall automatically refresh ongoing subscription to the load-control event package either 600 seconds before the expiration time if the initial subscription was for greater than 1200 seconds, or when half of the time has expired if the initial subscription was for 1200 seconds or less. 
The S-CSCF can terminate a subscription according to RFC 3265 [28].
************* Next Change **********************
5.5.2
Subscription and notification

.
5.5.2.1
Outgoing subscriptions to load-control event
Based on operator policy, the MGCF may subscribe to the load-control event package with one or more target SIP entities. The list of target SIP entities is provisioned. 
Subscription to the load-control event package is triggered by internal events (e.g. the physical device hosting the SIP entity is power-cycled) or through a management interface.
The MGCF shall perform subscriptions to the load-control event package to a target entity in accordance with RFC 3265 [28] and  with draft-ietf-soc-load-control-event-package [201]. When subscribing to the load-control event,  the MGCF shall 
1)
Send a SUBSCRIBE request in accordance with RFC 3265 [28] and with draft-ietf-soc-load-control-event-package [201] to the target entity, with the following elements:

-
an Event header field set to the "load-control" event package;

-
an Expires header field set to a network specific value;
2)
If the the target entity is located in a different network and local policy requires the application of IBCF capabilities, forward the request to an IBCF acting as an exit point; otherwise forward the request based on the Request-URI using the procedures described in RFC3263.
The MGCF shall automatically refresh ongoing subscriptions to the load-control event package either 600 seconds before the expiration time if the initial subscription was for greater than 1200 seconds, or when half of the time has expired if the initial subscription was for 1200 seconds or less. 
The MGCF can terminate a subscription according to RFC 3265 [28].
************* Next Change **********************
5.6.3
Outgoing subscriptions to load-control event
Based on operator policy, the BGCF  may subscribe to the load-control event package with one or more target SIP entities. The list of target SIP entities is provisioned. 
Subscription to the load-control event package is triggered by internal events (e.g. the physical device hosting the SIP entity is power-cycled) or through a management interface.
The BGCF shall perform subscriptions to the load-control event package to a target entity in accordance with RFC 3265 [28] and  with draft-ietf-soc-load-control-event-package [201]. When subscribing to the load-control event,  the BGCF shall 
1)
Send a SUBSCRIBE request in accordance with RFC 3265 [28] and with draft-ietf-soc-load-control-event-package [201] to the target entity, with the following elements:

-
an Event header field set to the "load-control" event package;

-
an Expires header field set to a network specific value;
2)
If the the target entity is located in a different network and local policy requires the application of IBCF capabilities, forward the request to an IBCF acting as an exit point; otherwise forward the request based on the Request-URI using the procedures described in RFC3263.
The BGCF shall automatically refresh ongoing subscriptions to the load-control event package either 600 seconds before the expiration time if the initial subscription was for greater than 1200 seconds, or when half of the time has expired if the initial subscription was for 1200 seconds or less. 
The BGCF can terminate a subscription according to RFC 3265 [28].
************* Next Change **********************
5.7.1.19
Overload control subscriptions
5.7.1.19.1
Outgoing subscriptions to load-control event 
Based on operator policy, the AS  may subscribe to the load-control event package with one ore more target SIP entities. The list of target SIP entities is provisioned. 
Subscription to the load-control event package is triggered by internal events (e.g. the physical device hosting the SIP entity is power-cycled) or through a management interface.
The AS shall perform subscriptions to the load-control event package to a target entity in accordance with RFC 3265 [28] and  with draft-ietf-soc-load-control-event-package [201]. When subscribing to the load-control event,  the AS shall 
1)
Send a SUBSCRIBE request in accordance with RFC 3265 [28] and with draft-ietf-soc-load-control-event-package [201] to the target entity, with the following elements:

-
an Event header field set to the "load-control" event package;

-
an Expires header field set to a network specific value;
2)
If the the target entity is located in a different network and local policy requires the application of IBCF capabilities, forward the request to an IBCF acting as an exit point; otherwise forward the request based on the Request-URI using the procedures described in RFC3263.
The AS shall automatically refresh ongoing subscriptions to the load-control event package either 600 seconds before the expiration time if the initial subscription was for greater than 1200 seconds, or when half of the time has expired if the initial subscription was for 1200 seconds or less. 
The AS can terminate a subscription according to RFC 3265 [28].
5.7.1.19.2
Incoming subscriptions to load-control event 
If subscriptions to load-control event package is supported,  the AS shall handle incoming subscriptions to the load-control event package in accordance with RFC 3265 [28] and  with draft-ietf-soc-load-control-event-package [201]. When the AS receives a SUBCRIBE request for the load-control event from an unauthorised or unexpected source, the AS shall generate a "403 forbidden" response to the SUBSCRIBE request. 
If the AS receives a SUBSCRIBE request from an authorised source the AS shall:
2) Generate a "200 OK" response to the SUBSCRIBE request with the following settings:

-
 an Expires header field, set to either the same or a decreased value as the Expires header field in SUBSCRIBE request; and

-
 the Contact header field set to an identifier uniquely associated to the SUBSCRIBE request that may help correlating refreshes.
3) In case of an initial subscription, determine the list of load filters applicable to the subscriber, create an XML document to represent  this information and send it as an attachement to a NOTIFY request towards the subscriber. If no applicable load filters are identified when the subscription request is received, an empty document is attached to the NOTIFY request.
Subsequent NOTIFY requests with updated or new filters may then be sent as the actual load of the target entity evolves.
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