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4
Communication Barring

4.1
Introduction

The Operator Determined Communication Barring (ODCB) network feature offers the possibility to the operator to configure communications barring, which allows the Operator to perform the following functionalities:

-
Incoming Communication Barring (ICB): rejecting incoming communications that fulfil certain conditions configured by the network operator.
-
Outgoing Communication Barring (OCB): rejecting outgoing communications that fulfil certain conditions configured by the network operator.
When barring of an incoming or outgoing category of communications is configured all in progress communications belonging to that category are released.
4.2
Description

4.2.1
General description

The Incoming Communication Barring (ICB) functionality makes it possible for the Operator to have, per user, barring of certain categories of incoming communications according to a configured barring program. A barring program is expressed as a set of rules in which the rules have a conditional part and an action part. Examples of conditions are whether the asserted originating public user identity matches a specific public user identity or whether the communication is destined to a certain destination. The action part could specify for a rule that contains a matching condition that the specific incoming communication is barred or forwarded to a defined destination. The complete set of conditions and actions that apply to this functionality and their semantics is described in subclause 4.6.

The Outgoing Communication Barring (OCB) functionality makes it possible for the operator, for a served user, to have barring of certain categories of outgoing communications according to a configured barring program. A barring program is expressed as a set of rules in which the rules have a conditional part and an action part. Examples of conditions are whether the asserted originating public user identity matches a specific public user identity or whether the communication is destined to a certain destination. The action part could specify for a rule that contains a matching condition that the specific incoming communication is barred or forwarded to a defined destination. The complete set of conditions and actions that apply to this functionality and their semantics is described in subclause 4.6.
The Inhibition of Incoming Forwarded Calls is a special case of the OCB and allows the operator, for as served user, to reject or terminate an incoming communication that the served user has forwarded to another destination. 
4.3
Operational requirements

4.3.1
Provision/withdrawal

The ODCB shall be provided only by the operator for administrative reasons.

The ODCB shall be withdrawn only by the operator for administrative reasons.

4.3.2
Requirements on the originating network side

No specific requirements are needed in the network.

4.3.3
Requirements in the network

No specific requirements are needed in the network.

4.3.4
Requirements on the terminating network side

No specific requirements are needed in the network.

4.4
Coding requirements

No specific requirements have been identified.

4.5
Signalling requirements

4.5.0
General

Configuration of ODCB can only be done by the operator
Editor's note: It’s FFS whether to specify how ODCB setting should be configured to the AS or to leave this as a local implementation.
4.5.1
Activation/deactivation

The ODCB is only activated by the Operator.

The ODCB is only deactivated by the Operator.

4.5.1A
Registration/erasure

The registration of information for the ODCB functionality can only be done by the Operator.
The erasure of information for the ODCB functionality can only be done by the Operator.
4.5.1B
Interrogation

Editor's note: It’s FFS whether interrogation of ODCB setting can be possible for the user.
4.5.2
Invocation and operation

4.5.2.1
Actions at the originating AS
The AS providing the OCB functionality for ODCB shall operate as an AS providing 3rd party call control, and specifically as a routeing B2BUA, as specified in subclause 5.7.5 of 3GPP TS 24.229 [XX] for all outgoing communications that are not subject to barring at the time of establishment.
NOTE:
The AS needs to operate as a 3rd party call control, and specifically as a routeing B2BUA, in order to be able to release in progress calls when a new ODCB rule is set.
4.5.2.4.1
Actions for outgoing communication barring at the originating AS
An AS providing the OCB functionality for ODCB and rejecting the request shall operate as a terminating UA, as specified in subclause 5.7.2 of 3GPP TS 24.229 [XX].
When for an outgoing communication the evaluation of the conditional part of a served user’s ODBC barring evaluates to true, according to the algorithm specified in subclause 4.6:

-
if the action part of this  rule indicates the communication needs to be rejected, the AS shall reject the outgoing communication.

-
if the action part of this  rule indicates the communication needs to be connected to a given destination, the AS shall forward the corresponding initial SIP request to the specified destination.

-
if the action part of this  rule indicates an announcement needs to be played to the calling party, the AS shall provide an announcement to the originating user and then terminate the communication. The procedure of invoking an announcement is described within 3GPP TS 24.628 [YY].
For the purpose of OCB for ODCB, the AS shall evaluate the "cp:identity" and "ocp:external-list" conditions against the called party identity taken from Request-URI or additionally taken from the To header field.

When the AS providing the OCB functionality for ODCB rejects a communication, the AS shall send an indication to the calling user by sending a 603 (Decline) response.
4.5.2.1.2
Actions for in progress communication releasing at the originating AS
When a new ODB rule for ODCB is set, the AS providing the OCB functionality for ODCB shall release all in progress communications for which the evaluation of the conditional part of that rule evaluates to true, according to the algorithm as specified in subclause 4.6. For the purpose of OCB for ODCB, the AS shall evaluate the "cp:identity" and "ocp:external-list" conditions against the called party identity taken from Request-URI or additionally taken from the To header field. When releasing a communication, the AS shall operate as specified in subclause 5.7.5.3 of 3GPP TS 24.229 [XX].
4.5.2.2
Actions at the terminating AS
The AS providing the ICB functionality for ODCB shall operate as an AS providing 3rd party call control, and specifically as a routeing B2BUA, as specified in subclause 5.7.5 of 3GPP TS 24.229 [XX] for all incoming communications that are not subject to barring at the time of establishment.

NOTE:
The AS needs to operate as a 3rd party call control, and specifically as a routeing B2BUA, in order to be able to release in progress calls when a new ODCB rule is set.
4.5.2.2.1
Actions for incoming communication at the terminating AS
When for an outgoing communication the evaluation of the conditional part of a served user’s ODBC barring evaluates to true, according to the algorithm specified in subclause 4.6:

-
if the action part of this  rule indicates the communication needs to be rejected, the AS shall reject the outgoing communication.

-
if the action part of this  rule indicates the communication needs to be connected to a given destination, the AS shall forward the corresponding initial SIP request to the specified destination.

-
if the action part of this  rule indicates an announcement needs to be played to the calling party, the AS shall provide an announcement to the originating user and then terminate the communication. The procedure of invoking an announcement is described within 3GPP TS 24.628 [YY].
Editor's note: Handling of diverted calls by the served user is FFS.
For the purpose of OCB for ODCB, the AS shall evaluate the "cp:identity" and "ocp:external-list" conditions against the called party identity taken from Request-URI or additionally taken from the To header field.

When the AS providing the OCB functionality for ODCB rejects a communication, the AS shall send an indication to the calling user by sending a 603 (Decline) response.

4.5.2.2.2
Actions for in progress communication releasing at the originating AS
When a new ODB rule for ODCB is set, the AS providing the OCB functionality for ODCB shall release all in progress communications for which the evaluation of the conditional part of that rule evaluates to true, according to the algorithm as specified in subclause 4.6. For the purpose of OCB for ODCB, the AS shall evaluate the "cp:identity" and "ocp:external-list" conditions against the called party identity taken from Request-URI or additionally taken from the To header field. When releasing a communication, the AS shall operate as specified in subclause 5.7.5.3 of 3GPP TS 24.229 [XX].
4.6
Communication Barring Rules

A rule is composed a conditional part and an action part:

 -
the conditional part contains one or more conditions liked by an OR or AND logic and an action. When the conditional part evaluates to true for a given communication, this communication shall be barred.
-
the action part does not apply to in progress communication and specifies:
-
whether the barred communication shall be rejected or forwarded to a given destination. 
-
when the barred communication is rejected, whether to provide an announcement to the calling party before rejection or not. 
The following conditions are allowed for ODBC:
cp:identity: This condition evaluates to true when a provided user's identity matches with the value of the identity element (see IETF RFC 4745 [zz]). In all other cases the condition evaluates to false.

Roaming in PLMN: This condition evaluates to true when the served user is registered from an access network other than the served user home network and in the in the same PLMN as the served user home network.
NOTE:
Whether the served user is registered from another network than the served user’s home network and whether the used network is in the same PLMN can be determined from the P-Visited-Network-ID header field specified in IETF RFC 3455 [15] and the P-Access-Network-Info header field specified in IETF RFC 3455 [15] both are provided during the registration process, see 3GPP TS 24.229 [xx], subclause 5.7.1.3.
Roaming outside PLMN: This condition evaluates to true when the served user is registered from an access network other than the served user home network and in the in the same PLMN as the served user home network
NOTE:
Whether the served user is registered from another network than the served user’s home network and whether the used network is in the same PLMN can be determined from the P-Visited-Network-ID header field specified in IETF RFC 3455 [15] and the P-Access-Network-Info header field specified in IETF RFC 3455 [15] both are provided during the registration process, see 3GPP TS 24.229 [xx], subclause 5.7.1.3.
rule-deactivated: This condition always evaluates to false. This can be used to deactivate a rule, without losing information. By removing this condition the rule can be activated again.

ocp:other-identity: If present in any rule, the "other-identity" element, which is empty, matches all identities that are not referenced in any rule. It allows for specifying a default policy. The exact interpretation of this condition is specified in OMA-TS-XDM_Core [ww].

international: This condition evaluates to true when the request URI of the outgoing SIP request:

-
corresponds to a telephone number, i.e. a SIP URI with a "user" URI parameter set to "phone" or a tel URI; and

-
does not point to a destination served by a network within the country where the originating user is located when initiating the call. 

international-exHC: This condition for international barring, excluding the home country, evaluates to true when the request URI of the outgoing SIP request:

-
corresponds to a telephone number, i.e. a SIP URI with a "user" URI parameter set to "phone" or a tel URI; 

- 
does not point to a destination served by a network within the country where the originating user is located when initiating the call; and

-
does not point to a destination served within the served user’s home country.
Premium rate information: This condition evaluates to true when the request URI of the outgoing SIP request designate a premium rate service that provides information.
Premium rate entertainment: This condition evaluates to true when the request URI of the outgoing SIP request designate a premium rate service that provides entertainment.
Editor's note: It’s FFS whether the list of URIs for premium rate services is locally configured to the AS or can be retrieved from an external database through a standard interface.
Editor's note: Other conditions may be needed to be able to fulfil all the requirements defined TS 22.041.
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