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************************First change************************************

4.8
Security Requirements

Security requirements are as follows: 

PWS shall only broadcast Warning Notifications that come from an authenticated authorized source.
Where regional or national regulations allow, the integrity of the Warning Notification shall be protected. 

Where regional or national regulations allow, the PWS shall protect against false Warning Notification messages.

Note 1:
These requirements are subject to regulatory policies.

NOTE 2:
The authentication and authorisation of the source are outside the scope of 3GPP Specifications.
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