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**************************************Fitst Change ********************************************
5.10.3
IBCF as an entry point

5.10.3.1
Registration

When IBCF receives a REGISTER request, the IBCF shall:

1)
verify if it arrived from a trusted domain or not. If the request arrived from an untrusted domain, respond with 403 (Forbidden) response;

NOTE 1:
The IBCF can find out whether the request arrived from a trusted domain or not, from the procedures described in 3GPP TS 33.210 [19A].

2)
if network topology hiding, or screening of SIP signalling, is required or IBCF is configured to perform application level gateway and/or transport plane control functionalities, add its own routeable SIP URI to the top of the Path header field; and

NOTE 2:
The IBCF can include in the inserted SIP URI an indicator that identifies the direction of subsequent requests received by the IBCF i.e., from the S-CSCF towards the P-CSCF, to identify the UE-terminating case. The IBCF can encode this indicator in different ways, such as, e.g., a unique parameter in the URI, a character string in the username part of the URI, or a dedicated port number in the URI.

NOTE 3:
Any subsequent request that includes the direction indicator (in the Route header field) or arrives at the dedicated port number, indicates that the request was sent by the S-CSCF towards the P-CSCF.

NOTE 4:
In accordance with the procedures described in RFC 3608 [38], an IBCF does not insert its own routable SIP URI to the Service-Route header field.

3)
If IBCF is colocated with an I-CSCF, or it has a preconfigured I-CSCF to be contacted, forward the request to that I-CSCF. Otherwise select an I-CSCF and forward the request to that I-CSCF.

NOTE 5: The selection of an I-CSCF can lead to additional delays.

If the selected I-CSCF:

-
does not respond to the REGISTER request and its retransmissions by the IBCF; or

-
sends back a 3xx response or 480 (Temporarily Unavailable) response to a REGISTER request;

the IBCF shall select a new I-CSCF and forward the REGISTER request to that I-CSCF. 

NOTE 5:
The list of the I-CSCFs can be either obtained as specified in RFC 3263 [27A] or provisioned in the IBCF.
If the IBCF fails to forward the REGISTER request to any I-CSCF, the IBCF shall send back a 504 (Server Time-Out) response towards the P-CSCF, in accordance with the procedures in RFC 3261 [26].

5.10.3.1A
General

For all SIP transactions identified:

-
if priority is supported (NOTE 1), as containing an authorised Resource-Priority header field or a temporarily authorised Resource-Priority header field, or, if such an option is supported, relating to a dialog which previously contained an authorised Resource-Priority header field;
the IBCF shall give priority over other transactions or dialogs. This allows special treatment of such transactions or dialogs.

NOTE 1:
For an INVITE request, various mechanisms can be applied to recognize the need for priority treatment (e.g., based on the dialled digits). The exact mechanisms are left to national regulation and network configuration.
Based on the alternative mechanism to recognize the need for priority treatment, the IBCF shall insert the temporarily authorised Resource-Priority header field with appropriate namespace and priority value in the INVITE request.
NOTE 2:
The special treatment can include filtering, higher priority processing, routeing, call gapping. The exact meaning of priority is not defined further in this document, but is left to national regulation and network configuration.

If the IBCF is the entry point to a transit network, the IBCF shall:
· determine the originating network of the requests and responses and obtain the corresponding operator identifier based on local configuration; and
· if the P-Charging-Vector header field in the received request contains "orig-ioi" parameter, IBCF shall remove "orig-ioi" parameter; and
· add "orig-ioi" parameter into the P-Charging-Vector header field with the corresponding operator identifier previously obtained; and
Editor's note: How IBCF determines originating network is FFS.
· based on local policy,add in requests and in responses in the P-Charging-Vector header field a "transit-ioi" header field parameter with an entry which identifies the operator network which the request or response is transitting or with a void entry.
Based on local policy the IBCF shall delete or void in requests and in responses in the P-Charging-Vector header field any received "transit-ioi" header field parameter.
NOTE 3:
Only one "transit-ioi" header field parameter entry is added per transit network.

************************************ End Of Change ********************************************

**************************************Next Change ********************************************

I.3.2
Procedures

I.3.2.1
Treatment for dialog and standalone transactions
When the transit function receives an initial request for a dialog, or a request for a standalone transaction, and the request is received either from a functional entity within the same trust domain or contains a valid original dialog identifier (see step 3) or the dialog identifier (From, To and Call-ID header fields) relates to an existing request processed by the transit function, then prior to forwarding the request, the transit function shall:

0)  determine the served network as follows:


-  derive the served originating network from the "orig-ioi" parameter of P-Charging-Vector header field;


-  derive the served terminating network from the Request-URI after the procedure specified in I.2.
1)
check if an original dialog identifier that the transit function previously placed in a Route header field is present in the topmost Route header field of the incoming request.

-
If not present, the transit function shall build an ordered list of transit invocation criteria according to the served network information determined in step 0).
-
If present, the request has been sent from an AS in response to a previously sent request, an ordered list of transit invocation criteria already exists and the transit function shall not change the ordered list of transit invocation criteria.

2)
remove its own SIP URI from the topmost Route header field;

3)
check whether the initial request matches any unexecuted transit invocation criteria. If there is a match, then the transit function shall select the first matching unexecuted transit invocation criteria from the ordered list of transit invocation criteria and the transit function shall insert the AS URI to be contacted into the Route header field as the topmost entry followed by its own URI populated;

NOTE:
Depending on the result of processing the transit invocation criteria the transit function can contact one or more AS(s) before processing the outgoing Request-URI.

4)
if the request is not forwarded to an AS and if local policy requires the application of other additional routeing capabilities, handled by entities other than the transit function, the transit function shall apply the additional routeing capabilities if they are locally available or forward the request to an entity that implements the additional routeing capabilities;
5)
determine the destination address (e.g. DNS access) using the URI placed in the topmost Route header field if present, otherwise based on the Request-URI. If the destination requires interconnect functionalities (e.g. the destination address is of an IP address type other than the IP address type used in the IM CN subsystem), the transit function shall forward the request to the destination address via an IBCF in the same network;
6)
in case of an initial request for a dialog, based on local policy record-route; and
7)
route the request based on SIP routeing procedures.
When the transit function receives a target refresh request, or a a subsequent request other than target refresh request, for a dialog, prior to forwarding the request, the transit function shall:

1)
remove its own URI from the topmost Route header field; and
2)
forward the request based on the topmost Route header field.

With the exception of 305 (Use Proxy) responses, the transit function shall not recurse on 3xx responses.
Editor's note [WID: IPXS, CR 3835]:
Procedures for sending additional header fields, e.g. P-Charging-Vector and P-Charging-Function-Address, needs to be specified.
************************************ End Of Change ********************************************
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