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* * * First Change * * * *

5.1.6.2
Initial emergency registration

When the user initiates an emergency call, if emergency registration is needed, the UE shall perform an emergency registration prior to sending the SIP request related to the emergency call.

The UE shall have only one valid emergency registration at any given time. If the UE initiates a new emergency registration using different contact address, and the previous emergency registration has not expired, the UE shall consider the previous emergency registration as expired.

IP-CAN procedures for emergency registration are defined in 3GPP TS 23.167 [4B] and in each access technology specific annex.

When a UE performs an initial emergency registration the UE shall perform the actions as specified in subclause 5.1.1.2 with the following additions:

-
the UE shall include a "sos" URI parameter in the Contact header field as described in subclause 7.2A.12, indicating that this is an emergency registration and that the associated contact address shall be used only for emergency servicepopulate the To and From header in the REGISTER request with the emergency public user identity as specified in 3GPP TS 23.003 [3].

When the UE performs an initial emergency registration and whilst this emergency registration is active, the UE shall:

-
handle the emergency registration independently from any other ongoing registration to the IM CN subsystem; 

-
handle any signalling or media related IP-CAN for the purpose of emergency calls independently from any other established IP-CAN for IM CN subsystem related signalling or media; and

-
handle all SIP signalling and all media related to the emergency call independently from any other ongoing IM CN subsystem signalling and media.

* * * Next Change * * * *

5.1.6.3
Initial subscription to the registration-state event package

Upon receiving the 200 (OK) response to the REGISTER request that completes the emergency registration, tThe UE shall not subscribe to the reg event package of thefor any emergency public user identity specified in the REGISTER request.

* * * Next Change * * * *

5.1.6.6
User-initiated emergency deregistration

Once the UE registers a public user identity and an associated contact address via emergency registration, tThe UE shall not perform user-initiated deregistration of the respective any registered emergency public user identity and the associated contact address.

NOTE:
The UE will be deregistered when the emergency registration expires.

* * * Next Change * * * *

5.1.6.8.3
Emergency session set-up within an emergency registration

After a successful initial emergency registration, the UE shall apply the procedures as specified in subclause 5.1.2A, 5.1.3 and 5.1.4 with the following additions:

1)
the UE shall insert in the INVITE request, a From header that includes the public user identity registered via emergency registration or the tel URI associated with the public user identity registered via emergency registration, as described in subclause 4.2;

12)
the UE shall include a Request URI in the INVITE request that contains an emergency service URN, i.e. a service URN with a top-level service type of "sos" as specified in draft-ietf-ecrit-service-urn [69]. An additional sub-service type can be added if information on the type of emergency service is known;

23)
the UE shall insert in the INVITE request, a To header with:

-
the same emergency service URN as in the Request URI; or

-
if the UE cannot perform local dialstring interpretation for the dialled digits, a dialstring URI representing the dialled digits in accordance with RFC 4967 [103] or a tel URL representing the dialled digits;
NOTE 1:
This version of this document does not provide any specified handling of a URI with the dialled digits in accordance with RFC 4967 [103] at an entity within the IM CN susbsystem. Behaviour when this is used is therefore not defined.

3)
the UE shall insert in the INVITE request, a From header that includes the emergency public user identity or the tel URI associated with the emergency public user identity, as described in subclause 4.2;

4)
if available to the UE, and if defined for the access type as specified in subclause 7.2A.4, the P-Access-Network-Info header shall contain a location identifier such as the cell id, line id or the identity of the I-WLAN access node, which is relevant for routeing the emergency call;

NOTE 2:
3GPP TS 23.167 [4B] describes several methods how the UE can get its location information from the access network or from a server. Such methods are not in the scope of this specification.

45)
the UE shall insert in the INVITE request, a P-Preferred-Identity header that includes the emergency public user identity registered via emergency registration or the tel URI associated with the emergency public user registered via emergency registration identity as described in subclause 4.2;

6)
void;

57)
if the UE has its location information available, it shall include it in the INVITE request in the following way:

-
if the UE is aware of the URI that points to where the UE's location is stored, include the URI in the Geolocation header in accordance with draft-ietf-sip-location-conveyance [89]; or 

-
if the geographical location information of the UE is available to the UE, include its geographical location information as PIDF location object in accordance with RFC 4119 [90] and include the location object in a message body with the content type application/pidf+xml in accordance with draft-ietf-sip-location-conveyance [89]. The Geolocation header is set to a Content ID in accordance with draft-ietf-sip-location-conveyance [89]; and
NOTE 32:
It is suggested that UE's only use the option of providing a URI when the domain part belongs to the current P-CSCF or S-CSCF provider. This is an issue on which the network operator needs to provide guidance to the end user. A URI that is only resolvable to the UE which is making the emergency call is not desirable.

68)
if the UE has no geographical location information available, the UE shall not include any geographical location information as specified in draft-ietf-sip-location-conveyance [89] in the INVITE request.; and
7)
if available to the UE, the P-Access-Network-Info header shall contain a location identifier such as the cell id, line id or the identity of the I-WLAN access node, which is relevant for routeing the IMS emergency call.

NOTE 3:
The IMS emergency specification in 3GPP TS 23.167 [4B] describes several methods how the UE can get its location information from the access network or from a server. Such methods are not in the scope of this specification.

NOTE 4:
RFC 3261 [26] provides for the use of the Priority header field with a suggested value of "emergency". It is not precluded that emergency sessions contain this value, but such usage will have no impact on the processing within the IM CN subsystem.

Upon receiving a 380 (Alternative Service) response to the INVITE request, with a P-Asserted-Identity header field with a value equal to the value of the last entry on the Path header field value received during registration, and the 380 (Alternative Service) response including a IM CN subsystem XML body, with an <ims-3gpp> element, including a version attribute, with an <alternative-service> child element with a <type> element set to "emergency"  (see table 7.7AA) and the <action> child element of the <alternative-service> child element of the <ims-3gpp> element in the IM CN subsystem XML body as described in subclause 7.6 set to "emergency-registration" (see table 7.7AB) the UE shall:

-
perform an initial emergency registration using a different VPLMN if available, as described in subclause 5.1.6.2 and if the new emergency registration succeeded, attempt an emergency call as described in this subclause;

-
attempt emergency call via CS domain according to the procedures described in 3GPP TS 24.008 [8], if available and not already tried; or

-
perform implementation specific actions to establish the emergency call.

NOTE 5:
The last entry on the Path header field value received during registration is the value of the SIP URI of the P-CSCF.

* * * Next Change * * * *

5.2.10.1
General

If the P‑CSCF belongs to a network where the registration is not required to obtain emergency service, the P‑CSCF shall accept any unprotected request on the IP address and port advertised to the UE during the P‑CSCF discovery procedure. The P‑CSCF shall also accept any unprotected request on the same IP address and the default port as specified in RFC 3261 [26].

The P‑CSCF can handle emergency session and other requests from both a registered user as well as an unregistered user. Certain networks only allow emergency session from registered users.

NOTE 1:
If only emergency setup from registered users is allowed, a request from an unregistered user is ignored since it is received outside of the security association.

The P-CSCF can handle emergency session establishment within a non-emergency registration, i.e. one that did not contain the "sos" SIP URI parameter in the Contact header field of the 200 (OK) response.

Upon receiving the 200 (OK) response to the REGISTER request that completes the emergency registration, as identified by the presence of the "sos" SIP URI parameter in the Contact header field of the 200 (OK) response, tThe P‑CSCF shall not subscribe to the registration event package of thefor any emergency public user identity specified in the REGISTER request.
The P‑CSCF shall store a configurable list of local emergency service identifiers, i.e. emergency numbers and the emergency service URN, which are valid for the operator to which the P‑CSCF belongs to. In addition to that, the P‑CSCF shall store a configurable list of roaming partners' emergency service identifiers.

NOTE 21:
The emergency service URN are common to all networks, although subtypes may either not necessarily be in use, or a different set of subtypes is in use. The above requirements do not apply to subtypes of the emergency service URN.

Access technology specific procedures are described in each access technology specific annex to determine whether the initial request for a dialog or standalone transaction or an unknown method is destined for a PSAP.

NOTE 32:
Depending on local operator policy, the P‑CSCF has the capability to reject requests relating to specific methods in accordance with RFC 3261 [26], as an alternative to the functionality described above.

When the P‑CSCF responds that the CS domain is to be used for emergency call the P‑CSCF shall include in the 380 (Alternative Service) response a Content-Type header field with the value set to associated MIME type of the 3GPP IMS XML body as described in subclause 7.6.1.

The P‑CSCF shall include in the 3GPP IMS XML body:

a)
an <alternative-service> element, set to the parameters of the alternative service:

b)
a <type> child element, set to "emergency" to indicate that it was an emergency call; and

c)
a <reason> child element, set to an operator configurable reason.

The P‑CSCF can handle emergency session establishment within a non-emergency registration.
When the P‑CSCF responds that an emergency registration is required the P‑CSCF shall include in the 380 (Alternative Service) response a Content-Type header field with the value set to associated MIME type of the 3GPP IMS XML body as described in subclause 7.6.1. The P‑CSCF shall include in the 3GPP IMS XML body:

a)
an <alternative-service> element, set to the parameters of the alternative service;

b)
a <type> child element, set to "emergency" to indicate that it was an emergency call; and
c)
an <action> child element, set to "emergency-registration" to indicate that emergency registration is required; and

d)
a <reason> child element, set to an operator configurable reason.
NOTE 4:
<action> element is used only in a context to indicate the UE that emergency registration is required in the present document. Therefore, this element is defined as optional and shall not be used in other purpose. 

NOTE 5:
This response is only sent in case if the P‑CSCF received an explicit indication from the UE that it is an emergency session, i.e. receive emergency service URN in the Request-URI.
For all SIP transactions identified as relating to an emergency, the P‑CSCF shall give priority over other transactions. This allows special treatment (e.g. with respect to filtering, higher priority, routeing) of emergency sessions. The exact meaning of priority is not defined further in this document, but is left to national regulation and network configuration.

* * * Next Change * * * *

5.2.10.3
General treatment for all dialogs and standalone transactions excluding the REGISTER method after emergency registration

If the P‑CSCF receives an initial request for a dialog, or a standalone transaction, or an unknown method, for a registered user over the security association that was created during the emergency registration, as identified by the presence of the "sos" SIP URI parameter in the Contact header field of the 200 (OK) response, the P‑CSCF shall inspect the Request URI independent of values of possible entries in the received Route headers for known emergency service identifiers, i.e. emergency numbers and the emergency service URN from these configurable lists. The P-CSCF shall consider the Request URI of the initial request as an emergency service identifier if it is an emergency number or an emergency service URN from the configurable lists that are associated with:

the country of the operator to which the P-CSCF belongs to; and

-
for inbound roamers, the country from which the UE is roaming from. The P-CSCF determines the country to which the UE is belonging to based on the content of the P-Assserted-Identity header field which contains the home network domain name in a SIP URI belonging to the user.

If the P‑CSCF detects that the Request-URI of the initial request for a dialog, or a standalone transaction, or an unknown method does not match any one of the emergency service identifiers in any of these the associated lists, the P‑CSCF shall reject the request by returning a 403 (Forbidden) response to the UE.

If the P‑CSCF detects that the Request-URI of the initial request for a dialog, or a standalone transaction, or an unknown method matches one of the emergency service identifiers in any of these the associated lists, the P‑CSCF shall:

1)
include in the Request-URI an emergency service URN, i.e. with a service type of "sos" as specified in RFC 5031 [69], if necessary, and execute the procedure described in step 3, 4, 5, and 6, in subclause 5.2.6.3 dealing with the procedure when the P‑CSCF receives an initial request from the UE. The entry in the Request-URI that the P‑CSCF includes may either be:

-
as received from the UE in the Request URI in accordance with RFC 5031 [69]; or

-
as deduced from the Request-URI received from the UE.

2)
if the request contains a Contact header field containing a GRUU the P‑CSCF shall save the GRUU received in the Contact header field of the request and associate it with the UE IP address and UE protected server port, for the security association on which the request was received such that the P‑CSCF is able to route target refresh request containing that GRUU in the Request-URI; and

In addition the P‑CSCF shall execute the procedures as specified in subclause 5.2 with the following additions:

3)
the P‑CSCF shall :

-
if the registered emergency public user identity is included in the P-Preferred-Identity header, remove the P-Preferred-Identity header from the received request and insert a P-Asserted-Identity header that includes the emergency public user identity that was present in the P-Preferred-Identity header. Add a second P-Asserted identity header that contains the tel URI associated with the emergency public user identity. If the tel URI associated with the registered emergency public user identity is included in the
P-Preferred-Identity header, check the validity of the tel URI, remove the P-Preferred-Identity header and insert a P-Asserted-Identity header that includes the tel URI that was present in the P-Preferred-Identity header. Add a second P-Asserted-Identity header that contains the emergency public user identity; and

-
select an E-CSCF and add the URI of the selected E-CSCF to the topmost Route header.
NOTE:
It is implementation dependant as to how the P‑CSCF obtains the list of E-CSCFs.
If the P‑CSCF does not receive any response to the INVITE request (including its retransmissions); or receives a 3xx response or 480 (Temporarily Unavailable) response to an INVITE request, the P‑CSCF shall select a new E-CSCF and forward the INVITE request.

When the P‑CSCF receives a target refresh request for a dialog with the Request-URI containing a GRUU the P‑CSCF shall:

-
obtain the UE IP address and UE protected server port related to the GRUU contained in the Request-URI and rewrite the Request-URI with that UE IP address and UE protected server port; and

-
perform the steps in subclause 5.2.6.4 for when the P‑CSCF receives, destined for the UE, a target refresh request for a dialog.

* * * Next Change * * * *

5.4.1.1
Introduction

The S‑CCF shall act as the SIP registrar for all UAs belonging to the IM CN subsystem and with public user identities.

Subclause 5.4.1.2 through subclause 5.4.1.7 define S‑CCF procedures for SIP registration that do not relate to emergency. All registration requests are first screened according to the procedures of subclause 5.4.8.2 to see if they do relate to an emergency registrationpublic user identity. 

The S‑CCF shall support the use of the Path and Service-Route header. The S‑CCF shall also support the Require and Supported headers. The Path header is only applicable to the REGISTER request and its 200 (OK) response. The Service-Route header is only applicable to the 200 (OK) response of REGISTER. The S‑CCF shall not act as a redirect server for REGISTER requests.

The network operator defines minimum and maximum times for each registration. These values are provided within the S‑CCF.

The procedures for notification concerning automatically registered public user identities of a user are described in subclause 5.4.2.1.2.

In case a device performing address and/or port number conversions is provided by a NA(P)T or NA(P)T-PT, the S‑CCF may need to modify the SIP signalling according to the procedures described in annex K if both a reg-id and instance ID parameter are present in the received contact header as described in draft-ieft-outbound [92].

The S‑CCF shall determine based on the contents of the REGISTER request whether procedure for IMS-AKA authentication are to be performed or not:

-
if the REGISTER request contains an Authorization header field with the “integrity-protected” parameter, the S‑CCF shall perform the initial registration procedures with IMS-AKA authentication described in subclause 5.4.1.2.1;
-
otherwise (i.e. no Authorization header field is present, or Authorization header field is received without the "integrity-protected" parameter), the S‑CCF shall perform the initial registration procedures as described in subclause 5.4.1.2A.

* * * Next Change * * * *

5.4.8.1
General

S-CSCF shall handle the emergency registration as per the needs of the normal registration.
For all registrations identified as relating to an emergency registrationpublic user identity, the S-CSCF shall give priority over other transactions or dialogs. This allows special treatment of such registrations. 
NOTE:
This special treatment can include filtering, higher priority processing, routeing, call gapping. The exact meaning of priority is not defined further in this document, but is left to national regulation and network configuration.

* * * Next Change * * * *

5.4.8.2
Initial emergency registration or user-initiated emergency reregistration

When the S-CSCF receives a REGISTER request without an "integrity-protected" parameter, or with the "integrity-protected" parameter in the Authorization header set to "no" and the ContactTo header includes an "sos" URI parameter that indicates that this is an emergency registration,emergency public user identity the S-CSCF shall perform the actions as specified in subclause 5.4.1.2.1 with the following additions:

-
if the emergencypublic user identity is linked to a private user identity that has a registered emergency public user identity but with a new contact address, and the authentication has been successful and if the previous emergency registration has not expired, the S-CSCF shall delete the previous contact information. Contacts related to non-emergency registration shall not be deregistered.

When the S-CSCF receives a REGISTER request with the "integrity-protected" parameter in the Authorization header set to "yes" and the Contact header includes a "sos" URI parameter that indicates that this is an emergency registration, the S-CSCF shall identify the user by the emergency public user identity as received in the To header and the private user identity as received in the Authorization header of the REGISTER request the S-CSCF shall perform the actions as specified in subclause 5.4.1.2.2 with the following additions:

-
the S-CSCF shall not include a Service-Route in the 200 (OK) response to the REGISTER request;

-
the S-CSCF shall not include a temporary GRUU in the 200 (OK) response to the REGISTER request;

-
the S-CSCF shall include the "sos" URI parameter in the URI that was successfully emergency registered and included in the Contact header field of the 200 (OK) response to the REGISTER request;

NOTE 1:
In the case where the S-CSCF returns a GRUU in the Contact header field of the 200 (OK) response to the REGISTER request, the "sos" URI parameter is appended to the URI and not included as a Contact header field parameter. The public GRUU that is returned in the 200 (OK) response includes the "sos" URI parameter as a parameter of the URI included in the "pub-gruu" Contact header field parameter.

-
store the Path header and the contact information including all header parameters contained in the Contact header. The S-CSCF shall use the Path header and the contact information obtained during the emergency registration to build a preloaded Route header values for the emergency dialogs (e.g. PSAP call back session) destined for the UE;

NOTE 12:
The Path header and contact information used for the emergency dialogs destined for the UE and obtained during the emergency registration can be different than the Path header used for the non-emergency communication and obtained during the non-emergency registration.

NOTE 23:
If the previous emergency registration with different contact information or emergency Path header has not expired, the S-CSCF will not perform the network initiated deregistration procedure for the previous emergency registration, but will let it expire.

-
the S-CSCF shall not send any third-party REGISTER requests to any AS; and

-
determine the duration of the registration by checking the value of the Expires header in the received REGISTER request and based on local policy.

NOTE 34:
The value of the emergency registration time is subject to national regulation and can be subject to roaming agreements.
* * * Next Change * * * *

5.4.8.3
User-initiated emergency deregistration

When S-CSCF receives a REGISTER request with the Expires header field containing the value zero and the Contact header contains a contact address that has been registered for emergency service (i.e. the "sos" URI parameter that indicates that this is an emergency registration is included in the Contact header field)To header includes an emergency public user identity as specified in 3GPP TS 23.003 [3], the S-CSCF shall reject the REGISTER request by sending a 501 (Not Implemented) response.

NOTE:
The UE cannot deregister its emergency public user identity.

* * * Next Change * * * *

5.4.8.4
Network-initiated emergency deregistration

The S-CSCF shall not perform a network-initiated emergency deregistration for an emergency public user identity.

* * * Next Change * * * *

5.4.8.5
Network-initiated emergency reauthentication

If a given public user identity and the associated contact address have been registered via emergency registration, tThe S-CSCF shall not reauthenticate thisan emergency public user identity.

* * * Next Change * * * *

5.4.8.6
Subscription to the event providing registration state

If a S-CSCF receives a SUBSCRIBE request addressed to S-CSCF containing the Event header with the reg event package with the Contact header that contains a contact address that has been registered for emergency service a emergency public user identity in the To header, the S-CSCF shall reject the SUBSCRIBE request for the reg-event package by sending a 489 (Bad Event) response.

* * * Next Change * * * *

5.4.8.7
Notification of the registration state

The S-CSCF shall not send a NOTIFY request addressed to an emergency public user identity regarding its subscription state.

When the user performs an emergency registration or when the emergency registration expires, the S-CSCF shall not send a NOTIFY request to the subscribers to the reg event package of the respective user.

The contact address that has been registered for emergency serviceemergency public user identities shall not be included in the NOTIFY requests sent to the subscribers to the reg event package of the user.

* * * Next Change * * * *

7.2A.12
"sos" SIP URI parameter

7.2A.12.1
Introduction

The "sos" SIP URI parameter is intended to:

-
indicate to the S-CSCF that a REGISTER request that includes the "sos" SIP URI parameter is for emergency registration purposes;

-
tell the S-CSCF to not apply barring of the public user identity being registered; and

-
tell the S-CSCF to not apply initial filter criteria to requests destined for an emergency registered contact.

7.2A.12.2
Syntax

The syntax for the "sos" SIP URI parameter is specified in table 7.8

Table 7.8: Syntax of sos SIP URI parameter

uri-parameter =/ sos-param

sos-param = "sos"

The BNF for uri-parameter is taken from IETF RFC 3261 [26] and modified accordingly.

7.2A.12.3
Operation

When a UE includes the "sos" SIP URI parameter in the URI included in the Contact header field of REGISTER request, the REGISTER request is intended for emergency registration. 

When a S-CSCF receives a REGISTER request for emergency registration that includes the "sos" SIP URI parameter, the S-CSCF is required to preserve the previously registered contact address. This differs to the registrar operation as defined in RFC 3261 [26] in that the rules for URI comparison for the Contact header field shall not apply and thus, if the URI in the Contact header field matches a previously received URI, then the old contact address shall not be overwritten. 
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