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	*** FIRST CHANGE ***


4.3.1.1
TIP provision/withdrawal

The TIP service may be provided after prior arrangement with the service provider or be generally available.

The TIP service shall be withdrawn at the subscriber's request or for administrative reasons.

As a general operator policy, a special arrangement may exist on a per subscriber basis or on a general behaviour basis whereby the terminating user's identity information intended to be transparently transported by the network is not screened by the network.

	*** SECOND CHANGE ***


4.3.2
Requirements on the originating network side

For originating users that subscribe to the TIP service, if network provided identity information about the terminator is available, and if presentation is allowed, the network shall include that information in the responses sent to the user.

If the presentation of the network asserted identity is restricted due to the TIR service, then the originating user shall receive an indication that the network provided identity was not sent because of restriction.

If the network asserted identity information is not available at the originating network (for reasons such as interworking), then the network shall indicate to the terminating user that the network asserted identity information was not included for reasons other than restriction.

As a national option, the originating AS can override the presentation restriction indication and the terminating identity is then presented to the originating subscriber for specific originating access's categories (e.g. police).
NOTE 1:
The priv-value "id" in the Privacy header field is not expected be removed when removing any P-Asserted-Identity header field as described in 3GPP TS 24.229 [3].
NOTE 2:
Annex B provides an example of an initial filter criterion that can be applied for the TIP/TIR service.

NOTE 3:
It is assumed that the IBCF is responsible for stripping the P-Asserted‑Identity from the SIP header when interworking with untrusted networks.

	*** THIRD CHANGE ***


4.3.3
Requirements on the terminating network side

As part of the basic communication control procedures specified in 3GPP TS 24.229 [2], the following requirements apply at the terminating network side in support of the TIP service and the TIR service. Unless noted otherwise, these requirements are meant to apply to responses where the presence of the P-Asserted-Identity and Privacy header fields are allowed. These procedures apply regardless of whether the originating or terminating parties subscribe to the TIP service or the TIR service.

The terminating network shall include network asserted identity information in responses where allowed by 
3GPP TS 24.229 [2]. For TIR subscribers:

-
The terminating user may include an indication that it wishes to have the presentation of its identity information restricted, in any response where allowed by 3GPP TS 24.229 [2].

-
If the terminating user has subscribed to the TIR service in the permanent or temporary mode, then the network shall invoke the TIR service for every incoming request.

NOTE 1:
The above requirement needs appropriate configuration of the initial filter criteria. Annex B provides an example of an initial filter criterion that can be applied for the TIP/TIR service.
If the TIR service is not invoked, the network-provided identity shall be considered to be presentation allowed.
NOTE 2:

It is assumed that the IBCF is responsible for stripping the P-Asserted-Identity from the SIP header when interworking with untrusted networks.

	*** FOURTH CHANGE ***


4.4
Syntax requirements

The syntax for the relevant header fields in the SIP requests and SIP responses shall be as follows:

-
The syntax of the P-Asserted-Identity header field shall conform to the requirements in 3GPP TS 24.229 [2] (IETF RFC 3325 [6] and IETF RFC 3966 [8]).

-
The syntax of the Privacy header field shall conform to the requirements in 3GPP TS 24.229 [2] (RFC 3323 [5] and IETF RFC 3325 [6]).

-
The Syntax of the option tag "from-change" shall conform to the requirements in IETF RFC 4916 [17]: Connected Identity in the Session Initiation Protocol (SIP)
	*** FIFTH CHANGE ***


4.5.0
General

Configuration of supplementary services by the user should: 

-
take place over the Ut interface using XCAP as enabling protocol as described in 3GPP TS 24.623 [15]; or

-
use SIP based user configuration as described in 3GPP TS 24.238 [19].
NOTE:
Other possibilities for user configuration, such as web-based provisioning or pre-provisioning by the operator are outside the scope of the present document, but are not precluded 
The enhancements to the XML schema for use over the Ut interface are described in subclause 4.9.
	*** SIXTH CHANGE ***


4.5.2.1
Actions at the originating UE
A UE that supports the TIP service signalling procedures shall support the receipt, in SIP responses to SIP requests initiating a dialog or instandalone transactions, one or more P-Asserted-Identity header fields, each one containing a network-provided identity information of the terminating user.

If no P-Asserted‑Identity header fields are present, but a Privacy header field set to "id" is present, then the 
network-provided identity information was withheld due to presentation restriction.

If neither P-Asserted-Identity header fields nor a Privacy header field set to "id" are present, then the network-provided identity information is not available (due, for example, to interworking with other networks).

Once a 2xx response is received, the P-Asserted-Identity header field of the first 2xx response is used, e.g. when presenting the identity to the user.

NOTE 1:
Any P-Asserted-Identity header fields received in a provisional response is outside the scope of this service.

If the originating user is subscribed to the TIP service and wants to receive the terminating identity, the UE shall add the option tag "from-change" to the Supported header field in the initial request. 

NOTE 2:
This option tag is used to indicate that a UA supports changes to URIs in From and To header fields during a dialog. Not setting this indication shows that the UE is not supporting this procedure.

	*** SEVENTH CHANGE ***


4.5.2.4
Actions at the AS serving the originating UE
If the originating user is subscribed to the TIP service,  the AS shall pass the option tag "from-change" in the Supported header field in the initial request if received from the originating user.

If the originating user is not subscribed to the TIP service, the AS shall remove the option tag "from-change".

NOTE 1:
If the terminating user requests privacy, the S-CSCF or theP-CSCF removes the P-Asserted-Identity header field as part of the basic communication procedures defined in 3GPP TS 24.229 [2].

If an originating user is not subscribed to the TIP service, any P-Asserted-Identity header fields or Privacy header field included in the SIP response shall be removed. As a network option, if the originating user has an override category, the AS shall send the P-Asserted-Identity header fieldss and remove the Privacy header field in the SIP response.

When the Privacy header field is set to "id", with the exception of the cases listed above, the AS should not remove this Privacy header field from the SIP reseponse.

NOTE 2:
The priv-value "id" in the Privacy header field will be used by the originating UE to distinguish the request of TIR by the terminating user.

	*** EIGHTH CHANGE ***


4.5.2.9
Actions at the AS serving the terminating UE
For a terminating user who subscribes to the TIR service in "permanent mode", if a SIP response to a SIP request does not include a Privacy header field, the AS shall insert a Privacy header field set to "id". If the response includes a Privacy header field that is set to "none", the AS shall remove the "none" value from the Privacy header field.
For a terminating user who subscribes to the TIR service in "permanent mode", if a INVITE request contains a Supported header field includes the option tag "from-change", the AS shall remove the option tag "from-change".

For a terminating user who subscribes to the TIR service in "temporary mode" with default set to "restricted", if a SIP response to a SIP request does not include a Privacy header field, the AS shall insert a Privacy header field set to "id".

For a terminating user who subscribes to the TIR service in "temporary mode" with default set to "not restricted", normal procedures apply.

As a terminating network option, if the "no screening" special arrangement does not exist with the terminating user and an UPDATE request is received from the terminating user, then the AS may attempt to match the information in the From header field with the set of registered public user identities for the served user. If no match is found, the AS may change the value of the From header field in the UPDATE request to the public user identity of the served user.

	*** NINTH CHANGE ***


4.5.2.12
Actions at the terminating UE
A terminating UE receiving an initial request including a Supported header field with the option tag "from-change" and supporting the procedures of IETF RFC 4916 [17]  shall send, within a provisional or final response, the Supported header field with the option tag "from-change".

A terminating UE receiving an initial request including a Supported header field with the option tag "from-change" may send a UPDATE request with updated From and To header fields according the rules of IETF RFC 4916 [17].

If the terminating user wishes to override the default setting of "presentation not restricted" of the TIR service in temporary mode, then, upon receiving an initial request including a Supported header field with the option tag "from change", a terminating UE shall include a Privacy header field with privacy type of "id" in any non-100 responses it sends upon receipt of a SIP request.

If the terminating user wishes to override the default setting of "presentation restricted" of the TIR service in temporary mode, then, upon receiving an initial request including a Supported header field with the option tag "from change", a terminating UE shall include a Privacy header field with privacy type of "none" in any non-100 responses it sends upon receipt of a SIP request.

NOTE:
It is assumed that TIR subscribers support IETF RFC 3325 [6].

	*** TENTH CHANGE ***


4.6.7
Communication DIVersion services (CDIV)

In case of the TIP service, if the served (forwarding/deflecting) user selects the option that the originating user is not notified of communication diversion, then the originating user shall receive no diversion notification. In addition, the originating user shall not receive the terminating user's identity information when the communication is answered, unless the originating user has override capability.

In case of the TIP service, if the served (forwarding/deflecting) user selects the option that the originating user is notified, but without the diverted‑to address, then the originating user shall not receive the terminating user's identity information when the communication is answered, unless the originating user has override capability.

If a diverted-to user subscribes to the TIR service "permanent mode", then the diverted-to user's URI shall not be provided with the notification that the communication has been diverted.

If a diverted-to user subscribes to the TIR service "temporary mode", then the diverted‑to user's URI shall not be provided until negotiation with the user has taken place and a positive indication from the user has been received.

In each of the above situations, a originating user that subscribes to the TIP service and who has override capability will not receive the diverted-to user's number as part of the diverting notification information, but can use the override capability in order to receive the terminating identity information when the communication is answered.
	*** END OF CHANGES ***
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