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	*** FIRST CHANGE ***


4.1.5
ISRP

The ISRP information consists of a set of one or more ISRP rules. Each ISRP rule contains indication on traffic distribution for UEs that are configured for IFOM, MAPCON or non-seamless WLAN offload.
Each ISRP rule has a PLMN leaf and an optional Roaming leaf. Roaming and PLMN leaves are used by the UE to determine if an ISRP rule is applied. At any point in time there shall be at most one ISRP rule applied, that ISRP rule is referred to as the 'active' ISRP rule. When the UE is roaming, there can be multiple applicable ISRP rules: in this case the ISRP rule received from the Visited ANDSF takes precedence over the ISRP rule received from the Home ANDSF. 

An ISRP rule can contain one or more flow distribution containers. These are ForFlowBased for IFOM service, ForServiceBased for MAPCON and ForNonSeamlessOffload for Non-seamless WLAN offload. A UE evaluates only the supported flow distribution containers of the 'active' ISRP rule. A flow distribution container can have one or more flow distribution rules. 

A flow distribution rule can have a validity condition defined by the RoutingCriteria node. The validity of the flow distribution rule takes into account ValidityArea, TimeOfDay, and APN where each existing non-empty node must match in order to make the rule valid. In addition, this flow distribution rule without any validity conditions is considered valid, i.e. validity condition is fulfilled. A flow distribution rule is applied only if the validity condition is fulfilled and if the flow distribution rule is contained by the 'active' ISRP rule. A flow distribution rule has a number of results (e.g. preferred access technology and restricted access technology) defined in the RoutingRule node to be used whenever the flow distribution rule is applied. Each flow distribution rule has also a mandatory node identifying the data traffic (e.g. based on APN or IP flow description) to which the results contained in RoutingRule node apply.

The ANDSF server shall include at least one of the leaves (i.e. HESSID, SSID or BSSID) to be present in a single instance of WLAN_Location interior node of the ValidityArea of the RoutingCriteria node.
If there are no results for an 'active' ISRP rule, it is implementation dependent how UE performs network selection for the class of traffic to which the results apply. The UE shall periodically re-evaluate the flow distribution rules of  the 'active' ISRP rule. The value of the periodic re-evaluation timer is implementation dependant.
In addition to conditions, results and traffic class, there is a rule-priority that shall be set for each flow distribution rule. The rule-priority enables the UE to determine which flow distribution rule, out of potentially several flow distribution rules, contained in every supported flow distribution container of the 'active' ISRP rule, it should apply to an IP flow matching the data traffic description of the multiple flow distribution rules. The ISRP rule consists of one or more flow distribution container. Each flow distribution container is applicable for either IFOM, MAPCON, or non-seamless WLAN offload. The scope of the RulePriority extends across all supported flow distribution containers belonging to the  'active' ISRP rule. If the same flow matches multiple flow distribution rules, then the flow distribution rule with the highest RulePriority is applied for the IP flow.

If a flow matches multiple flow distribution rules with the same higest priority, the selection of the flow distribution rule for routing of that flow is implementation dependent.If there are multiple applied flow distribution rules within the 'active' ISRP rule and they refer to the same access technology but different access networks and the UE is not able to have connection to all of them at the same time, the selection of the access network is implementation dependant.
4.1.X
UE_capabilities

The UE_capabilities node contains information pertaining the UE that can be used by ANDSF server for proper policies provisioning.
	*** SECOND CHANGE ***


4.2
Figures

The following nodes and leaf objects are possible under the ANDSF node as described in figure 4.2.1 through figure 4.2.8:
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Figure 4.2.1: The ANDSF MO (1 of 9)
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Figure 4.2.2: The ANDSF MO (2 of 9)
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Figure 4.2.3: The ANDSF MO (3 of 9)
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Figure 4.2.4: The ANDSF MO (4 of 9)
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Figure 4.2.5: The ANDSF MO (part 5 of 9)
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Figure 4.2.6: The ANDSF MO (part 6 of 9)
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Figure 4.2.7: The ANDSF MO (part 7 of 8)
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Figure 4.2.8: The ANDSF MO (part 8 of 9)
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Figure 4.2.X: The ANDSF MO (part 9 of 9)
	*** SECOND CHANGE ***


5.7.6
<X>/ISRP/<X>/ForFlowBased/<X>/IPFlow/<X>/
This interior node acts as a placeholder for one or more flow description.

-
Occurrence: OneOrMore

-
Format: node

-
Access Types: Get, Replace
-
Values: N/A

5.7.X
<X>/ISRP/<X>/ForFlowBased/<X>/IPFlow/<X>/App-ID
This interior node acts as a placeholder for a IPFlow identification based through applicationID
-
Occurrence: ZeroOrOne
-
Format: node

-
Access Types: Get, Replace
-
Values: N/A
5.7.Y
<X>/ISRP/<X>/ForNonSeamlessOffload/<X>/IPFlow/<X>/ App-ID/
ApplicationID
The ApplicationID leaf indicates the application identifier associated with the IP Flow description.
-
Occurrence: One

-
Format: chr
-
Access Types: Get, Replace

-
Values: <AppID>
The value of the application identifier is a character string assigned by the application developer and is associated with a given application. The application identifier uniquely identifies the application within the UE's application repository. Further definition of the format of the application identifier is beyond the scope of this specification.

NOTE:
As an example, the application identifier can take the form com.organization.app-name.
The absence of this leaf indicates that the application identifier is not examined when matching packets against the IP flow description of the rule.
5.7.Z
<X>/ISRP/<X>/ForNonSeamlessOffload/<X>/IPFlow/<X>/ App-ID/
Operating_System
The Operating_System leaf indicates the Operating_System platform that assigned the application identifier contained in the correspondent ApplicationID leaf.
-
Occurrence: One

-
Format: chr
-
Access Types: Get, Replace

-
Values: <Operating System>
	*** THIRD CHANGE ***


5.7.37
<X>/ISRP/<X>/ForNonSeamlessOffload/<X>/
IPFlow/<X>
This interior node acts as a placeholder for one or more flow description.

-
Occurrence: OneOrMore

-
Format: node

-
Access Types: Get, Replace
-
Values: N/A

5.7.XX
<X>/ISRP/<X>/ForNonSeamlessOffload/<X>/
IPFlow/<X>App-ID
This interior node acts as a placeholder for a IPFlow identification based through applicationID
-
Occurrence: ZeroOrOne
-
Format: node

-
Access Types: Get, Replace
-
Values: N/A
5.7.YY
<X>/ISRP/<X>/ForNonSeamlessOffload/<X>/
IPFlow/<X>ApplicationID
The ApplicationID leaf indicates the application identifier associated with the IP Flow description.
-
Occurrence: One

-
Format: chr
-
Access Types: Get, Replace

-
Values: <AppID>
The value of the application identifier is a character string assigned by the application developer and is associated with a given application. The application identifier uniquely identifies the application within the UE's application repository. Further definition of the format of the application identifier is beyond the scope of this specification.

NOTE:
As an example, the application identifier can take the form com.organization.app-name.
The absence of this leaf indicates that the application identifier is not examined when matching packets against the IP flow description of the rule.
5.7.ZZ
<X>/ISRP/<X>/ForNonSeamlessOffload/<X>/
IPFlow/<X>Operating_System
The Operating_System leaf indicates the Operating_System platform that assigned the application identifier contained in the correspondent ApplicationID leaf.
-
Occurrence: One

-
Format: chr
-
Access Types: Get, Replace

-
Values: <Operating System>
	*** FOURTH CHANGE ***


5.7.62
<X>/ISRP/<X>/UpdatePolicy

The UpdatePolicy leaf indicates the update policy for the ISRP.

-
Occurrence: ZeroOrOne

-
Format: bool

-
Access Types: Get, Replace
-
Values: 0, 1

0
Indicates that the UE is not required to request an update of the rules.

1
Indicates that the UE is required to request an update of the rules.

The UpdatePolicy value may be used by the UE to determine whether or not to request an update of its ISRP when the rule is no longer considered to be valid by the UE.
The default value 0 applies if this leaf is not provisioned.
5.X.X
<X>/UE_Capabilities/
The UE_Capabilities node acts as a placeholder for describing the information characterizing the UE.
-
Occurrence: ZeroOrOne

-
Format: node
-
Access Types: Get

-
Values: N/A
5.X.Y
<X>/UE_Capabilities/<X>
This interior node acts as a placeholder for one or more  Operating Systems supported by the UE
-
Occurrence: OneOrMore

-
Format: node

-
Access Types: Get

-
Values: N/A

5.X.Z
<X>/UE_Capabilities/<X> /Operating_System
The Operating_System  leaf indicate an operating system supported by the UE.
-
Occurrence: ZeroOrOne

-
Format: chr
-
Access Types: Get

-
Values: <Operating System>
	*** END OF CHANGES ***
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