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Introduction/purpose
This document analyses the possible solutions to the problem of Application ID described in C1-122218 and acknowledged by the group in CT1 meeting #78. Moreover, during the discussion in previous meetings, some companies raised the scenario of “dual boot” terminals, i.e. of terminals endowed with multiple Operating System (hence application platforms), and required it to be considered. 

Taken the above into consideration, the solution consists on 3 parts:

Part 1: application-ID leaf. A string containing the application-ID for policies is required in ANDSF MO, for ISRP Forlflowbased and for-non-seamless-WLAN-offload.    

Part 2: solution to the problem described in C1-122218. 3 possible approaches are possible: 

1. Definition in ANDSF MO of UE_information branch containing the Operating System information

2. Definition of a separate new UE_information MO containing the Operating System information

3. Re-usage and extension of /devdetail/ MO 

Part 3: detailed level of definition of the OS leaf.      

Part 1 – Application-ID leaf

The ANDSF MO ISRP branches require an additional way for identifying the traffic generating a specific application. One possible solution has been envisaged so far as shown below.
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Part 2 – Operating System leaf

In order to cope with the multiple operating system support requirement, the ANDSF is required to provide the UE with policies containing the application ID and the correspondent OS leaf in order to properly identify the application as shown below.
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UE can also provide the ANDSF with the supported operating system in order to let the ANDSF to download the policies with the application-ID used by the supported operating system to identify the application to which the policy refers. 3 possible solutions are possible

Solution 1: Definition in ANDSF MO of UE_information branch

This approach consists on the definition of additional information that the ANDSF server can read when interacting with the UE. Figure 1 shoes the way such info can be coded in the ANDSF MO. 
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The benefits of this solution are:

· It is self-contained, i.e. it does not rely on the existance/usage of other OMA-DM MO

· It enables to optimize the delivered data, i.e. the information is retrieved by ANDSF server during OMA-DM exchange when the server reads the MO of the UE

To cope with cases of UEs supporting multiple operating system will be required to provide different UE_info values based on the booted OS. In this case there 2 possible configurations:

1) UE_info leaf contains the list of all the installed Oses. The UE sets all the Oses in the ANDSF UE_info branch independently from the booted OS

2) UE_info contains the booted OS. The UE sets only the booted OS in the ANDSF UE_info branch independently from the booted OS.

Option 1 does not require the ANDSF MO info in the UE to be dynamically updated based on the booted OS. 

Option 2 requires the ANDSF MO info in the UE to be dynamically updated based on the booted OS.  It may also imply that the booting of an OS triggers and exchange with ANDSF server.

For simplicity, option 1 is proposed as the solution.

Solution 2: Definition of a separate UE_information MO containing the Operating System information

This solution defines a separate MO containing the operating system information for flexibility, as it is assumed that the information of the OS supported/booted by the UE may be used by other systems. This solution, compared to solution 1 has the following pros and cons:

PROS

· Flexible

CONS

· Requires correlation between different Management Object

· Requires additional overhead (2 OMA-DM signalling exchange)

Moreover, authors highlight that, should there be other scenarios where UE operating system (and not ANDSF policies) are required, ANDSF UE_info branch can anyhow be used, hence solution 1 can still provide a sufficient level of flexibility.

Solution 3: Re-usage and extension of /devdetail/ MO

This proposal relies on the existing MO defined by OMA-DM (e.g. devinfo or devdetail). There is no MO currently defined by OMA-DM with information on the operating system supported by a node, hence this solution is not considered possible. In addition, this solution assumes that the OMA-DM server is able to correlate multiple management objects: such requirement is not necessary supported by OMA-DM servers. 
PART 3: Operating system definition
Assuming that solution 1 or solution 2 for part 2 is used, the format content of the “operating system” leaf needs to be established. The following solutions are possible:

Solution 1: OS_leaf is a char string whose value is provided by the operator

Solution 2: OS_leaf is a char string that can assume a list of values defined in TS 24.312 MO

Solution 3: OS_leaf is a node containing a set of char leaves that define the Operating System, the version, the Hardware platform and additional info

Solution 1 would look like the following:

…/ OS type

The OS_type leaf defines a operating system.

-
Occurrence: ZeroOrOne

-
Format: chr

-
Access Types: Get

-
Values: <operating system>

The “operating system” value is not defined within 3GPP and can be configured e.g. by the operator. 
Solution 2 would look like the following:

…/ OS type

The OS_type leaf defines an operating system.

-
Occurrence: ZeroOrOne

-
Format: chr

-
Access Types: Get

-
Values: <OS2, OS1>

The main difference between solution 1 and solution 2 is that solution 1 relies on an entity outside the 3GPP providing the operating system identifier whether solution 2 introduces a sort of “OS registry” to be maintained within 3GPP TS 24.312. Authors don’t see a big difference between solution 1 and 2 but see a minor advantage of solution 1 as it requires no 3GPP maintenance.

Solution 3 can be seen as an extension of solution 2 introducing additional information. On one hand it is true that an operating system is characterized not only by its name (e.g. version, hardware platform identify the Operating System), on the other hand it is worth highlighting that the application-ID is unique throughout the different versions of an operating system (i.e. applications downloaded in 2 devices with the same OS but different OS versions have the same application-ID) –as it is assigned when the application is registered with the OS 3rd party application platform (which is not bound to OS version or other additional elements).

For this reason, it is proposed to drop solution 3.

Conclusion

Based on the above discussion, it is proposed to solve the DIDA application-id requirement with the following:

1) definition of a DIDA node in IPFlow branch of ForFlowbased ISRP branch and ForNonSeamlessWLANOffload ISRP branch. DIDA node contains 2 leaves: a Application-ID leaf and an operating system leaf

2) definition within ANDSF of a UE_capability node containing a list of Operating systems (which are the operating systems supported by the UE)

3) the operating system leaves are in the form of character string whose possible value is not defined by 3GPP

The above proposal is captured in CR C1-122886.
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