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1. Overall Description:

Subclause 4.14 of 3GPP TS 23.228 defines a set of functions for the IM CN subsystem under the title "Border control concepts which are generally met by the IBCF.
VINE defines the use of the ISC interface between an application server (or something that looks like one) located in the enterprise and the S-CSCF in the public network. It would appear reasonable to apply some of the listed border control concepts identified in subclause 4.14 of 3GPP TS 23.228 to this interface.

We believe this functionality should be:

1. generally applicable, rather than specific to VINE, as it can also have application in third party provided application servers.

2. have the permitted functionally separately identified from that of the existing IBCF, as some IBCF functionality is:

a. not applicable to the ISC interface;

b. performed more appropriately in the targetted application server and any associated MRF; or
c. capable of preventing full operation of subsequent application servers in the filter criteria chain, e.g. by removing signalling data on which that application server depends.

It may also be desirable at some point in the future to define additional functionality specific to ISC interface usage.

3GPP CT1 believes the detailed stage 2 functionality is within the scope of, and therefore belongs in, 3GPP TS 23.218, supported by the more general description already in 3GPP TS 23.218.

For VINE this functionality provides the final public network functionality before the enterprise in reached. Such an entity could also host security functionality if such is desired. It is understood that the functional entity could be supported within the public network by 3GPP TS 33.210 network domain security. Many network operators may also treat enterprises attached in such a manner as sufficiently trusted not to have an impact on network operation without the use of further security. However, it would be useful to know if SA3 have any views on additional security that mechanisms that might otherwise need to be supported.
2. Actions:

To 3GPP SA2 group.

ACTION: 
3GPP CT1 requests SA2 to review the proposed functionality and provide comments, and to advise if they consider any amendments are required to 3GPP TS 23.228 beyond the text within subclause 4.14. 
To 3GPP SA3 group.

ACTION: 
3GPP CT1 requests SA3 to provide views on additional security that mechanisms that might otherwise need to be supported.
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