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****************** change 1 ******************

B.2.2.1
PDP context activation and P-CSCF discovery

Prior to communication with the IM CN subsystem, the UE shall:

a)
perform a GPRS attach procedure as specified in 3GPP TS 24.008 [8];

b)
ensure that a PDP context used for SIP signalling according to the APN and GGSN selection criteria described in 3GPP TS 23.060 [4] and 3GPP TS 27.060 [10A] is available. This PDP context shall remain active throughout the period the UE is connected to the IM CN subsystem, i.e. from the initial registration and at least until the deregistration. As a result, the PDP context provides the UE with information that makes the UE able to construct an IPv4 or an IPv6 address;

NOTE 1:
During the PDP context activation procedure, the UE and network negotiate whether the UE or the GPRS IP-CAN is responsible for the resource reservation applicable to all PDP contexts within the activated PDP address/APN pair, as described in 3GPP TS 24.008 [8].

When the bearer establishment is controlled by the UE, the UE shall choose one of the following options when performing establishment of this PDP context:

I.
A dedicated PDP context for SIP signalling:


The UE shall indicate to the GGSN that this is a PDP context intended to carry IM CN subsystem-related signalling only by setting the IM CN Subsystem Signalling Flag. The UE may also use this PDP context for DNS and DHCP signalling according to the static packet filters as described in 3GPP TS 29.061 [11]. The UE can also set the Signalling Indication attribute within the QoS information element;

II.
A general-purpose PDP context:


The UE may decide to use a general-purpose PDP Context to carry IM CN subsystem-related signalling. The UE shall indicate to the GGSN that this is a general-purpose PDP context by not setting the IM CN Subsystem Signalling Flag. The UE may carry both signalling and media on the general-purpose PDP context. The UE can also set the Signalling Indication attribute within the QoS information element.

NOTE 2:
When the bearer establishment is controlled by the GPRS IP-CAN, the GGSN follows the procedures described in 3GPP TS 29.061 [11] in order to establish a dedicated PDP context for SIP signalling. 

The UE indicates the IM CN Subsystem Signalling Flag to the GGSN within the Protocol Configuration Options information element of the ACTIVATE PDP CONTEXT REQUEST message or ACTIVATE SECONDARY PDP CONTEXT REQUEST message. Upon successful signalling PDP context establishment the UE receives an indication from GGSN in the form of IM CN Subsystem Signalling Flag within the Protocol Configuration Options information element. If the flag is not received, the UE shall consider the PDP context as a general-purpose PDP context.
If the establishment of the PDP context used for SIP signalling is rejected by ACTIVATE PDP CONTEXT REJECT message or by ACTIVATE SECONDARY PDP CONTEXT REJECT message for two consecutive establishments of the PDP context used for SIP signalling and the UE is unable to resolve the cause of rejection, the UE shall not automatically attempt any further establishment of the PDP context used for SIP signalling via the same PLMN and the same APN for an implementation dependant time of at least the value computed by taking two raised to the power of the number of consecutive rejected attempts to establish the PDP context used for SIP signalling, and multiplying this by base-time seconds, up to maximum max-time seconds. The values of max-time and base-time parameters are the same as described in subclause 5.1.1.2.1.
The encoding of the IM CN Subsystem Signalling Flag within the Protocol Configuration Options information element is described in 3GPP TS 24.008 [8].


The UE can indicate a request for prioritised handling over the radio interface by setting the Signalling Indication attribute (see 3GPP TS 23.107 [4A]). The general QoS negotiation mechanism and the encoding of the Signalling Indication attribute within the QoS information element are described in 3GPP TS 24.008 [8].

NOTE 3:
A general-purpose PDP Context can carry both IM CN subsystem signalling and media, in case the media does not need to be authorized by Policy and Charging control mechanisms as defined in 3GPP TS 29.212 [13C] and Service Based Local Policy mechanisms defined in 3GPP TS 29.207 [12] and the media stream is not mandated by the P-CSCF to be carried in a separate PDP Context.

c)
acquire a P-CSCF address(es).

The methods for P-CSCF discovery are:

I.
When using IPv4, employ the Dynamic Host Configuration Protocol (DHCP) RFC 2132 [20F], the DHCPv4 options for SIP servers RFC 3361 [35A], and RFC 3263 [27A] as described in subclause 9.2.1. When using IPv6, employ Dynamic Host Configuration Protocol for IPv6 (DHCPv6) RFC 3315 [40], the DHCPv6 options for SIP servers RFC 3319 [41] and DHCPv6 options for Domain Name Servers (DNS) RFC 3646 [56C] as described in subclause 9.2.1.

II.
Transfer P-CSCF address(es) within the PDP context activation procedure.


The UE shall indicate the request for a P-CSCF address to the GGSN within the Protocol Configuration Options information element of the ACTIVATE PDP CONTEXT REQUEST message or ACTIVATE SECONDARY PDP CONTEXT REQUEST message.


If the GGSN provides the UE with a list of P-CSCF IPv4 or IPv6 addresses in the ACTIVATE PDP CONTEXT ACCEPT message or ACTIVATE SECONDARY PDP CONTEXT ACCEPT message, the UE shall assume that the list is prioritised with the first address within the Protocol Configuration Options information element as the P-CSCF address with the highest priority.

III.
The UE selects a P-CSCF from the list (see 3GPP TS 31.103 [15B]) stored in the ISIM.

IV.
The UE selects a P-CSCF from the list in IMS management object.


The UE shall use method IV to select a P-CSCF, if:
-
a P-CSCF is to be discovered in the home network;

-
the UE is roaming; and

-
the IMS management object contains the P-CSCF list.


The UE shall use method III to select the P-CSCF, if:

-
a P-CSCF is to be discovered in the home network;

-
the UE is roaming;

-
either the UE does not contain the IMS management object, or the UE contains the IMS management object, but the IMS management object does not contain the P-CSCF list; and

-
the ISIM residing in the UICC supports the P-CSCF list.


The UE can freely select method I or II for P-CSCF discovery, if:

-
the UE is in the home network; or 

-
the UE is roaming and the P-CSCF is to be discovered in the visited network .


In case method I is selected and several P-CSCF addresses or FQDNs are provided to the UE, the selection of P-CSCF address or FQDN shall be performed as indicated in RFC 3361 [35A] when using IPv4 or RFC 3319 [41] when using IPv6. If sufficient information for P-CSCF address selection is not available, selection of the P-CSCF address by the UE is implementation specific.

NOTE 4:
The UE decides whether the P-CSCF is to be discovered in the serving network or in the home network based on local configuration, e.g. whether the application on the UE is permitted to use local breakout.


If the UE is designed to use I above, but receives P-CSCF address(es) according to II, then the UE shall either ignore the received address(es), or use the address(es) in accordance with II, and not proceed with the DHCP request according to I.


When using IPv4, the UE may request a DNS Server IPv4 address(es) via RFC 2132 [20F] or by the Protocol Configuration Options information element when activating a PDP context according to 3GPP TS 27.060 [10A].


When using IPv6, the UE may request a DNS Server IPv6 address(es) via RFC 3315 [40] and RFC 3646 [56C] or by the Protocol Configuration Options information element when activating a PDP context according to 3GPP TS 27.060 [10A].


The encoding of the request and response for IPv4 or IPv6 address(es) for DNS server(s) and list of P-CSCF address(es) within the Protocol Configuration Options information element is described in 3GPP TS 24.008 [8].

****************** change 2 ******************

B.2.2.1B
Re-establishment of the PDP context for SIP signalling

If the dedicated PDP context for SIP signalling is lost due to e.g. a GPRS routeing area update procedure and the bearer establishment is controlled by the UE, the UE shall attempt to re-establish the dedicated PDP context for SIP signalling. If this procedure does not succeed, the UE shall deactivate all PDP contexts established as a result of SIP signalling according to the 3GPP TS 24.008 [8].
NOTE:
The requirements specified in subclause B.2.2.1 apply if the attempt to establish the PDP context for SIP signalling is rejected.
****************** change 3 ******************

L.2.2.1
EPS bearer context activation and P-CSCF discovery

Prior to communication with the IM CN subsystem, the UE shall:

a)
perform a EPS attach procedure as specified in 3GPP TS 24.301 [8J];

b)
ensure that a EPS bearer context used for SIP signalling according to the APN and P-GW selection criteria described in 3GPP TS 23.401 [7B], is available. This EPS bearer context shall remain active throughout the period the UE is connected to the IM CN subsystem, i.e. from the initial registration and at least until the deregistration. As a result, the EPS bearer context provides the UE with information that makes the UE able to construct an IPv4 or an IPv6 address;

NOTE 3:
The default EPS bearer context can also be used for SIP signalling as well as any other EPS bearer context.


When the EPS bearer context establishment procedure for the SIP signalling is initiated by the UE:

I.
if a default EPS bearer context is not available with the selected P-GW, the UE shall indicate to the network in the PDN CONNECTIVITY REQUEST that the request is for SIP signalling. If the request is authorized, the network establishes a bearer with the appropriate QCI as described in 3GPP TS 24.301 [8J]. The UE may also use this EPS bearer context for DNS and DHCP signalling;

II.
if the default EPS bearer context is available with the selected P-GW, and is to be used for SIP signalling no additional steps are needed;

III.
if the default EPS bearer context is available with the selected P-GW and an EPS bearer for SIP signalling with the correct QCI and TFT is to be established, the UE shall indicate to the network, by setting the IM CN Subsystem Signalling Flag in the Protocol Configuration Options information element in the BEARER RESOURCE ALLOCATION REQUEST message, that the request is for SIP signalling. If the request is authorized, the network either establishes a new dedicated bearer or modifies an exisiting bearer with the appropriate QCI and TFT as described in 3GPP TS 24.301 [8J]. The general QoS negotiation mechanism is described in 3GPP TS 24.301 [8J].

NOTE 2:
An EPS bearer with a QCI value other than the one for signalling can carry both IM CN subsystem signalling and media, in case the media does not need to be authorized by Policy and Charging control mechanisms as defined in 3GPP TS 29.212 [13B] and the media stream is not mandated by the P-CSCF to be carried in a separate EPS bearer.

c)
acquire a P-CSCF address(es).

If the establishment of the EPS bearer context used for SIP signalling is rejected by PDN CONNECTIVITY REJECT message or by BEARER RESOURCE ALLOCATION REJECT message for two consecutive establishments of the EPS bearer context used for SIP signalling and the UE is unable to resolve the cause of rejection, the UE shall not automatically attempt any further establishment of the EPS bearer context used for SIP signalling via the same PLMN and the same APN for an implementation dependant time of at least the value computed by taking two raised to the power of the number of consecutive rejected attempts to establish the EPS bearer context used for SIP signalling, and multiplying this by base-time seconds, up to maximum max-time seconds. The values of max-time and base-time parameters are the same as described in subclause 5.1.1.2.1.
The methods for P-CSCF discovery are:

I.
When using IPv4, employ the Dynamic Host Configuration Protocol (DHCP) RFC 2132 [20F], the DHCPv4 options for SIP servers RFC 3361 [35A], and RFC 3263 [27A] as described in subclause 9.2.1. When using IPv6, employ Dynamic Host Configuration Protocol for IPv6 (DHCPv6) RFC 3315 [40], the DHCPv6 options for SIP servers RFC 3319 [41] and DHCPv6 options for Domain Name Servers (DNS) RFC 3646 [56C] as described in subclause 9.2.1.

II.
Transfer P-CSCF address(es) within the EPS bearer context activation procedure.


The UE shall indicate the request for a P-CSCF address to the network within the Protocol Configuration Options information element of the PDN CONNECTIVITY REQUEST message or BEARER RESOURCE ALLOCATION REQUEST message.


If the network provides the UE with a list of P-CSCF IPv4 or IPv6 addresses in the ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message or ACTIVATE DEDICATED EPS BEARER CONTEXT REQUEST message, the UE shall assume that the list is prioritised with the first address within the Protocol Configuration Options information element as the P-CSCF address with the highest priority.

III.
The UE selects a P-CSCF from the list (see 3GPP TS 31.103 [15B]) stored in the ISIM.

IV.
The UE selects a P-CSCF from the list in IMS management object.

The UE shall use method IV to select a P-CSCF, if

-
a P-CSCF is to be discovered in the home network;

-
the UE is roaming; and

-
the IMS management object contains the P-CSCF list.

The UE shall use method III to select the P-CSCF, if:

-
a P-CSCF is to be discovered in the home network;

-
the UE is roaming;

-
either the UE does not contain the IMS management object, or the UE contains the IMS management object but the IMS management object does not contain the P-CSCF list; and

-
the ISIM residing in the UICC supports the P-CSCF list.

The UE can freely select method I or II for P-CSCF discovery, if:

-
the UE is in the home network; or 

-
the UE is roaming and the P-CSCF is to be discovered in the visited network.

In case method I is selected and several P-CSCF addresses or FQDNs are provided to the UE, the selection of P-CSCF address or FQDN shall be performed as indicated in RFC 3361 [35A] when using IPv4 or RFC 3319 [41] when using IPv6. If sufficient information for P-CSCF address selection is not available, selection of the P-CSCF address by the UE is implementation specific.

NOTE 3:
The UE decides whether the P-CSCF is to be discovered in the serving network or in the home network based on local configuration, e.g. whether the application on the UE is permitted to use local breakout.

If the UE is designed to use I above, but receives P-CSCF address(es) according to II, then the UE shall either ignore the received address(es), or use the address(es) in accordance with II, and not proceed with the DHCP request according to I.

When using IPv4, the UE may request a DNS Server IPv4 address(es) via RFC 2132 [20F] or by the Protocol Configuration Options information element when activating a EPS bearer context according to 3GPP TS 24.301 [8J].

When using IPv6, the UE may request a DNS Server IPv6 address(es) via RFC 3315 [40] and RFC 3646 [56C] or by the Protocol Configuration Options information element when activating a EPS bearer context according to 3GPP TS 24.301 [8J].

The encoding of the request and response for IPv4 or IPv6 address(es) for DNS server(s) and list of P-CSCF address(es) within the Protocol Configuration Options information element is described in 3GPP TS 24.301 [8J].

****************** change 4 ******************

L.2.2.1B
Re-establishment of the EPS bearer context for SIP signalling

If the EPS bearer context for SIP signalling is lost and cannot be re-established:

-
if the SIP signalling was carried over a dedicated EPS bearer, the UE shall release all resources established as a result of SIP signalling by sending to the network either:

-
a BEARER RESOURCE MODIFICATION REQUEST message, if there are EPS bearers to this PDN that are not related SIP sessions; or

-
a PDN DISCONNECT REQUEST message if all the bearers to this PDN are related to SIP sessions.

NOTE 1:
If the SIP signalling was carried over the default EPS bearer, all the resources established as a result of SIP signalling are released without any explicit NAS signalling.

NOTE 2:
The requirements specified in subclause L.2.2.1 apply if the attempt to establish the EPS bearer context for SIP signalling is rejected.



