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Introduction

This discussion document evaluates the SA2 response to CT1 regarding handling of UEs with dual access priority.  It also, identifies some additional issues and proposes a way forward.
Background

NIMTC "low access priority" was developed in Release -10 based on a per device model where a device is configured and identified as low access Priority) or not a low access priority device (see TS 23.401 clause 4.3.17.4).  This low access priority information is then used by the network for congestion control decisions and charging.  Rel-10 NIMTC also expanded existing core network congestion controls independent of a UE’s low access priority indication.  

With the dual access priority functionality, the model effectively changes from a device centric to one that is per Service Request based.  With this fundamental change, specification is not trivial. Release 11 will allow a device to have both low access priority and normal access priority (NAP) capabilities also known as dual access priority (DAP). Interoperability between UEs and networks with and without these features must be managed. This issue is addressed later in the paper.
Technical Issues

Listed here are the questions asked of SA2 and the response provided in C1-121931 as well as additional issues that must be considered.  Each is followed by an evaluation.

CT1 identified the following issues:

Issue1: the desired UE behaviour when it is IDLE and needs to set up a PDN connection for normal access priority and the mobility management back off timer is running, needs to be determined. For instance it is not specified whether (in this scenario) the UE is allowed to establish RRC connection(s) and initiate NAS signalling.

· SA2 response: 

· If a UE configured for “dual priority” needs to set up a PDN connection for normal priority, and the mobility management back off timer is running:
· If the back off timer was received while signalling ‘low priority’, the UE shall ignore the back-off timer and proceed with PDN Connectivity request, establishing RRC connection and initiating NAS signalling. 

· If the back off timer was received in a procedure where the UE did not indicate ‘low priority’, then the UE shall not ignore the back off timer. 
· :

· In general, a UE operating with low access priority can be rejected due to core network congestion regardless of a low access priority indication or not. Normal access priority UEs may or may not be rejected (at the same time) due to overload control (See 23.401 4.3.7.4). Therefore, the same UE could signal for normal access priority and again be rejected. A good optimization would be one that allows the UE to know the "priority level" of the active congestion control to avoid the wasted signaling and additional signaling load on the already congested network. To address this, the network should indicate the highest access priority level that is currently impacted by congestion control.  All UEs at that priority level or lower must respect the back off timer. Note: Including priority level reject to the UE may also impact RAN since RAN has separate RRC indication of “delay tolerant access” and may also reject UEs regardless of access level indicated in the RRC request.
Issue2: (What is) the desired UE behaviour when the UE needs to set up a PDN connection (triggered by normal priority application) for normal priority and the session management back off timer for the corresponding APN is running needs to be determined.

· SA2 response:

· If a UE configured for “dual priority” needs to set up a PDN connection for normal priority, and the related APN back off timer is running:
· If the back off timer was received while signalling ‘low priority’, the UE shall ignore the back-off timer and proceed with PDN Connectivity request

· If the back off timer was received in a procedure where the UE did not indicate ‘low priority’, then the UE shall not  ignore the back off timer. 

· Evaluation: 
· The concept of the solution for issue 1 should also apply to session management back off timer..
Issue3: it is not clear whether a dual access priority mode device which is EAB configured, when overriding the NAS signalling low priority configuration due to an application requiring normal priority access, is subject to EAB.
· SA2 answer: 

· The current SA2 assumption is that low priority communication is subject to EAB and normal priority communication is not subject to EAB. This aligns with the dependency in the provisioning of the MO/USIM parameter values(see 23.060/23.401).

· Evaluation:  
· The EAB UE behavior that is assumed from the SA2 response is the following.
· If the UE is accessing the network for a normal priority application, the EAB indication for low priority does not apply.  This handling is reasonable, but will require a Stage 1 update to TS 22.011 that does not currently have a dependency on UE configuration for low access priority.  TS 22.011 only considers the UE’s EAB configuration and EAB is only exempt when the UE is accessing the network for a priority service.
Issue5: it is not determined whether there are use cases where a UE is required to support simultaneous PDN connections with different priorities (e.g. PDN connection 1 for low priority applications and PDN connection 2 for normal priority application). 

· SA2 response: 

· According to CT LS, the main use case is for a single application using low access priority, that infrequently needs normal priority. One possibility is to serve such (an) application by having one PDN connection at any point in time for that application. 
The following solutions were discussed for the above use case:

A. UE deactivates the PDN connection and re-establish a new PDN connection
B. UE modifies the PDN connection:  
C. A UE establishes multiple PDN connections with different priorities using different APNs.  

D. A UE establishes multiple PDN connections with different priorities using same APN

Any solution developed needs to ensure that CDRs correctly show the low priority or normal priority access. 
SA2 was not able to conclude which solution to recommend to CT1, as each solution has benefits and drawbacks. 
SA2 has not discussed in detail UE implementation impacts of these solutions, but would prefer a solution that minimizes the impact in the UE.
A solution for a single application selected by CT1 should not mandate nor prevent the use of multiple APNs for it to work. 
There was also operator interest to consider other use cases, that require support of simultaneous PDN connections for applications running concurrently with different priorities over different APNs.

· Evaluation:

· Solution A that deactivates and re-establishes the PDN connection would involve signaling for every transition from normal access to low access priority and vice-versa. However, if the use case is that a UE infrequently transitions to normal access priority, the required signaling is infrequent as well.  The signaling would be for removing the PDN context and creating the PDN context at the desired priority. With this solution, the IP address may change so it is not good for sessions that require keeping the same IP address.  Additionally, if there are other PDN connections, they too need to be removed, if only the application requiring NAP is allowed on the network.  This solution is not recommended.
· Solution B that modifies the existing PDN connection This requires less signaling than solution A since the core network will modify the PDN connection when it detects the UE requested NAP and the PDN connections are currently marked as low access priority. Currently, the PGW context includes the “LAPI” only for charging purposes (see TS 23.401 clause 4.3.17.4).  When an application has dual access priority and accesses the network with NAP, the MME and PGW context needs to be updated to reflect NAPs priority.  Additionally, any other PDN contexts in the MME or PGW need to be updated to reflect NAP, so that charging records can correctly record if the UE used low access priority or NAP.  Additionally this solution keeps the same IP address. This solution should be considered.
· Solution C with multiple PDN connections and multiple APNs requires that a UE have multiple IP addresses (one for each APN) which could strain the IP address pool, adds complexity, and requires the deployment of multiple APNs.. Since the existing low access priority capability is for UE access to the network, if the UE uses normal access priority, then all active PDN connections need to be updated to reflect normal access priority so that charging can properly record the access mode used by the UE. It requires twice the number of IP addresses compared to solutions A and B. Solution C is not recommended.
· Solution D with multiple PDN connections to the same APN .may make it difficult to base low/high priority decisions at the IP layer as the pool of IP addresses is the same if the APN is shared. Basically it requires PCC support/ADC support.  Since low access priority and DAP are access features, the network needs to charge based on the access type the UE used.  This needs to apply across all the active PDN connections for the UE.  This solution is not recommented.
· The statement " There was also operator interest to consider other use cases, that require support of simultaneous PDN connections for applications running concurrently with different priorities over different APNs.", 
· The low access priority/dual access priority capability specifies how the UE accesses the network and does not indicate the priority of an application.  Different APNs with different priorities is currently handled with QoS.  Currently the LAPI is stored in the MME and PGW context for one purpose, so that charging can be based on the UE using low access priority (see TS 23.401 clause 4.3.17.4).. If the UE uses normal access priority,, the MME/PGW context needs to be modified so that charging properly records the access type used.  
If a UE is required to support simultaneous PDN connections with which the UE can access using different priorities, then the following additional issues arise:
Issue5.1 It is not determined whether it is required the support of PDN connections with different priorities to the same APN.

· SA2 response: 

· Some companies expressed concerns about a UE establishing different PDN connections with different priorities to the same APN. No conclusion was reached.
· Evaluation: 
· The issue again is not about the PDN connection itself, it is about the access priority the UE uses when it needs to access the network.
Issue5.2 the impact on mobility management procedures when the UE has established multiple PDN connections with different priorities and mobility management back off timer is running needs to be determined.

· SA2 response: 

· When the UE is acting as normal priority for at least one PDN connection:

· The UE should ignore the MM/EMM back off timer if it was received while indicating “low priority”

· The UE should respect the MM/EMM back off timer if it was received while indicating “normal priority”

· Evaluation: 
· For UE handling of back off timers, see evaluations to Issues 1 and 2.
Issue5.3 it is not determined which priority level (low or normal) needs to be included by the UE for mobility management procedures when the UE has established multiple PDN connections with different priorities.

· SA2 response: 

· The UE shall indicate “normal priority” for common GMM/EMM requests when the UE is acting as normal priority by at least one application request.

· Evaluation: 
· Further, the network updates the MME and PGW contexts for all PDN connections to reflect the access priority with which the UE accessed the network (as described in the evaluation to Issue 5, solution B..
Additional issues to be evaluated
Issue A  A UE that is dual access priority capable and uses dual access priority in a network that isn’t upgraded, would appear as a non-compliant UE. Interoperability between  UEs and networks with and without dual access priority capability must be managed. All UEs must be capable of accessing networks with and without low access priority and dual access priority. Both low access priority and dual access priority require changes to both the network and the UE. Release 10 and prior networks will not have the dual priority capability and will not gracefully handle UEs that signal with dual priority. A Release 11 network can handle UEs that have both capabilities as well as handle legacy UEs.
· Evaluation:
· A DAP capable UE must know if the network also has this capability. Therefore, the network must signal this capability to all UEs that attach to it.  This indication can be made in the EPS network feature support IE.  If support of DAP is not indicated in the IE, the UE must not use the capability and while in that network only use low access priority. The way the network signals it dual access priority capability must be done in a way that a UE which does not understand the dual access priority indication, will ignore it.
Issue B  Does a dual access priority capable UE attach as a low access priority UE or as a normal access priority UE?
· Evaluation: 
· CT describes the use case for the dual access priority capability as a low access priority device with an occasional need for normal priority access.  Therefore, a dual access priority UE should always attach with the low access priority indicator.  However, if a UE attaches with normal access priority, then the MME and PGW context will not indicate LAPI and the UE will be charged as normal access priority until the UE accesses the network with low access priority. 
Issue C  How does the UE know when it should function as a low access priority device or a normal access priority device?
· Evaluation:  
· An application must be aware of its access priority requirements and indicate to the lower layers if associated signaling should be sent using low access priority or NAP.  Depending on how the dual access priority capability is designed, additional actions such as modifying the priority associated with existing bearers used by the application may be required and triggered by the application. 

In a future release, if a UE accessed the network with normal access priority, and some applications do not want to be charged for normal access priority, then the applications should have a way to indicate they only want low access priority and would like to request notification when the UE is no longer operating with normal access priority so that they can now initiate low access priority. 
Issue D  Charging – if there are multiple PDN connections and all are low access priority except 1, should all the PDN connections be changed to normal when the UE accesses the network with normal priority?  Or does the network need to see if there was congestion in RAN or CN that would have rejected a low access priority request, and only change low access priority connections if the UE was allowed on during congestion?
· Evaluation:  
· For a low access priority device, LAPI is included in the CDRs so that charging can reflect low access priority usage (see the evaluation for Issue 5, solution B).    With the introduction of dual access priority, the MME and PGW contexts needs to be updated for all PDN connections when the dual access priority device accesses the network with normal access priority. Otherwise, this means in principle that low access priority connections may get established because there is a normal access priority connection and then the user may send lots of data on the low access priority connections and a lesser amount of data on normal priority. So this seems like a backdoor which could lead to abuse. A course of action is if a service request works like today, to mark all connections either as normal or low access priority, Otherwise we may have low access priority free riding on normal access priority connections. 

In the future, more sophisticated solutions could be considered that may consider the RAN and core network congestion levels when the UE gained access.  If there is no RAN or core network congestion and a low access priority requests are not being rejected, then there could be a mix of active low access priority and NAP connections for the UE.  This would also have to be factored into the response to the UE (see Issue C).
Issue E  Once in normal priority, how does a UE get back to low access priority after it is done with its normal priority task?
· Evaluation:

· As described by CT (CP-110912 included with C1-120030), the DAP UE is a low access priority device with a need to infrequently use normal access priority. Therefore, the bearer should by default be low access priority except for those times when they are being accessed with normal access priority. Proposal:
· When a low access priority UE needs normal access priority the UE must initiate a Service Request using normal access priority.  When the network receives a Service Request, all PDN connections will be updated to reflect normal access priority for the duration of the connection. The next time the UE issues a Service Request, if it indicates low access priority, then all PDN connections will be updated to reflect low access priority.  .
Proposed Way Forward:

· UEs can only use dual access priority in networks that indicate support for dual access priority (e.g., UE/Network capabilities on Attach/TAU).

· No new PDN connections are needed.  Existing PDN connections are modified.

· The UE ignores EAB when a UE configured for DAP is using NAP. (Possible SA1 and RAN2 impact)

· Since  low access priority is only used by the UE for access, when a device has DAP and uses NAP, then the MME context and all PGW/PDN connections reflect NAP so that the charge records properly record the used access priority type. (Possible CT4 impact)
· All MME/PGW contexts are updated when a UE uses an access priority that is different than the last stored access priority type.

· UEs should Attach to the network using  low access priority, however, if NAP is used, the MME/PGW contexts will be created to reflect NAP.
· The MME/PGW contexts remain the same until the UE accesses the network (e.g., TAU, Service Request) using a different access priority type. When a different access priority type is used, then all MME/PGW contexts are updated with the new access priority type.

· For rel-11, if a UE used  low access priority when it received a backoff timer, and later has a NAP request, the UE can over ride the timer and issue the request.  
· The UE keeps the backoff timer running even if the request was successful.
· In a future release, more sophisticated handling should be considered as described in the Evaluation of Issue 1, Issue C and Issue D.
�Since this eval inserted in the middle of the SA2 response to part of issue 5 really didn't say much, I deleted that and put the SA2 response ver batim





