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1. Discussion
Table 2 provides the SIP INVITE header profile initially received at the E-CSCF, and Table 3 is the SIP INVITE header profile for the INVITE sent from the E-CSCF upon receipt of a 3xx message from a LRF.
This paper proposes a discussion on the content of the tables, and direction on how to incorporate the material in the 24.229 Annexes.
Table 1 Profile Legend

	Code
	Code name
	Sending side
	Receiving side

	M
	Mandatory
	The capability shall be supported.

It is a static view of the fact that the conformance requirements related to the capability in the reference specification are mandatory requirements. This does not mean that a given behaviour shall always be observed, but that it shall be observed when the implementation is placed in conditions where the conformance requirements from this document compel it to do so. For instance, if the support for a header in a sent request or response is mandatory, it does not mean that it shall always be present, but that it shall be present according to the description of the behaviour in this document.
	Same as in the sending side with the following additions:

Processing should not continue if required information is unavailable. (Suitable disconnection/release processing should be performed.)

However, when a default value has been decided upon, processing is performed using the default value.

	O
	Optional
	The capability may or may not be supported. It is an implementation choice.
	Same as in the sending side with the following additions:

If possible, perform the processing expected by the sending side.

When the processing expected by the sending side cannot be performed, the received content should be ignored and processing should continue.

	-
	Not Supported
	The capability is not supported or beyond the scope of this standard.
	The capability is not supported or beyond the scope of this standard.

	S
	Recommended
	The capability should be supported.  It is an implementation choice.
	Same as in the sending side with the following additions:

If possible, perform the processing expected by the sending side.

When the processing expected by the sending side cannot be performed, the received content should be ignored and processing should continue.


Table 2 SIP INVITE Header Profile (to E-CSCF)
	Header
	Send
	Recv
	Reference and Notes

	Accept
	M
	M
	RFC 3261 clause 20.1

Conditional in 3GPP TS 24.229

	Accept-Encoding
	O
	M
	RFC 3261 clause 20. 2

	Accept-Language
	S
	M
	RFC 3261 clause 20.3 

The “Accept-Language” header SHOULD be present in requests with a value of “en” for English, which MUST be supported. Other values MAY be supported. 
Send optional in TS 24.229

	Alert-Info
	O
	O
	RFC 3261 clause 20. 4

Receive conditional in 3GPP TS 24.229

	Allow
	M
	M
	RFC 3261 clause 20.5 

The header value must  list all supported methods, i.e., at a minimum, “INVITE”, “ACK”, “CANCEL”, “BYE”, “OPTIONS”,  and “PRACK”.
The “Allow” header MUST be present in the initial INVITE and the 200-OK response to the initial INVITE. 

Send optional in 3GPP TS 24.229

	Allow-Events
	O
	O
	RFC 3265 clause 3.3.7

Conditional in 3GPP TS 24.229

	Authentication-Info
	-
	-
	RFC 3261 clause 20.6 

Not defined in 3GPP TS 24.229

	Authorization
	-
	-
	RFC 3261 clause 20.7

Conditional in 3GPP TS 24.229

	Call-ID
	M
	M
	RFC 3261 clause 20.8

	Call-Info
	O
	O
	RFC 3261 clause 20.9

It is noted that there are security risks associated with acting on the Call-Info header as described in RFC 3261 section 20.9.

	Contact
	M
	M
	RFC 3261 clause 20.9

The E-CSCF MUST populate the Contact header field in an INVITE request, and the IBCF MUST populate the Contact header in a 2XX response to an INVITE request, with a SIP-URI. Support for any other type of URI is OPTIONAL.

	Content-Disposition
	O
	M
	RFC 3261 clause 20.11

The value “session” SHOULD be associated with a Content-Type of “application/sdp”. 

	Content-Encoding
	O
	M
	RFC 3261 clause 20.12

The Content-Encoding header MUST be used. The "identity" encoding value MUST be supported; other encodings MAY be supported. 

	Content-Language
	O
	O
	RFC 3261 clause 20.13

	Content-Length
	M
	M
	RFC 3261 clause 20.14

	Content-Type
	M
	M
	RFC 3261 clause 20.15

The value of “application/sdp” MUST be supported. 

	CSeq
	M
	M
	RFC 3261 clause 20.16

	Date
	O
	M
	RFC 3261 clause 20.17

Send conditional, Receive mandatory in 3GPP TS 24.229

	Error-Info
	O
	O
	RFC 3261 clause 20.18

It is noted that there are security risks associated with acting on the Error-Info header as described in RFC 3261, section 20.18. 
Not defined in 3GPP TS 24.229

	Expires
	-
	-
	RFC 3261 clause 20.19

Optional in 3GPP TS 24.229

	From
	M
	M
	RFC 3261 clause 20.20

	History-Info
	O
	M
	RFC 4244
Conditional in 3GPP TS 24.229

	In-Reply-To
	-
	-
	RFC 3261 clause 20.21

Optional in 3GPP TS 24.229

	Max-Forwards
	M
	M
	RFC 3261 clause 20.22

	Min-Expires
	-
	-
	RFC 3261 clause 20.23

Not defined in 3GPP TS 24.229

	MIME-Version
	O
	M
	RFC 3261 clause 20.24

The MIME-Version header MUST be used. The version "1.0" value MUST be supported; other values MAY be supported. 

	Organization
	-
	-
	RFC 3261 clause 20.25

Optional in 3GPP TS 24.229

	P-Access-Network-Info Header
	O
	O
	RFC 3455 Clause 4.4.1 
Conditional in 3GPP TS 24.229

	P-Asserted-Identity
	O
	O
	RFC 3325 clause 4 

n/a in Send and Conditional in Receive in 3GPP TS 24.229

	P-Charging-Vector Header
	O
	O
	RFC 3325 clause 4.6 
Conditional in 3GPP TS 24.229

	Priority
	-
	-
	RFC 3261 clause 20.26

Optional in 3GPP TS 24.229

	Proxy-Authenticate
	-
	-
	RFC 3261 clause 20.27

Not defined in 3GPP TS 24.229

	Proxy-Authorization
	-
	-
	RFC 3261 clause 20.28

Send optional and Receive conditional in 3GPP TS 24.229

	Proxy-Require
	-
	-
	RFC 3261 clause 20.29

Send optional and Receive n/a

	Record-Route
	M
	M
	RFC 3261 clause 20.30

	Reply-To
	-
	-
	RFC 3261 clause 20.31

Optional in 3GPP TS 24.229

	Require
	O
	O
	RFC 3261 clause 20.32

The option tags “precondition”, “replaces”, and “100rel” MUST be supported. 

	Retry-After
	-
	-
	RFC 3261 clause 20.33

Not defined in 3GPP TS 24.229

	Route
	M
	M
	RFC 3261 clause 20.34

Send conditional in 3GPP TS 24.229

	Server
	-
	-
	RFC 3261 clause 20.35

Not defined in 3GPP TS 24.229

	Subject
	-
	-
	RFC 3261 clause 20.36

Optional in 3GPP TS 24.229

	Supported
	M
	M
	RFC 3261 clause 20.37

The values “precondition”, “replaces” and “100rel” MUST be supported. However, a value present in the "Require" header SHOULD NOT also be present in the Supported header. 

	Timestamp
	O
	M
	RFC 3261 clause 20.38

	To
	M
	M
	RFC 3261 clause 20.39 and clause 7.5.1.1 of this standard 

	Unsupported
	M
	M
	RFC 3261 clause 20.40

	User-Agent
	-
	-
	RFC 3261 clause 20.41

Optional in 3GPP TS 24.229

	Via
	M
	M
	RFC 3261 clause 20.42

	Warning
	O
	O
	RFC 3261 clause 20.43

	WWW-Authenticate
	-
	-
	RFC 3261 clause 20.44

Not defined in 3GPP TS 24.229


Table 3 SIP INVITE Header Profile (from E-CSCF)
	Header
	Send
	Recv
	Reference and Notes

	Accept
	M
	M
	RFC 3261 clause 20.1

Conditional in 3GPP TS 24.229

	Accept-Encoding
	O
	M
	RFC 3261 clause 20. 2

	Accept-Language
	S
	M
	RFC 3261 clause 20.3 

The “Accept-Language” header SHOULD be present in requests with a value of “en” for English, which MUST be supported. Other values MAY be supported. 
Send optional in TS 24.229

	Alert-Info
	O
	O
	RFC 3261 clause 20. 4

Receive conditional in 3GPP TS 24.229

	Allow
	M
	M
	RFC 3261 clause 20.5 

The header value must  list all supported methods, i.e., at a minimum, “INVITE”, “ACK”, “CANCEL”, “BYE”, “OPTIONS”,  and “PRACK”.
The “Allow” header MUST be present in the initial INVITE and the 200-OK response to the initial INVITE. 

Send optional in 3GPP TS 24.229

	Allow-Events
	O
	O
	RFC 3265 clause 3.3.7

Conditional in 3GPP TS 24.229

	Authentication-Info
	-
	-
	RFC 3261 clause 20.6 

Not defined in 3GPP TS 24.229

	Authorization
	-
	-
	RFC 3261 clause 20.7

Conditional in 3GPP TS 24.229

	Call-ID
	M
	M
	RFC 3261 clause 20.8

	Call-Info
	O
	O
	RFC 3261 clause 20.9

It is noted that there are security risks associated with acting on the Call-Info header as described in RFC 3261 section 20.9.

	Contact
	M
	M
	RFC 3261 clause 20.9

The E-CSCF MUST populate the Contact header field in an INVITE request, and the IBCF MUST populate the Contact header in a 2XX response to an INVITE request, with a SIP-URI. Support for any other type of URI is OPTIONAL.

	Content-Disposition
	O
	M
	RFC 3261 clause 20.11

The value “session” SHOULD be associated with a Content-Type of “multipart/mixed”.

	Content-Encoding
	O
	M
	RFC 3261 clause 20.12

The Content-Encoding header MUST be used. The "identity" encoding value MUST be supported; other encodings MAY be supported. 

	Content-Language
	O
	O
	RFC 3261 clause 20.13

	Content-Length
	M
	M
	RFC 3261 clause 20.14

The Content-Length for the MIME multipart body is determined by the E-CSCF.

	Content-Type
	M
	M
	RFC 3261 clause 20.15, RFC 6442 clause 5.1

The value of “multipart/mixed” MUST be supported. The value of “application/sdp” MUST be supported. The value of “application/pidf+xml” MAY be supported and MUST be supported if location-by-value is included in the body of the INIVTE message.

	CSeq
	M
	M
	RFC 3261 clause 20.16

	Date
	O
	M
	RFC 3261 clause 20.17

Send conditional, Receive mandatory in 3GPP TS 24.229

	Error-Info
	O
	O
	RFC 3261 clause 20.18

It is noted that there are security risks associated with acting on the Error-Info header as described in RFC 3261, section 20.18. 
Not defined in 3GPP TS 24.229

	Expires
	-
	-
	RFC 3261 clause 20.19

Optional in 3GPP TS 24.229

	From
	M
	M
	RFC 3261 clause 20.20

	Geolocation
	M
	M
	RFC 6442  clause 4.1
Conditional in 3GPP TS 24.229; The Geolocation header is mandatory for egress to a NG Emergency Services IP Network

	Geolocation-Routing
	O
	O
	RFC 6442  clause 4.2
Not currently defined in 3GPP TS 24.229

	History-Info
	O
	M
	RFC 4244
Conditional in 3GPP TS 24.229

	In-Reply-To
	-
	-
	RFC 3261 clause 20.21

Optional in 3GPP TS 24.229

	Max-Forwards
	M
	M
	RFC 3261 clause 20.22

	Min-Expires
	-
	-
	RFC 3261 clause 20.23

Not defined in 3GPP TS 24.229

	MIME-Version
	O
	M
	RFC 3261 clause 20.24

The MIME-Version header MUST be used. The version "1.0" value MUST be supported; other values MAY be supported. 

	Organization
	-
	-
	RFC 3261 clause 20.25

Optional in 3GPP TS 24.229

	P-Access-Network-Info Header
	O
	O
	RFC 3455 Clause 4.4.1 
Conditional in 3GPP TS 24.229

	P-Asserted-Identity
	O
	O
	RFC 3325 clause 4 

n/a in Send and Conditional in Receive in 3GPP TS 24.229

	P-Charging-Vector Header
	O
	O
	RFC 3325 clause 4.6 
Conditional in 3GPP TS 24.229

	Priority
	-
	-
	RFC 3261 clause 20.26

Optional in 3GPP TS 24.229

	Proxy-Authenticate
	-
	-
	RFC 3261 clause 20.27

Not defined in 3GPP TS 24.229

	Proxy-Authorization
	-
	-
	RFC 3261 clause 20.28

Send optional and Receive conditional in 3GPP TS 24.229

	Proxy-Require
	-
	-
	RFC 3261 clause 20.29

Send optional and Receive n/a

	Record-Route
	M
	M
	RFC 3261 clause 20.30

	Reply-To
	-
	-
	RFC 3261 clause 20.31

Optional in 3GPP TS 24.229

	Require
	O
	O
	RFC 3261 clause 20.32

The option tags “precondition”, “replaces”, and “100rel” MUST be supported. 

	Retry-After
	-
	-
	RFC 3261 clause 20.33

Not defined in 3GPP TS 24.229

	Route
	M
	M
	RFC 3261 clause 20.34

Send conditional in 3GPP TS 24.229

	Server
	-
	-
	RFC 3261 clause 20.35

Not defined in 3GPP TS 24.229

	Subject
	-
	-
	RFC 3261 clause 20.36

Optional in 3GPP TS 24.229

	Supported
	M
	M
	RFC 3261 clause 20.37

The values “precondition”, “replaces” and “100rel” MUST be supported. However, a value present in the "Require" header SHOULD NOT also be present in the Supported header. 

	Timestamp
	O
	M
	RFC 3261 clause 20.38

	To
	M
	M
	RFC 3261 clause 20.39 and clause 7.5.1.1 of this standard 

	Unsupported
	M
	M
	RFC 3261 clause 20.40

	User-Agent
	-
	-
	RFC 3261 clause 20.41

Optional in 3GPP TS 24.229

	Via
	M
	M
	RFC 3261 clause 20.42

	Warning
	O
	O
	RFC 3261 clause 20.43

	WWW-Authenticate
	-
	-
	RFC 3261 clause 20.44

Not defined in 3GPP TS 24.229


