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1 Introduction
GSMA IREG RILTE is developing a recommendation for conversational voice call over IMS based on the 3GPP specifications. The PRD IR.92 defines a profile for Conversational Voice Service based on MMTel. This PRD is based on the 3GPP rel-8 specification with selected functionalities from later releases.
RILTE has decided that in case of a home routed APN for XCAP that it should be possible for the home network to authenticate the UE based on the network knowing the identity of the UE without challenging the UE for Ut authentication, i.e., the UE receives directly a 2xx response to the HTTP request without being challenged by a 401 Unauthorized response.
GSMA IREG RILTE understands that the UE will successfully complete the authorization procedure even in the absence of a challenge; however GSMA IREG RILTE could not determine whether the 3GPP specifications allow the home network to authenticate the UE based on knowing the identity and therefore not to send a challenge upon receiving an HTTP request that does not contain an Authorization header. 
2 Actions 
GSMA IREG RILTE kindly asks 3GPP CT1 and SA3 to confirm that the appropriate 3GPP specifications allow the home network to authenticate the UE based on knowing the identity and therefore not to send a challenge upon receiving an HTTP request that does not contain an Authorization header. 
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