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1. Introduction

This is a proposed UE QoS notification procedure for fixed access broadband interworking
2. Reason for Change
As specified in TS 23.139, if the UE implements reflective QoS and the Fixed Broadband Access network needs to be protected from a misbehaving UE, Fixed Broadband Access needs to implement protective measures (e.g per-UE bandwidth limitation in the RG or in the BNG). 

The decision to apply Reflective QoS is performed as part of the AAA signalling for UE authentication. The 3GPP AAA takes the decision to apply Reflective QoS based on the capabilities of the UE, the type of access and local policies then informs the UE. 

If the UE supports Reflective QoS then the UE shall indicate to the 3GPP AAA server during the authentication procedure using EAP-AKA signalling. 
In response to the UE indication, the 3GPP AAA may provide an indication to the UE on whether Reflective QoS shall be applied during the UE authentication procedure using EAP-AKA signalling. When access authentication is performed the BBF AAA informs the 3GPP AAA that the UE is attached via BBF-defined Fixed Broadband access network in over STa/SWa. When authentication is performed as part of IKEv2 signalling the 3GPP AAA determines if the UE is connected via a BBF-defined WLAN access based on UE Local IP address received in EAP-AKA signalling over SWu or S6b.   
3. Conclusions
The stage 3 procedure of reflective QoS selection mode shall be specified in the TR 24.820. 
4. Proposal

It is proposed to agree the following changes to 3GPP TR 24.820 v 0.2.0.

* * * First Change * * * *
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* * * Next Change * * * *

3.2
Abbreviations

DSCP
Differentiated Services Code Point
RQSM
Reflective QoS Selection Mode
* * * Next Change * * * *

7.2
UE procedures
7.2.1
General
Optionally, a UE may support reflective QoS for uplink traffic. The UE may create uplink DSCP marking rules based on the received downlink traffic. The uplink DSCP marking rules are used to set the DSCP field of the outer IP header of the outgoing IP packets.
At access authentication procedure, the UE Reflective QoS Function can be enabled or disabled based the static or dynamic configuration, as specified in subclause 7.x.

* * * Next Change * * * *

7.x
Reflective QoS Selection Mode (RQSM)
7.x.1
General

If the UE implements Reflective QoS Function, the Reflective QoS selection mode may be configured in the UE based on either:

a)
Static Configuration; or

b)
Dynamic Configuration.

The choice of configuring a UE using either a) or/and b) is depends on the operators' preferences and/or roaming agreement between 3GPP network and Fixed Broadband Access network within an operator and its roaming partner's network.

When the UE is configured with Reflective QoS Function enabled for a specific Fixed Broadband Access network, the UE shall perform the Reflective QoS Function for all traffic sent to the specific Fixed Broadband Access network. 
7.x.2
Static configuration of RQSM

The UE RQSM can be statically provisioned by the operator based on the Fixed Broadband Access network identity.

If a dynamic RQSM indicator is received during EPC network authentication procedure as described in subclause 7.x.3, the UE shall rely on the dynamic RQSM indicator. Otherwise the UE shall follow the pre-configured policies for a specific Fixed Broadband Access network. If no dynamic RQSM indicator is received, and no pre-configured policy matches a specific Fixed Broadband Access network where the UE attached, the UE shall not enable the Reflective QoS Function for any traffic sent to the attached network.

7.x.3
Dynamic configuration of RQSM

7.x 3.1
General

If the UE supports the dynamic configuration of RQSM, it shall send an explicit RQSM indicator to the EPC network. 

For trusted Fixed Broadband Access network, the indication is provided at 3GPP based access authentication before an IP address is allocated to the UE. For un-trusted Fixed Broadband Access network, if the 3GPP based access authentication is performed the indication is provided at 3GPP based access authentication before an IP address is allocated to the UE, or it is provided during IKEv2 signalling for IPSec tunnel establishment with the ePDG. For DSMIPv6 based access procedure, the indication is provided during IKEv2 signalling for IPSec tunnel establishment with the PDN-GW/HA.

When the UE provides an explicit indication for RQSM, then the network shall provide the RQSM indication to the UE of the dynamic indicator of RQSM configuration.

If no RQSM indication is received from the network, the UE shall follow the pre-configured policies for a specific Fixed Broadband Access network.

7.x 3.2
RQSM indication

7.x 3.2.1
RQSM indication from UE to 3GPP AAA server

During network access authentication, UE may provide an explicit indication to the 3GPP AAA server about the supporting of Reflective QoS Function. The explicit indication is sent using an attribute in the EAP-AKA and EAP-AKA' protocols, to extend these protocols as specified in subclause 8.2 of IETF RFC 4187 [aa]. This attribute is provided in EAP-Response/AKA-Challenge and corresponding EAP-AKA' message payload.

If the UE supports RQSM, the UE shall provide the RQSM indication using AT_ RQSM_IND attribute in EAP-AKA or EAP-AKA'. The indication is provided if the UE receives the AT_RESULT_IND attribute within the EAP-Request/AKA-Challenge message, or the EAP-Request'/AKA-Challenge' message when EAP-AKA' is used, received from the 3GPP AAA server. If the UE provides the AT_ RQSM_IND attribute within the EAP-Response/AKA-Challenge message payload, or the EAP-Response'/AKA-Challenge' message payload when EAP-AKA' is used, the UE shall also provide the AT_RESULT_IND attribute within the message.

Sending the RQSM indicator indicates the Reflective QoS Function is supported by the UE. If the UE does not support Reflective QoS Function, the UE shall not send the AT_ RQSM_IND attribute to the 3GPP AAA server.

The detailed coding of this attribute is described in subclause 12.y.

7.x 3.3.2
RQSM indication from 3GPP AAA server to UE
A 3GPP AAA server supporting RQSM shall include the AT_RESULT_IND attribute within the EAP-Request/AKA-Challenge and corresponding EAP-AKA' message payload.

If the UE provided an explicit indication as described in subclause 7.x.3.2.1, the 3GPP AAA server shall inform the UE of its decision on the RQSM by invoking an EAP-Request/AKA-Notification dialogue when EAP-AKA is used or an EAP-Request'/AKA-Notification' dialogue when EAP-AKA' is used. The RQSM decision is sent to the UE by using the AT_ RQSM_RES attribute.

The RQSM decision is made by the 3GPP AAA based on the capabilities of the UE, the type of access, the access identify and local policies. 

The detailed coding of this attribute is described in subclause 12.y.

* * * Next Change * * * *

12
PDUs and parameters specific to the present document

Editor note: description of additional parameters to 24.302
12.y
IETF RFC coding information defined within present document

12.y.1
RQSM attributes

12.y.1.1
AT_ RQSM_IND attribute
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Figure 12.y.1.1: AT_ RQSM_IND attribute

Table 12.y.1.1: AT_ RQSM_IND attribute

	Octet 1 indicates the type of attribute as AT_ RQSM_IND with a value of xxx1.

Editor note: the value of this attribute needs to be allocated by IANA.

	Octet 2 is the length of this attribute which shall be set to 1 as per IETF RFC 4187 [aa]

	Octet 3 and 4 is the value of this attribute. Octet 3 is reserved and shall be coded as zero. Octet 4 shall be set as follows. All other values are reserved.

	7
	6
	4
	5
	3
	2
	1
	0
	
	Protocol Supported

	0
	0
	0
	0
	0
	0
	0
	1
	
	Reflective QoS Function is supported

	0
	0
	0
	0
	0
	0
	1
	0
	
	Reflective QoS Function is not supported


12.y.1.2
AT_ RQSM_RES attribute
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Figure 12.y.1.2: AT_ RQSM_RES attribute.

Table 12.y.1.2: AT_ RQSM_RES attribute

	Octet 1 indicates the type of attribute as AT_ RQSM_RES with a value of xxx2.

Editor note: the value of this attribute needs to be allocated by IANA.

	Octet 2 is the length of this attribute which shall be set to 1 as per IETF RFC 4187 [aa]

	Octet 3 and 4 is the value of this attribute. Octet 3 is reserved and shall be coded as zero. Octet 4 shall be set as follows. All other values are reserved.

	7
	6
	4
	5
	3
	2
	1
	0
	
	Protocol Selected

	0
	0
	0
	0
	0
	0
	0
	1
	
	Enabling the Reflective QoS Function

	0
	0
	0
	0
	0
	0
	1
	0
	
	Disabling the Reflective QoS Function


* * * End of Change * * * *
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