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**************** First change *****************
4.7.5.1.3
Normal and periodic routing area updating procedure accepted by the network

If the routing area updating request has been accepted by the network, a ROUTING AREA UPDATE ACCEPT message shall be sent to the MS. The network may assign a new P-TMSI and/or a new P-TMSI signature for the MS. If a new P-TMSI and/or P-TMSI signature have been assigned to the MS, it/they shall be included in the ROUTING AREA UPDATE ACCEPT message together with the routing area identification.In a shared network the network shall indicate the PLMN identity of the CN operator that has accepted the routing area updating request in the RAI contained in the ROUTING AREA UPDATE ACCEPT message (see 3GPP TS 23.251 [109]).

If a new DRX parameter was included in the ROUTING AREA UPDATE REQUEST message, the network shall store the new DRX parameter and use it for the downlink transfer of signalling and user data.

If the MS has indicated in the ROUTING AREA UPDATE REQUEST message that it supports PS inter-RAT handover to UTRAN Iu mode, the network may include in the ROUTING AREA UPDATE ACCEPT message a request to provide the Inter RAT information container.

If the MS has included the MS network capability IE or the UE network capability IE or both in the ROUTING AREA UPDATE REQUEST message, the network shall store all octets received from the MS, up to the maximum length defined for the respective information element. In case the UE network capability IE indicated new information to the network, the MS shall set the TIN to "P-TMSI".

NOTE:
This information is forwarded to the new SGSN during inter-SGSN handover or to the new MME during intersystem handover to S1 mode.

In A/Gb mode the Cell Notification information element shall be included in the ROUTING AREA UPDATE ACCEPT message in order to indicate the ability of the network to support the Cell Notification. 

The network shall change to state GMM-COMMON-PROCEDURE-INITIATED and shall start the supervision timer T3350 as described in subclause 4.7.6.

If the LAI or PLMN identity contained in the ROUTING AREA UPDATE ACCEPT message is a member of any of the "forbidden" lists then any such entry shall be deleted.

In Iu mode, the network should prolong the PS signalling connection if the mobile station has indicated a follow-on request pending in ROUTING AREA UPDATE REQUEST. The network may also prolong the PS signalling connection without any indication from the mobile terminal.

If the PDP context status information element is included in ROUTING AREA UPDATE REQUEST message, then the network shall deactivate all those PDP contexts locally (without peer to peer signalling between the MS and the network), which are not in SM state PDP-INACTIVE on network side but are indicated by the MS as being in state PDP-INACTIVE.

If the MBMS context status information element is included in the ROUTING AREA UPDATE REQUEST message, then the network shall deactivate all those MBMS contexts locally (without peer to peer signalling between the MS and network) which are not in SM state PDP-INACTIVE on the network side, but are indicated by the MS as being in state PDP-INACTIVE. If no MBMS context status information element is included, then the network shall deactivate all MBMS contexts locally which are not in SM state PDP-INACTIVE on the network side.

Upon receipt of a ROUTING AREA UPDATE ACCEPT message, the MS stores the received routing area identification, stops timer T3330, shall reset the routing area updating attempt counter and sets the GPRS update status to GU1 UPDATED. If the message contains a P-TMSI, the MS shall use this P-TMSI as new temporary identity for GPRS services and shall store the new P-TMSI. If no P-TMSI was included by the network in the ROUTING AREA UPDATING ACCEPT message, the old P-TMSI shall be kept. Furthermore, the MS shall store the P-TMSI signature if received in the ROUTING AREA UPDATING ACCEPT message. If no P-TMSI signature was included in the message, the old P-TMSI signature, if available, shall be deleted.
If the ROUTING AREA UPDATE REQUEST message was used to update the network with a new DRX parameter IE, the MS shall start using the new DRX parameter upon receipt of the ROUTING AREA UPDATE ACCEPT message and shall set the TIN to "P-TMSI".

If the PDP context status information element is included in ROUTING AREA UPDATE ACCEPT message, then the MS shall deactivate all those PDP contexts locally (without peer to peer signalling between the MS and network), which are not in SM state PDP-INACTIVE in the MS but are indicated by the network as being in state PDP-INACTIVE.

If the MBMS context status information element is included in the ROUTING AREA UPDATE ACCEPT message, then the MS shall deactivate all those MBMS contexts locally (without peer to peer signalling between the MS and network) which are not in SM state PDP-INACTIVE in the MS, but are indicated by the network as being in state PDP-INACTIVE. If no MBMS context status information element is included, then the MS shall deactivate all those MBMS contexts locally which are not in SM state PDP-INACTIVE in the MS.

In A/Gb mode, if the ROUTING AREA UPDATE ACCEPT message contains the Cell Notification information element, then the MS shall start to use the LLC NULL frame to perform cell updates.
If the MS has initiated the routing area updating procedure due to manual CSG selection and receives a ROUTING AREA UPDATE ACCEPT message, the MS shall check if the CSG ID and associated PLMN identity of the cell where the MS has sent the ROUTING AREA UPDATE REQUEST message are contained in the Allowed CSG list. If not, the MS shall add that CSG ID and associated PLMN identity to the Allowed CSG list.
The network may also send a list of "equivalent PLMNs" in the ROUTING AREA UPDATE ACCEPT message. Each entry of the list contains a PLMN code (MCC+MNC). The mobile station shall store the list, as provided by the network, except that any PLMN code that is already in the "forbidden PLMN" list shall be removed from the "equivalent PLMNs" list before it is stored by the mobile station. In addition the mobile station shall add to the stored list the PLMN code of the registered PLMN that sent the list. All PLMNs in the stored list shall be regarded as equivalent to each other for PLMN selection, cell selection/re-selection and handover. The stored list in the mobile station shall be replaced on each occurrence of the ROUTING AREA UPDATE ACCEPT message. If no list is contained in the message, then the stored list in the mobile station shall be deleted. The list shall be stored in the mobile station while switched off so that it can be used for PLMN selection after switch on.

A ROUTING AREA UPDATE COMPLETE message shall be returned to the network if the ROUTING AREA UPDATE ACCEPT message contained any of:

-
a P-TMSI; or

-
a request for the provision of Inter RAT handover information or E-UTRAN inter RAT handover information or both.


If the network has requested the provision of Inter RAT handover information or E-UTRAN inter RAT handover information or both, the MS shall return a ROUTING AREA UPDATE COMPLETE message including the Inter RAT handover information IE or E-UTRAN inter RAT handover information IE or both to the network.

NOTE 1:
In Iu mode, after a routing area updating procedure, the mobile station can initiate Service Request procedure to request the resource reservation for the active PDP contexts if the resources have been released by the network or send upper layer message (e.g. ACTIVATE PDP CONTEXT REQUEST) to the network via the existing PS signaling connection.

In Iu mode, if the network wishes to prolong the PS signalling connection (for example, if the mobile station has indicated "follow-on request pending" in ROUTING AREA UPDATE REQUEST message) the network shall indicate the "follow-on proceed" in the ROUTING AREA UPDATE ACCEPT message. If the network wishes to release the PS signalling connection, the network shall indicate "no follow-on proceed" in the ROUTING AREA UPDATE ACCEPT message.

After that in Iu mode, the mobile station shall act according to the follow-on proceed flag included in the Update result information element in the ROUTING AREA UPDATE ACCEPT message (see subclause 4.7.13).

The network may also send a list of local emergency numbers in the ROUTING AREA UPDATE ACCEPT, by including the Emergency Number List IE. The mobile equipment shall store the list, as provided by the network, except that any emergency number  that is already stored in the SIM/USIM shall be removed from the list before it is stored by the mobile equipment. If there are no emergency numbers stored on the SIM/USIM, then before storing the received list the mobile equipment shall remove from it any emergency number stored permanently in the ME for use in this case (see 3GPP TS 22.101 [8]). The list stored in the mobile equipment shall be replaced on each receipt of a new Emergency Number List IE.

The emergency number(s) received in the Emergency Number List IE are valid only in networks with the same MCC as in the cell on which this IE is received. If no list is contained in the ROUTING AREA UPDATE ACCEPT message, then the stored list in the mobile equipment shall be kept, except if the mobile equipment has successfully registered to a PLMN with an MCC different from that of the last registered PLMN.

The mobile equipment shall use the stored list of emergency numbers received from the network in addition to the emergency numbers stored on the SIM/USIM or ME to detect that the number dialled is an emergency number.

NOTE 2:
The mobile equipment may use the emergency numbers list to assist the end user in determining whether the dialled number is intended for an emergency service or for another destination, e.g. a local directory service. The possible interactions with the end user are implementation specific.

The list of emergency numbers shall be deleted at switch off and removal of the SIM/USIM. The mobile equipment shall be able to store up to ten local emergency numbers received from the network.
In order to indicate to the MS that the GUTI and TAI list assigned to the MS remain registered with the network and are valid in the MS, the network shall indicate in the Update result IE in the ROUTING AREA UPDATE ACCEPT message that ISR is activated.

If the ROUTING AREA UPDATE ACCEPT message contains

i)
no indication that ISR is activated, an MS supporting S1 mode shall set the TIN to "P-TMSI"; or

ii)
an indication that ISR is activated, the MS shall regard the available GUTI and TAI list as valid and registered with the network. If the TIN currently indicates "GUTI", the MS shall set the TIN to "RAT-related TMSI".
**************** next change *****************
4.7.5.2.3
Combined routing area updating procedure accepted by the network

Depending on the value of the update result IE received in the ROUTING AREA UPDATE ACCEPT message, two different cases can be distinguished:

Case 1)
The update result IE value indicates "combined RA/LA": Routing and location area 
updating is successful;

Case 2)
The update result IE value indicates "RA only": Routing area updating is successful, but location area updating is not successful.

A ROUTING AREA UPDATE COMPLETE message shall be returned to the network if the ROUTING AREA UPDATE ACCEPT message containsany of:

-
a P-TMSI and/or a TMSI; or

-
a request for the provision of Inter RAT handover information or E-UTRAN inter RAT handover information or both.


If the network has requested the provision of Inter RAT handover information or E-UTRAN inter RAT handover information the MS shall return a ROUTING AREA UPDATE COMPLETE message including the Inter RAT handover information IE or the E-UTRAN inter RAT handover information IE or both, as applicable, to the network.

In Iu mode, if the network wishes to prolong the PS signalling connection (for example, if the mobile station has indicated "follow-on request pending" in ROUTING AREA UPDATE REQUEST message) the network shall indicate the "follow-on proceed" in the ROUTING AREA UPDATE ACCEPT message. If the network wishes to release the PS signalling connection, the network shall indicate "no follow-on proceed" in the ROUTING AREA UPDATE ACCEPT message.

After that in Iu mode, the mobile station shall act according to the follow-on proceed flag included in the Update result information element in the ROUTING AREA UPDATE ACCEPT message (see subclause 4.7.13).

If the network supports CS Fallback, and the mobile station has indicated support of EMM combined procedures in MS network capability, the network shall indicate in the Update result IE in the ROUTING AREA UPDATE ACCEPT message that ISR is not activated.
**************** next change *****************
9.4.15
Routing area update accept

This message is sent by the network to the MS to provide the MS with GPRS mobility management related data in response to a routing area update request message. See table 9.4.15/3GPP TS 24.008.

Message type:
routing area update accept
Significance:

dual

Direction:


network to MS

Table 9.4.15/3GPP TS 24.008: ROUTING AREA UPDATE ACCEPT message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

10.2
	M
	V
	1/2

	
	Skip indicator
	Skip indicator

10.3.1
	M
	V
	1/2

	
	Routing area update accept message identity
	Message type

10.4
	M
	V
	1

	
	Force to standby
	Force to standby 

10.5.5.7
	M
	V
	1/2

	
	Update result
	Update result

10.5.5.17
	M
	V
	1/2

	
	Periodic RA update timer
	GPRS Timer

10.5.7.3
	M
	V
	1

	
	Routing area identification
	Routing area identification

10.5.5.15
	M
	V
	6

	19
	P-TMSI signature
	P-TMSI signature

10.5.5.8
	O
	TV
	4

	18
	Allocated P-TMSI
	Mobile identity

10.5.1.4
	O
	TLV
	7

	23
	MS identity 
	Mobile identity

10.5.1.4
	O
	TLV
	7-10

	26
	List of Receive N‑PDU Numbers
	Receive N‑PDU Number list

10.5.5.11
	O
	TLV
	4 - 19

	17
	Negotiated READY timer value
	GPRS Timer

10.5.7.3
	O
	TV
	2

	25
	GMM cause
	GMM cause 

10.5.5.14
	O
	TV
	2

	2A
	T3302 value
	GPRS Timer 2

10.5.7.4
	O
	TLV
	3

	8C
	Cell Notification
	Cell Notification

10.5.5.21
	O
	T
	1

	4A
	Equivalent PLMNs
	PLMN List

10.5.1.13
	O
	TLV
	5-47

	32
	PDP context status
	PDP context status

10.5.7.1
	O
	TLV
	4

	B-
	Network feature support
	Network feature support

10.5.5.23
	O
	TV
	1

	34
	Emergency Number List
	Emergency Number List

10.5.3.13
	O
	TLV
	5-50

	35
	MBMS context status
	MBMS context status

10.5.7.6
	O
	TLV
	2 - 18

	A-
	Requested MS Information
	Requested MS Information

10.5.5.25
	O
	TV
	1

	37
	T3319 value
	GPRS Timer 2
10.5.7.4
	O
	TLV
	3

	38
	T3323 value
	GPRS Timer 2
10.5.7.4
	O
	TLV
	3


9.4.15.1
P-TMSI signature

This IE may be included to assign an identity to the MS's GMM context.

9.4.15.2
Allocated P-TMSI

This IE may be included to assign a P-TMSI to an MS in case of a GPRS or combined routing area updating procedure.

9.4.15.3
MS identity

This IE may be included to assign or unassign a TMSI to a MS in case of a combined routing area updating procedure.

9.4.15.4
List of Receive N‑PDU Numbers

This IE was used in older versions of the specifications. The network shall not include this IE and the MS shall ignore it if received. 
9.4.15.5
Negotiated READY timer value

This IE may be included to indicate a value for the READY timer.

9.4.15.6
GMM cause

This IE shall be included if the combined GPRS routing area updating procedure was successful for GPRS services only.

9.4.15.7
T3302 value

This IE may be included to indicate a value for the T3302 timer.

In Iu mode, the network shall not include this IE if this message is to be sent non-integrity protected.

In Iu mode, if this message is received without integrity protection the MS shall ignore the contents of this IE and use the last received value if available. If there is no last received value, the MS shall use the default value.

If this IE is not included in the message in A/Gb mode or if in Iu mode this IE is not included in an integrity protected message, the MS shall use the default value.

9.4.15.8
Cell Notification (A/Gb mode only)

In A/Gb mode, this IE shall be included if by the SGSN in order to indicate the ability to support the Cell Notification.

9.4.15.9
Equivalent PLMNs

The Equivalent PLMNs information element is included if the network wants to inform the mobile station of equivalent PLMNs.

9.4.15.10
PDP context status

This IE shall be included by the NW.

9.4.15.11
Network feature support

This IE may be included to inform the MS of the support of certain features. If this IE is not included then the respective features are not supported.

9.4.15.12
Emergency Number List

This IE may be sent by the network. If this IE is sent, the contents of this IE indicates a list of emergency numbers valid within the same MCC as in the cell on which this IE is received.

9.4.15.13
MBMS context status

This IE shall be included by the network, if it has MBMS contexts for the MS with an SM state different from PDP-INACTIVE.

9.4.15.14
Requested MS Information

This IE may be sent by the network to request the MS to provide feature-related information.

9.4.15.15
T3319 value

This IE may be included to indicate a value for timer T3319.

9.4.15.16
T3323 value
The network may include this IE to indicate a value for timer T3323. 
If the IE is not included, the MS shall use the default value.

**************** next change *****************

9.4.16
Routing area update complete

This message shall be sent by the MS to the network in response to a routing area update accept message if at least one of the following conditions is fulfilled:

· a P-TMSI and/or a TMSI has been assigned;

-
there are established LLC connections; or

-
the network has requested the MS to provide feature-related information.

See table 9.4.16/3GPP TS 24.008.

Message type:
routing area update complete
Significance:

dual

Direction:


MS to network

Table 9.4.16/3GPP TS 24.008: ROUTING AREA UPDATE COMPLETE message content

	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Protocol discriminator
	Protocol discriminator

10.2
	M
	V
	1/2

	
	Skip indicator
	Skip indicator

10.3.1
	M
	V
	1/2

	
	Routing area update complete message identity
	Message type

10.4
	M
	V
	1

	26
	List of Receive N‑PDU Numbers
	Receive N‑PDU Number list

10.5.5.11
	O
	TLV
	4 – 19

	27
	Inter RAT handover information 
	Inter RAT information container

10.5.5.24
	O
	TLV
	3-250

	2B
	E-UTRAN inter RAT handover information
	E-UTRAN inter RAT information container 10.5.5.27
	O
	TLV
	3-257


9.4.16.1
List of Receive N‑PDU Numbers

This IE was used in older versions of the specifications. The MS shall not include this IE and the network shall ignore it if received. 
9.4.16.2
Inter RAT handover information

This IE shall be included if the network has requested this information in the routing area update accept message.
9.4.16.3
E-UTRAN inter RAT handover information

This IE shall be included if the network has requested this information in the routing area update accept message.
**************** next change *****************

10.5.6.5
Quality of service 

The purpose of the quality of service information element is to specify the QoS parameters for a PDP context.

The QoS IE is defined to allow backward compatibility to earlier version of Session Management Protocol.
The quality of service is a type 4 information element with a minimum length of 14 octets and a maximum length of 18 octets. The QoS requested by the MS shall be encoded both in the QoS attributes specified in octets 3-5 and in the QoS attributes specified in octets 6-14.

In the MS to network direction and in the network to MS direction the following applies:

-
Octets 15-18 are optional. If octet 15 is included, then octet 16 shall also be included, and octets 17 and 18 may be included.

-
If octet 17 is included, then octet 18 shall also be included.

-
A QoS IE received without octets 6-18, without octets 14-18, without octets 15-18, or without octets 17-18 shall be accepted by the receiving entity.

NOTE:
This behavior is required for interworking with entities supporting an earlier version of the protocol, or when the Maximum bit rate for downlink or for downlink and uplink is negotiated to a value lower than 8700 kbps.

The quality of service information element is coded as shown in figure 10.5.138/3GPP TS 24.008 and table 10.5.156/3GPP TS 24.008.

	8
	7
	6
	5
	4
	3
	2
	1
	

	Quality of service IEI
	octet 1

	Length of quality of service IE
	Octet 2

	0
0
spare
	Delay
class
	Reliability
class
	octet 3

	Peak 
throughput
	0
spare
	Precedence
class
	octet 4

	0
0
0
spare
	Mean
throughput
	octet 5

	Traffic Class
	Delivery order
	Delivery of erroneous SDU
	Octet 6

	Maximum SDU size
	Octet 7

	Maximum bit rate for uplink
	Octet 8

	Maximum bit rate for downlink
	Octet 9

	Residual BER
	SDU error ratio
	Octet 10

	Transfer delay
	Traffic Handling priority
	Octet 11

	
Guaranteed bit rate for uplink
	Octet 12

	Guaranteed bit rate for downlink
	Octet 13

	0
0
0
spare
	Signal-ling Indicat-ion
	Source Statistics Descriptor
	Octet 14

	Maximum bit rate for downlink (extended)
	Octet 15

	Guaranteed bit rate for downlink (extended)
	Octet 16

	Maximum bit rate for uplink (extended)
	Octet 17

	Guaranteed bit rate for uplink (extended)
	Octet 18


Figure 10.5.138/3GPP TS 24.008: Quality of service information element

Table 10.5.156/3GPP TS 24.008: Quality of service information element

Reliability class, octet 3 (see 3GPP TS 23.107 [81])
Bits
3 2 1
In MS to network direction:
0 0 0
Subscribed reliability class
In network to MS direction:
0 0 0
Reserved
In MS to network direction and in network to MS direction:
0 0 1
Unused. If received, it shall be interpreted as '011' (Note)
0 1 0
Unused. If received, it shall be interpreted as '011' (Note) 
0 1 1
Unacknowledged GTP and LLC; Acknowledged RLC, Protected data
1 0 0
Unacknowledged GTP, LLC, and RLC, Protected data
1 0 1
Unacknowledged GTP, LLC, and RLC, Unprotected data
1 1 1
Reserved

All other values are interpreted as Unacknowledged GTP and LLC; Acknowledged RLC, Protected data in this version of the protocol.

NOTE: this value was allocated in earlier versions of the protocol.

Delay class, octet 3 (see 3GPP TS 22.060 [73] and 3GPP TS 23.107 [81])
Bits
6 5 4
In MS to network direction:
0 0 0
Subscribed delay class 
In network to MS direction:
0 0 0
Reserved
In MS to network direction and in network to MS direction:
0 0 1
Delay class 1
0 1 0
Delay class 2
0 1 1
Delay class 3
1 0 0
Delay class 4 (best effort)
1 1 1
Reserved

All other values are interpreted as Delay class 4 (best effort) in this version 
of the protocol.

Bit 7 and 8 of octet 3 are spare and shall be coded all 0.

Precedence class, octet 4 (see 3GPP TS 23.107 [81])
Bits
3 2 1
In MS to network direction:
0 0 0
Subscribed precedence
In network to MS direction:
0 0 0
Reserved
In MS to network direction and in network to MS direction:
0 0 1
High priority
0 1 0
Normal priority
0 1 1
Low priority
1 1 1
Reserved

All other values are interpreted as Normal priority in this version of the protocol.

Bit 4 of octet 4 is spare and shall be coded as 0.

Peak throughput, octet 4 (see 3GPP TS 23.107 [81]) 

This field is the binary representation of the Peak Throughput Class (1 to 9). The corresponding peak throughput to each peak throughput class is indicated.
Bits
8 7 6 5
In MS to network direction:
0 0 0 0

Subscribed peak throughput
In network to MS direction:
0 0 0 0

Reserved
In MS to network direction and in network to MS direction:
0 0 0 1

Up to 1 000 octet/s
0 0 1 0

Up to 2 000 octet/s
0 0 1 1

Up to 4 000 octet/s
0 1 0 0

Up to 8 000 octet/s
0 1 0 1

Up to 16 000 octet/s
0 1 1 0

Up to 32 000 octet/s
0 1 1 1

Up to 64 000 octet/s
1 0 0 0

Up to 128 000 octet/s
1 0 0 1

Up to 256 000 octet/s
1 1 1 1

Reserved

All other values are interpreted as Up to 1 000 octet/s in this 
version of the protocol.

Mean throughput, octet 5 (see 3GPP TS 23.107 [81])

This field is the binary representation of the Mean Throughput Class (1 to 18; mean throughput class 30 is reserved and 31 is best effort). The corresponding mean throughput to each mean throughput class is indicated.
Bits
5 4 3 2 1


In MS to network direction:
0 0 0 0 0

Subscribed mean throughput
In network to MS direction:
0 0 0 0 0

Reserved
In MS to network direction and in network to MS direction:
0 0 0 0 1

100 octet/h
0 0 0 1 0

200 octet/h
0 0 0 1 1

500 octet/h
0 0 1 0 0

1 000 octet/h
0 0 1 0 1

2 000 octet/h
0 0 1 1 0

5 000 octet/h
0 0 1 1 1

10 000 octet/h
0 1 0 0 0

20 000 octet/h
0 1 0 0 1

50 000 octet/h
0 1 0 1 0

100 000 octet/h
0 1 0 1 1

200 000 octet/h
0 1 1 0 0

500 000 octet/h
0 1 1 0 1

1 000 000 octet/h
0 1 1 1 0

2 000 000 octet/h
0 1 1 1 1

5 000 000 octet/h
1 0 0 0 0

10 000 000 octet/h
1 0 0 0 1

20 000 000 octet/h
1 0 0 1 0

50 000 000 octet/h
1 1 1 1 0

Reserved
1 1 1 1 1

Best effort

The value Best effort indicates that throughput shall be made available to the MS on a per need and availability basis.

All other values are interpreted as Best effort in this 
version of the protocol.

Bits 8 to 6 of octet 5 are spare and shall be coded all 0.

Delivery of erroneous SDUs, octet 6 (see 3GPP TS 23.107 [81])
Bits
3 2 1
In MS to network direction:
0 0 0

Subscribed delivery of erroneous SDUs
In network to MS direction:
0 0 0

Reserved
In MS to network direction and in network to MS direction:
0 0 1

No detect ('-')
0 1 0

Erroneous SDUs are delivered ('yes')
0 1 1

Erroneous SDUs are not delivered ('no')
1 1 1

Reserved

 

The network shall map all other values not explicitly defined onto one of the values defined in this version of the protocol. The network shall return a negotiated value which is explicitly defined in this version of this protocol.

The MS shall consider all other values as reserved.

Delivery order, octet 6 (see 3GPP TS 23.107 [81])
Bits
5 4 3
In MS to network direction:
0 0

Subscribed delivery order
In network to MS direction:
0 0

Reserved
In MS to network direction and in network to MS direction:
0 1

With delivery order ('yes')
1 0

Without delivery order ('no')
1 1

Reserved



Traffic class, octet 6 (see 3GPP TS 23.107 [81])
Bits
8 7 6
In MS to network direction:
0 0 0

Subscribed traffic class
In network to MS direction:
0 0 0

Reserved
In MS to network direction and in network to MS direction:
0 0 1

Conversational class
0 1 0

Streaming class
0 1 1

Interactive class
1 0 0

Background class
1 1 1

Reserved

The network shall map all other values not explicitly defined onto one of the values defined in this version of the protocol. The network shall return a negotiated value which is explicitly defined in this version of this protocol.

The MS shall consider all other values as reserved.

Maximum SDU size, octet 7 (see 3GPP TS 23.107 [81])
In MS to network direction:
0 0 0 0 0 0 0 0

Subscribed maximum SDU size
1 1 1 1 1 1 1 1

Reserved

In network to MS direction:
0 0 0 0 0 0 0 0

Reserved
1 1 1 1 1 1 1 1

Reserved

In MS to network direction and in network to MS direction:
For values in the range 00000001 to 10010110 the Maximum SDU size value is binary coded in 8 bits, using a granularity of 10 octets, giving a range of values from 10 octets to 1500 octets.
Values above 10010110 are as below:
1 0 0 1 0 1 1 1

1502 octets 

1 0 0 1 1 0 0 0

1510 octets 

1 0 0 1 1 0 0 1

1520 octets

The network shall map all other values not explicitly defined onto one of the values defined in this version of the protocol. The network shall return a negotiated value which is explicitly defined in this version of this protocol.

The MS shall consider all other values as reserved.

Maximum bit rate for uplink, octet 8
Bits
8 7 6 5 4 3 2 1
In MS to network direction:
0 0 0 0 0 0 0 0
Subscribed maximum bit rate for uplink
In network to MS direction:
0 0 0 0 0 0 0 0
Reserved
In MS to network direction and in network to MS direction:
0 0 0 0 0 0 0 1 
The maximum bit rate is binary coded in 8 bits, using a granularity of 1 kbps
0 0 1 1 1 1 1 1
giving a range of values from 1 kbps to 63 kbps in 1 kbps increments.

0 1 0 0 0 0 0 0 
The maximum bit rate is 64 kbps + ((the binary coded value in 8 bits –01000000) * 8 kbps)
0 1 1 1 1 1 1 1
giving a range of values from 64 kbps to 568 kbps in 8 kbps increments.

1 0 0 0 0 0 0 0 
The maximum bit rate is 576 kbps + ((the binary coded value in 8 bits –10000000) * 64 kbps)

1 1 1 1 1 1 1 0
giving a range of values from 576 kbps to 8640 kbps in 64 kbps increments.

1 1 1 1 1 1 1 1
0kbps

If the sending entity wants to indicate a Maximum bit rate for uplink higher than 8640 kbps, it shall set octet 8 to ”11111110”, i.e. 8640 kbps, and shall encode the value for the Maximum bit rate in octet 17.

Maximum bit rate for downlink, octet 9 (see 3GPP TS 23.107 [81])


Coding is identical to that of Maximum bit rate for uplink.

If the sending entity wants to indicate a Maximum bit rate for downlink higher than 8640 kbps, it shall set octet 9 to ”11111110”, i.e. 8640 kbps, and shall encode the value for the Maximum bit rate in octet 15.

In this version of the protocol, for messages specified in the present document, the sending entity shall not request 0 kbps for both the Maximum bitrate for downlink and the Maximum bitrate for uplink at the same time. Any entity receiving a request for 0 kbps in both the Maximum bitrate for downlink and the Maximum bitrate for uplink shall consider that as a syntactical error (see clause 8).

Residual Bit Error Rate (BER), octet 10 (see 3GPP TS 23.107 [81])
Bits
8 7 6 5 
In MS to network direction:
0 0 0 0

Subscribed residual BER
In network to MS direction:
0 0 0 0

Reserved
In MS to network direction and in network to MS direction:
The Residual BER value consists of 4 bits. The range is from 5*10-2 to 6*10-8. 
0 0 0 1

5*10-2 
0 0 1 0

1*10-2 
0 0 1 1

5*10-3
0 1 0 0

4*10-3 
0 1 0 1

1*10-3 
0 1 1 0

1*10-4 
0 1 1 1

1*10-5 
1 0 0 0

1*10-6 
1 0 0 1

6*10-8 
1 1 1 1

Reserved

The network shall map all other values not explicitly defined onto one of the values defined in this version of the protocol. The network shall return a negotiated value which is explicitly defined in this version of the protocol.

The MS shall consider all other values as reserved.

SDU error ratio, octet 10 (see 3GPP TS 23.107 [81])
Bits
4 3 2 1
In MS to network direction:
0 0 0 0

Subscribed SDU error ratio
In network to MS direction:
0 0 0 0

Reserved
In MS to network direction and in network to MS direction:
The SDU error ratio value consists of 4 bits. The range is is from 1*10-1 to 1*10-6. 
0 0 0 1

1*10-2 
0 0 1 0

7*10-3
0 0 1 1

1*10-3 
0 1 0 0

1*10-4 
0 1 0 1

1*10-5 
0 1 1 0

1*10-6 

0 1 1 1

1*10-1
1 1 1 1

Reserved

The network shall map all other values not explicitly defined onto one of the values defined in this version of the protocol. The network shall return a negotiated value which is explicitly defined in this version of the protocol.

The MS shall consider all other values as reserved.

Traffic handling priority, octet 11 (see 3GPP TS 23.107 [81])
Bits
2 1
In MS to network direction:
0 0

Subscribed traffic handling priority
In network to MS direction:
0 0

Reserved
In MS to network direction and in network to MS direction:
0 1

Priority level 1
1 0

Priority level 2
1 1

Priority level 3

The Traffic handling priority value is ignored if the Traffic Class is Conversational class, Streaming class or Background class.

Transfer delay, octet 11 (See 3GPP TS 23.107 [81])
Bits

8 7 6 5 4 3


In MS to network direction:
0 0 0 0 0 0

Subscribed transfer delay
In network to MS direction:
0 0 0 0 0 0

Reserved
In MS to network direction and in network to MS direction:
0 0 0 0 0 1 
The Transfer delay is binary coded in 6 bits, using a granularity of 10 ms

0 0 1 1 1 1
 
giving a range of values from 10 ms to 150 ms in 10 ms increments


0 1 0 0 0 0 
The transfer delay is 200 ms + ((the binary coded value in 6 bits – 010000) * 50 ms)

0 1 1 1 1 1
 
giving a range of values from 200 ms to 950 ms in 50ms increments

1 0 0 0 0 0 
The transfer delay is 1000 ms + ((the binary coded value in 6 bits – 100000) * 100 ms)

1 1 1 1 1 0
 
giving a range of values from 1000 ms to 4000 ms in 100ms increments

1 1 1 1 1 1
 
Reserved

The Transfer delay value is ignored if the Traffic Class is Interactive class or Background class.

Guaranteed bit rate for uplink, octet 12 (See 3GPP TS 23.107 [81])


Coding is identical to that of Maximum bit rate for uplink.

If the sending entity wants to indicate a Guaranteed bit rate for uplink higher than 8640 kbps, it shall set octet 12 to ”11111110”, i.e. 8640 kbps, and shall encode the value for the Guaranteed bit rate in octet 18.

The Guaranteed bit rate for uplink value is ignored if the Traffic Class is Interactive class or Background class, or Maximum bit rate for uplink is set to 0 kbps.

Guaranteed bit rate for downlink, octet 13(See 3GPP TS 23.107 [81])


Coding is identical to that of Maximum bit rate for uplink.

If the sending entity wants to indicate a Guaranteed bit rate for downlink higher than 8640 kbps, it shall set octet 13 to ”11111110”, i.e. 8640 kbps, and shall encode the value for the Guaranteed bit rate in octet 16.

The Guaranteed bit rate for downlink value is ignored if the Traffic Class is Interactive class or Background class, or Maximum bit rate for downlink is set to 0 kbps.

Source Statistics Descriptor, octet 14 (see 3GPP TS 23.107 [81])
Bits
4 3 2 1
In MS to network direction

0 0 0 0 
unknown
0 0 0 1

speech

The network shall consider all other values as unknown.

In network to MS direction

Bits 4 to 1 of octet 14 are spare and shall be coded all 0.

The Source Statistics Descriptor value is ignored if the Traffic Class is Interactive class or Background class.

Signalling Indication, octet 14 (see 3GPP TS 23.107 [81])

Bit
5

In MS to network direction and in network to MS direction:

0

Not optimised for signalling traffic

1

Optimised for signalling traffic


If set to '1' the QoS of the PDP context is optimised for signalling

The Signalling Indication value is ignored if the Traffic Class is Conversational class, Streaming class or Background class.
Bits 8 to 6 of octet 14 are spare and shall be coded all 0.
Maximum bit rate for downlink (extended), octet 15
Bits
8 7 6 5 4 3 2 1
In MS to network direction and in network to MS direction:
0 0 0 0 0 0 0 0
Use the value indicated by the Maximum bit rate for downlink in octet 9.






For all other values: Ignore the value indicated by the Maximum bit rate for downlink in octet 9





and use the following value:
0 0 0 0 0 0 0 1
The maximum bit rate is 8600 kbps + ((the binary coded value in 8 bits) * 100 kbps),
0 1 0 0 1 0 1 0
giving a range of values from 8700 kbps 
to 16000 kbps in 100 kbps increments.

0 1 0 0 1 0 1 1
The maximum bit rate is 16 Mbps + ((the binary coded value in 8 bits - 01001010) * 1 Mbps),
1 0 1 1 1 0 1 0
giving a range of values from 17 Mbps to 128 Mbps in 1 Mbps increments.

1 0 1 1 1 0 1 1
The maximum bit rate is 128 Mbps + ((the binary coded value in 8 bits - 10111010) * 2 Mbps),
1 1 1 1 1 0 1 0
giving a range of values from 130 Mbps to 256 Mbps in 2 Mbps increments.

The network shall map all other values not explicitly defined onto one of the values defined in this version of the protocol. The network shall return a negotiated value which is explicitly defined in this version of the protocol.

Guaranteed bit rate for downlink (extended), octet 16 

Bits
8 7 6 5 4 3 2 1
In MS to network direction and in network to MS direction:
0 0 0 0 0 0 0 0
Use the value indicated by the Guaranteed bit rate for downlink in octet 13.






For all other values: Ignore the value indicated by the Guaranteed bit rate for downlink in octet 9





and use the following value:
0 0 0 0 0 0 0 1
The guaranteed bit rate is 8600 kbps + ((the binary coded value in 8 bits) * 100 kbps),
0 1 0 0 1 0 1 0
giving a range of values from 8700 kbps to 16000 kbps in 100 kbps increments.

0 1 0 0 1 0 1 1
The guaranteed bit rate is 16 Mbps + ((the binary coded value in 8 bits - 01001010) * 1 Mbps),
1 0 1 1 1 0 1 0
giving a range of values from 17 Mbps to 128 Mbps in 1 Mbps increments.

1 0 1 1 1 0 1 1
The guaranteed bit rate is 128 Mbps + ((the binary coded value in 8 bits - 10111010) * 2 Mbps),
1 1 1 1 1 0 1 0
giving a range of values from 130 Mbps to 256 Mbps in 2 Mbps increments.

The network shall map all other values not explicitly defined onto one of the values defined in this version of the protocol. The network shall return a negotiated value which is explicitly defined in this version of the protocol.

Maximum bit rate for uplink (extended), octet 17


This field is an extension of the Maximum bit rate for uplink in octet 8. The coding is identical to that of the Maximum bit rate for downlink (extended).

The network shall map all other values not explicitly defined onto one of the values defined in this version of the protocol. The network shall return a negotiated value which is explicitly defined in this version of the protocol.

Guaranteed bit rate for uplink (extended), octet 18 

This field is an extension of the Guaranteed bit rate for uplink in octet 12. The coding is identical to that of the Guaranteed bit rate for downlink (extended).

The network shall map all other values not explicitly defined onto one of the values defined in this version of the protocol. The network shall return a negotiated value which is explicitly defined in this version of the protocol.
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