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2.
Based on operator policy the S-CSCF or an AS shall be able to validate an IMS communication service identifier in a SIP request. This includes e.g. to check the syntactical correctness of a service identifier, and policing the usage of a communication service identifier. It shall also be possible for the S-CSCF and an AS to indicate that the value of the IMS communication service is validated. An asserted IMS communication service identifier shall be able to be indicated by the service in SIP responses to the SIP request along with information that the IMS communication service identifier is asserted.
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NOTE 3:
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19.
To facilitate service aware charging for roaming, it shall be possible to provide an asserted IMS communication identifier service to the VPLMN.

----------

	
	

	Summary of change:
(
	The following procedures are added:

· The originating P-CSCF, when receiving a response for an initial request for dialog or a response to a standalone transaction or a response to an unknown method sent outside dialog, checks the Feature-Caps header fields for the top most occurance of a g.3gpp.icsi-ref feature tag, in order to determine which communication service is supported for the dialog / standalone transaction.
· The AS can inserts a Feature-Caps header field with the g.3gpp.icsi-ref feature tag into the response to the initial request for dialog, to the standalone transaction and to the unknown method sent outside dialog, containing the same ICSI value as the P-Asserted-Service header field of the request.
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***** BEGIN MODIFICATION *****
5.2.6.3.4
Responses to an initial request for a dialog

When the P-CSCF receives any 1xx or 2xx response to the above request, the P-CSCF shall:

1)
store the values received in the P-Charging-Function-Addresses header field;

2)
store the list of Record-Route header fields from the received response;

3)
store the dialog ID and associate it with the private user identity and public user identity involved in the session;

4)
if a security association or TLS session exists, in the response rewrite its own Record Route entry to its own SIP URI that contains the protected server port number of the security association or TLS session established from the UE to the P-CSCF and either:

a)
the P-CSCF FQDN that resolves to the IP address of the security association or TLS session established from the UE to the P-CSCF; or

b)
the P-CSCF IP address of the security association or TLS session established from the UE to the P-CSCF;

NOTE 1:
The P-CSCF associates two ports, a protected client port and a protected server port, with each pair of security associations. For details on the selection of the protected port values see 3GPP TS 33.203 [19].

5)
if SIP digest without TLS, NASS-IMS bundled authentication or GPRS-IMS-Bundled authentication is used, in the response rewrite its own Record-Route entry to its own SIP URI that contains an unprotected server port number where the P-CSCF expects subsequent requests from the UE; and

6)
if the response corresponds to an INVITE request, save the Contact, From, To and Record-Route header field values received in the response such that the P-CSCF is able to release the session if needed;

before forwarding the response to the UE in accordance with the procedures of RFC 3261 [26].
NOTE 2:
The P-CSCF can check the Feature-Caps header field(s) of 18x or 2xx response for the topmost occurance of the g.3gpp.icsi-ref feature tags in order to determine the IMS communication service supported for the dialog. The information can be used e.g. for charging purpose or resource reservation purpose.
Editor's note (WID TEI11, CR#3811): It is FFS whether to provide just the ICSI of the Feature-Caps header field or the complete Feature-Caps header field to the PCRF. This depends on whether the responsibility for identifying a possible service identification from the data lies with the P-CSCF or the PCRF.

Editor's note (WID TEI11, CR#3811): It is FFS whether to provide just the ICSI of the Feature-Caps header field or the complete Feature-Caps header field to the charging domain. This depends on whether the responsibility for identifying a possible service identification from the data lies with the P-CSCF or the charging domain.

***** NEXT MODIFICATION *****
5.2.6.3.8
Responses to a request for a standalone transaction

When the P-CSCF receives any response to the above request, the P-CSCF shall:

1)
store the values received in the P-Charging-Function-Addresses header field;

before forwarding the response to the UE in accordance with the procedures of RFC 3261 [26].

NOTE:
The P-CSCF can check the Feature-Caps header field(s) of 18x or 2xx response for the topmost occurance of the g.3gpp.icsi-ref feature tags in order to determine the IMS communication service supported for the standalone transaction. The information can be used e.g. for charging purpose.

Editor's note (WID TEI11, CR#3811): It is FFS whether to provide just the ICSI of the Feature-Caps header field or the complete Feature-Caps header field to the charging domain. This depends on whether the responsibility for identifying a possible service identification from the data lies with the P-CSCF or the charging domain.

***** NEXT MODIFICATION *****
5.2.6.3.12
Responses to a request for an unknown method that does not relate to an existing dialog


NOTE:
The P-CSCF can check the Feature-Caps header field(s) of 18x or 2xx response for the topmost occurance of the g.3gpp.icsi-ref feature tags in order to determine the IMS communication service supported for the transaction. The information can be used e.g. for charging purpose.

Editor's note (WID TEI11, CR#3811): It is FFS whether to provide just the ICSI of the Feature-Caps header field or the complete Feature-Caps header field to the charging domain. This depends on whether the responsibility for identifying a possible service identification from the data lies with the P-CSCF or the charging domain.

***** NEXT MODIFICATION *****
5.7.1.9
Use of ICSI and IARI values

Based on service logic, an AS can validate an ICSI value received in an Accept-Contact header field or received in a P-Asserted-Service header field and reject the request if necessary. 

A trusted AS may insert a P-Asserted-Service header field in a request for a new dialog or standalone transaction. An untrusted AS may insert a P-Preferred-Service header field in a request for a new dialog or standalone transaction. If the request is related to an IMS communication service that requires the use of an ICSI then the AS:

-
shall include the ICSI value (coded as specified in subclause 7.2A.8.2), for the IMS communication service that is related to the request in either a P-Asserted-Service header field or a P-Preferred-Service header field depending whether the AS is trusted or not according to RFC 6050 [121].

When an AS that is acting as a UA or initiating B2BUA or routeing B2BUA sends an initial request for a dialog or a request for a standalone transaction, the AS may include an Accept-Contact header field containing:

-
an ICSI value (coded as specified in subclause 7.2A.8.2) in a g.3gpp.icsi-ref media feature tag as defined in subclause 7.9.2 and RFC 3841 [56B]; and

-
one or more IARI values (coded as specified in subclause 7.2A.9.2) that are related to the request in a g.3gpp.iari-ref media feature tag as defined in subclause 7.9.3 and RFC 3841 [56B];

if the ICSI or IARIs for the IMS communication service and IMS application are known.

The AS may:

-
include the received ICSI and IARI values;

-
replace or remove received ICSI and IARI values; or

-
include new ICSI and IARI values.

When the AS acting as a UA or initiating B2BUA or routeing B2BUA sends a SIP request or a SIP response related to an IMS communication service, the AS may include in the Contact header field:

-
in a g.3gpp.icsi-ref media feature tag as defined in subclause 7.9.2 one or more ICSI values (coded as specified in subclause 7.2A.8.2); and

-
one or more IARI values (coded as specified in subclause 7.2A.9.2) in a g.3gpp.iari-ref media feature tag, for the IMS applications, that are related to the request as defined in subclause 7.9.2 and RFC 3840 [62];

if the ICSI or IARIs for the IMS communication service and IMS application are known. The AS may:

-
include the received ICSI and IARI values;

-
replace or remove received ICSI values; or

-
include new ICSI and IARI values.

When sending a 18x or 2xx response to a request on behalf of an originating user, then the AS may insert a Feature-Caps header field with the g.3gpp.icsi-ref media feature tag into the response according to draft-holmberg-sipcore-proxy-feature [190]. The g.3gpp.icsi-ref feature tag value is set according to subclause 7.9.2.
NOTE 3:
The AS can insert the Feature-Caps header field e.g. based on operator policy, IMS communication service specification or depending whether other AS already inserted the Feature-Caps header field with the g.3gpp.icsi-ref media feature tag in the response.
***** NEXT MODIFICATION *****
7.9.2
Definition of media feature tag g.3gpp.icsi-ref
Media feature-tag name: g.3gpp.icsi-ref.

ASN.1 Identifier: New assignment by IANA.

Editor’s note: The media feature-tag name is to be registered with IANA.

Summary of the media feature indicated by this tag: Each value of the Service Reference media feature-tag indicates the software applications supported by the agent. The values for this tag equal the IMS communication Service Identifier (ICSI) values supported by the agent.

The Service Reference media feature tag is defined to fulfil the requirements for forking to an appropriate UE when multiple UEs are registered and dispatch to an appropriate application within the UE based upon the IMS communication Service Identifier (ICSI) values as stated in 3GPP TS 23.228 [7].

Multiple tag-values can be included in the Service Reference media feature-tag.
When included in the Feature-Caps header field according to draft-holmberg-sipcore-proxy-feature [190], the value of this tag contains the IMS communication service identifier (ICSI) of the IMS communication service supported for use:

-
in the standalone transaction (if included in a request for a standalone transaction or a response associated with it); or
-
in the dialog (if included in an initial request for dialog or a response associated with it);

by the entity which included the Feature-Caps header field.
Editor's note (WID: TEI11, CR 3812): the feature tag needs to be re-registered with IANA after the draft-holmberg-sipcore-proxy-feature becomes stable.
Values appropriate for use with this feature-tag: Token with an equality relationship.

The feature-tag is intended primarily for use in the following applications, protocols, services, or negotiation mechanisms:

This feature-tag is most useful in a communications application, for describing the capabilities of a device, such as a phone or PDA.

Examples of typical use: Routeing an IMS Communication Session to a device that supports a particular software application or understands a particular service.

Related standards or documents:

3GPP TS 24.229: "IP Multimedia Call Control Protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP), stage 3"

Security Considerations: Security considerations for this media feature-tag are discussed in subclause 11.1 of RFC 3840 [6]. 

***** END MODIFICATION *****



