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****************** change 1 ******************

D.x
XML schema for events
D.x.1
General
This subclause defines XML schema and MIME type for event transport. 

In the present document, the MIME type is used for transfer of information for CS to PS SRVCC. The MIME type is extendable and can be used for future events too.
D.x.2
XML schema

<?xml version="1.0" encoding="UTF-8"?>

<xs:schema

  xmlns:xs="http://www.w3.org/2001/XMLSchema"

  elementFormDefault="qualified"

  attributeFormDefault="unqualified">

  <xs:element name="event" type="eventType"/>

  <xs:complexType name="eventType">

    <xs:sequence>

      <xs:any namespace="##any" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>

    </xs:sequence>

    <xs:attribute name="event-type" type="xs:unsignedInt"/>
    <xs:anyAttribute namespace="##any" processContents="lax"/>

  </xs:complexType>

  <xs:element name="UE-info" type="UE-infoType"/>

  <xs:complexType name="UE-infoType">

    <xs:sequence>

      <xs:element name="SDP" type="SDPType"/>

      <xs:any namespace="##any" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>

    </xs:sequence>

    <xs:anyAttribute namespace="##any" processContents="lax"/>

  </xs:complexType>
  <xs:simpleType name="SDPType">
    <xs:restriction base="xs:string">
      <xs:whiteSpace value="preserve"/>
    </xs:restriction>
  </xs:simpleType>

  <xs:element name="PS-reg-info" type="PS-reg-infoType"/>

  <xs:complexType name="PS-reg-infoType">

    <xs:sequence>

      <xs:element name="ATCF-Management-URI" type="xs:anyURI" minOccurs="0"/>

      <xs:element name="C-MSISDN" type="xs:anyURI" minOccurs="0"/>

      <xs:element name="ATU-STI" type="xs:anyURI" minOccurs="0"/>

      <xs:element name="anyExt" type="xs:anyExtType" minOccurs="0"/>

      <xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>

    </xs:sequence>

    <xs:attribute name="Path-URI" type="xs:anyURI"/>

    <xs:anyAttribute namespace="##any" processContents="lax"/>

  </xs:complexType>
  <xs:element name="transfer-details" type="xs:base64Binary"/>

  <xs:element name="Setup-info" type="Setup-infoType"/>

  <xs:simpleType name="directionType">

     <xs:restriction base="xs:string">

        <xs:enumeration value="initiator"/>

        <xs:enumeration value="receiver"/>

     </xs:restriction>

  </xs:simpleType>

  <xs:complexType name="Setup-infoType">

    <xs:sequence>

      <xs:element name="C-MSISDN" type="xs:anyURI"/>

      <xs:element name="ATU-STI" type="xs:anyURI" minOccurs="0"/>

      <xs:element name="direction" type="directionType"/>

      <xs:any namespace="##any" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>

    </xs:sequence>

    <xs:anyAttribute namespace="##any" processContents="lax"/>

  </xs:complexType>
  <xs:element name="MSC-info" type="MSC-infoType"/>

  <xs:complexType name="MSC-infoType">

    <xs:sequence>

      <xs:element name="Management-URI" type="xs:anyURI" minOccurs="0"/>

      <xs:any namespace="##any" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>

    </xs:sequence>

    <xs:attribute name="Path-URI" type="xs:anyURI"/>

    <xs:anyAttribute namespace="##any" processContents="lax"/>

  </xs:complexType>
  <xs:complexType name="anyExtType">

    <xs:sequence>

      <xs:any namespace="##any" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>

    </xs:sequence>

  </xs:complexType>

</xs:schema>

D.x.3
Semantic
D.x.3.1
General
The <event> element is the root element of the XML document. The <event> element:

1)
contains the "event-type" attribute which indicates the event type; and

2)
can contain subelements related to the event type indicated by the "event-type" attribute.

NOTE:
The subelements of the <event> are validated by the <xs:any namespace="##any" processContents="lax" minOccurs="0" maxOccurs="unbounded"/> particle of the <event> element.

The following applies for the "event-type" attribute of the <event> element:

-
sender of the XML does not set the "event-type" attribute to any value other than those described in this section; and

-
recipient of the XML ignores the <event> element with "event-type" attribute containing a value other than those described in this section.

<anyExt> element contains optional elements defined by future version of this document. 

Recipient of the XML ignores any unknown element and any unknown attribute.

D.x.3.2
Requirements for individual events
If the "event-type" attribute of the <event> element is 7, then the <event> element contains the UE information for CS to PS SRVCC and the <event> element contains the <UE-info> element.
The <SDP> element contains the SDP describing the set of media streams and codecs the UE wishes to use, along with the IP addresses and ports the UE would like to use to receive the media in session transferred in any later CS to PS SRVCC procedure.
If the "event-type" attribute of the <event> element is 2, then the <event> element contains information about the registration path of the UE over a PS domain and the <event> element contains the <PS-reg-info> element.

The <PS-reg-info> element contains:

-
the "Path-URI" attribute identifying the MSC server URI for terminating calls used by MSC server when registering the UE;

-
optionally the <ATCF-Management-URI> element containing the ATCF management URI of the ATCF used in the registration path of the UE over a PS domain. Absence of this element indicates that the CS to PS SRVCC is disabled;
-
optionally the <C-MSISDN> element containing the C-MSISDN of the served SC UE. Absence of this element indicates that the CS to PS SRVCC is disabled; and 
-
optionally the <ATU-URI> element containing the ATU-STI of the SCC AS. Absence of this element indicates that the CS to PS SRVCC is disabled.
If the "event-type" attribute of the <event> element is 3, then the <event> element indicates that MSC server notifies ATCF to about imminent CS to PS SRVCC access transfer. The <event> element does not contain any subelements.

If the "event-type" attribute of the <event> element is 4, then the <event> element indicates that ATCF is ready for the CS to PS SRVCC access transfer and the <event> element contains the <transfer-details> element.
The <transfer-details> contains the content according to subclause D.x.3.2.
NOTE: Binary data are encoded according to the XML type base64Binary.
If the "event-type" attribute of the <event> element is 5, then the <event> element indicates that MSC server requests ATCF to perform the CS to PS SRVCC access transfer, i.e. to start sending media towards the UE instead towards the MSC server enhanced for ICS. The <event> element does not contain any subelements.

If the "event-type" attribute of the <event> element is 6, then the <event> element indicates that MSC server establishes a session using ATCF in the registration path of the UE over a PS domain and the <event> element contains the <Setup-info> element. The <Setup-info> element contains:

-
the <C-MSISDN> element containing the C-MSISDN of the served SC UE;
-
the <ATU-URI> element containing the ATU-STI of the SCC AS; and.
-
the <direction> element indicating the role of the MSC server in the session set up.
If the "event-type" attribute of the <event> element is 8, then the <event> element indicates the MSC server information for CS to PS SRVCC and the <event> element contains the <MSC-info> element. The <MSC-info> element contains:

-
the "Path-URI" attribute identifying the MSC server URI for terminating calls used by MSC server when registering the UE; and
-
the <Management-URI> element containing the MSC management URI for receiving SIP requests where the MSC server performs the UAS role.
D.x.3.3
Configuration information details
The configuration information is encoded in the structure shown in the figure D.x.3.2-1 and table D.x.3.2-1. 
The configuration information can be used to indicate the ATGW SDP describing the speech media component of the session transferred by the CS to PS SRVCC access transfer.
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Figure D.x.3.2-1: Configuration information element 

Table D.x.3.2-1: Configuration information element 

	Extensions (octet 1)
Reserved for future use. Ignored by the receiving entity.
Container list (octets 2 to v)

The container list contains a variable number of logical units which can occur in an arbitrary order within the container list.

Each unit is of variable length and consists of:

-
the container identifier (2 octets);
-
the length of the container identifier content of the unit (1 octet); and
-
the container identifier content itself (n octets).

The container identifier field contains the hexadecimal coding of the container identifier. Bit 8 of the first octet of the container identifier field contains the most significant bit and bit 1 of the second octet of the container identifier field contains the least significant bit.

If the container list contains a container identifier that is not supported by the receiving entity the corresponding unit shall be discarded. 

The length of the container identifier content field contains the binary coded representation of the length of the container identifier content field of a unit. The first bit in transmission order is the most significant bit.

In this version of the protocol, the following container identifiers are specified:

-
0001H (ATGW-IPv6-address);

-
0002H (ATGW-IPv4-address);

-
0003H (ATGW-audio-UDP-port);

-
0004H (ATGW-speech-payload-type); and

-
0005H (ATGW-DTMF-payload-type).

When the container identifier indicates ATGW-IPv6-address, the container identifier content field contains one IPv6 address of ATGW, for receiving the media from the UE, of the speech media component of the session transferred by the CS to PS SRVCC access transfer. Bit 8 of the first octet of the container identifier content field contains the most significant bit and bit 1 of the sixteenth octet of the container identifier content field contains the least significant bit. If the length of container identifier content is different from sixteen octets, then it shall be ignored by the receiver. 

When the container identifier indicates ATGW-IPv4-address, the container identifier content field contains one IPv4 address of ATGW for receiving the media from the UE, of the speech media component of the session transferred by the CS to PS SRVCC access transfer. Bit 8 of the first octet of the container identifier content field contains the most significant bit and bit 1 of the forth octet of the container identifier content field contains the least significant bit. If the length of container identifier content is different from four octets, then it shall be ignored by the receiver.

When the container identifier indicates ATGW-audio-UDP-port, the length of container identifier content indicates a length equal to two. The container identifier content field contains the binary coded representation of the UDP port, of ATGW, for receiving the media from the UE, of the speech media component of the session transferred by the CS to PS SRVCC access transfer. Bit 8 of the first octet of the container identifier content field contains the most significant bit and bit 1 of the second octet of the container identifier content field contains the least significant bit. If the length of container identifier content is different from two octets, then it shall be ignored by the receiver.

When the container identifier indicates ATGW-speech-payload-type, the length of container identifier content indicates a length equal to 1. The container identifier content field contains the binary coded representation of the payload type which the ATGW wishes UE to use when sending the media of the speech media component of the session transferred by the CS to PS SRVCC access transfer. The first bit in transmission order is the most significant bit. If the length of container identifier content is different from one octet, then it shall be ignored by the receiver.

When the container identifier indicates ATGW-DTMF-payload-type, the length of container identifier content indicates a length equal to 1. The container identifier content field contains the binary coded representation of the payload type which the ATGW wishes UE to use when sending the media containing DTMF of the session transferred by the CS to PS SRVCC access transfer. The first bit in transmission order is the most significant bit. If the length of container identifier content is different from one octet, then it shall be ignored by the receiver.


D.x.4
IANA registration template

Editor’s note [rSRVCC, CR#0529]: The MIME type "application/vnd.3gpp.event+xml" as defined in this subclause is to be registered in the IANA registry for Application Media Types based upon the following template. The registration is to be started when work on the rSRVCC WID completes.
MIME media type name:
application

MIME subtype name:

vnd.3gpp.event+xml
Required parameters: 
None

Optional parameters: 

"charset"
the parameter has identical semantics to the charset parameter of the "application/xml" media type as specified in IETF RFC 3023 [21].

"et"
when the MIME type is included in the Accept header field, the "et" parameter value is a comma delimited list of the values of the "event-type" attribute of the <event> root element which the sender of the Accept header field is able to receive.

Encoding considerations:

Same as encoding considerations of application/xml as specified in IETF RFC 3023 [21]. 
Security considerations: 

Same as general security considerations for application/xml as specified in section 10 of IETF RFC 3023 [21]. In addition, this content type provides a format for exchanging information in SIP, so the security considerations from IETF RFC 3261 [19] apply.

Interoperability considerations:

Same as interoperability considerations as specified in section 3.1 of IETF RFC 3023 [21]. Any unknown XML elements and any unknown XML attributes are to be ignored by recipient of the MIME body.

Published specification: 

3GPP TS 24.237 "IP Multimedia Subsystem (IMS) Service Continuity", version 11.1.0, available via http://www.3gpp.org/specs/numbering.htm.
Applications which use this media: 

Applications support the service continuity as described in the published specification.

Intended usage: 

COMMON

Additional information:

1.
Magic number(s): none

2.
File extension(s): none

3.
Macintosh file type code: none

4.
Object Identifiers: none

