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1. Introduction
The following requirements are specified in TS 23.228, see extract from TS 23.228 below:

4.2.1.3
Dynamic services interactions handling

4.2.1.3.1
Service information exchanged between Application Servers

To avoid conflicting interactions between services they execute, different ASs involved in the same IMS session (within an operator network or across networks) shall be able to exchange the following service interaction information:

-
indication of services that have been performed, and

-
optionally, additional indication of services that should be further avoided.

4.2.1.3.2
Handling by the Application Server

If an AS provides one or more services, the AS may include service interaction information in SIP signalling, identifying the service that it has executed.

If an AS provides one or more services which are known to be negatively impacted by the subsequent execution of a service by another AS, the AS may include, in addition to the an indication of the services executed, service interaction information in SIP signalling, indicating the services that should be avoided.

An AS receiving a SIP message containing an indication

-
that a service has been executed previously, and/or

-
that a service should be avoided,

may, depending on local policy, take this information into account. The service interaction information shall be such that an AS receiving this information should not be able to misinterpret the information and shall ignore such information that it does not recognize.

The IBCF shall remove any service interaction information not in compliance with service level agreements with other domains.

Service interaction information for standardized services shall be standardized but there shall also be the ability to exchange globally unique service information for non-standardized services.

Upon of discussion of   C1-113007 (analyzing different ways to carry service interaction related information in SIP) in CT1-73, it was agreed that CT1 should collect the related requirements and give them as input to IETF in order to specify the necessary SIP mechanisms

This document discusses the requirement that CT1 should provide to IETF, based on TS 28.228 requirements and provide concretes examples to push these requirements in IETF.
2. SIP Requirements 
TS 23.228 requirements can be summarized as follows:
· An AS may include in SIP signalling identification of the service that it has executed and/or services that should be avoided. 
· An AS receiving a SIP message containing these indications may, depending on local policy, take this information into account
· The service interaction information shall be such that an AS receiving this information should not be able to misinterpret the information and shall ignore information that it does not recognize
· Service interaction information for standardized services shall be standardized but there shall also be the ability to exchange globally unique service information for non-standardized services. 
· The IBCF shall remove any service interaction information not in compliance with service level agreements with other domains.
The above requirements imply the following requirements for SIP signaling:
· Requirements 1: A SIP UA or Proxy shall be able to include; in an initial SIP request, an indication of the service/feature that it has executed.
· A SIP UA or Proxy shall be able to include; in an initial SIP request, a suppression desire for specific  services/features that might be executed by other SIP elements in the signalling path.
· Requirements 2: AS SIP UA or Proxy which receives, in an initial  SIP request, an indication that specific services/features have been executed and/or services/features that other SIP entities desire their suppression , for the related session/transaction, may take into account completely or partially this information to decide its behaviour for the related session/transaction.    
· Requirements 3: It must be possible to exchange service interaction related information between non-adjacent SIP elements involved in the same session/transaction. Therefore, it must be possible that service interaction related information cross transparently B2BUA elements even if these elements do not support this information. Also, it must be possible that a SIP request/response contains multiple service interaction information inserted by different SIP elements.   

· Requirements 4: service interaction related information in initial SIP request must not lead a SIP UA or SIP Proxy that receives this information to misinterpret it.
· Requirements 5: It must be possible to standardize identifiers for services/features. However, it must be possible to use within a private domain non standard identifiers for services/features. Hence, it shall be possible for a SIP UA/proxy to distinguish standard identifiers from non-standard identifiers.
· Requirements 6: A SIP UA or Proxy may remove, from a SIP request, information related to service interaction. Hence, a SIP UA or Proxy shall be able to remove this information.

3. Illustration scenarios/use cases
3.1 “Alarm call” & Call diversion 
When the AS initiates an alarm call (e.g. for alerting users in a certain physical location for a emergence case).  It makes no sense if this call will be forwarded by the terminating AS for the call destination.  The "Alarm Call” AS needs to indicate that a call diversion on terminating side is not wished.

3.1.1 Handling for this scenario

The two interacting services are:

· “alarm call”, hosted by AS1 at the originating side

· CDIV, hosted by AS2 at the terminating side

AS1 is aware that the “alarm call” service it provides is incompatible with the subsequent execution of CDIV by another AS. Therefore, AS1 includes the following information in the SIP signalling:

1. an indication that “alarm call” has been performed

2. an indication that CDIV should be avoided.

This indication is carried in the SIP signalling to AS2.

AS2 detects the indication that CDIV should be avoided, and consequently refrains from performing CDIV Service Feature. 

AS2 does not need to know anything about the “alarm call” service: based on the 2nd indication, AS2 knows that it should not perform CDIV. However, should AS2 be upgraded after the introduction of “alarm call” service, it would have, thanks to the 1st indication, knowledge that this service was performed, and based on that, it could make a final judgement on whether or not to disable CDIV.

3.2 Outgoing Call Screening and directory enquiry 
The user has an Outgoing Call Screening provided by a TAS which forbids calls to some destinations. This user calls a directory service provided by an AS reached with a Public User Identity. This service provides the option to connect the caller with the destination after the directory query.

3.2.1 Handling for this scenario

The two interacting services are:

· Outgoing Call Screening, hosted by the TAS at the originating side

· “connecting the user to a third party”, hosted by the directory AS, invoked as a terminating party.

The TAS is aware that the Outgoing Call Screening service it provides is incompatible with the subsequent connection of the user to a third party. Therefore, the TAS includes the following information in the SIP signalling:

1. an indication that Outgoing Call Screening has been performed

2. an indication that connecting the user to a third party should be avoided.

These indications are carried in the SIP signalling to the directory AS.

The directory AS detects the indication that “connecting the user to a third party” should be avoided, and consequently provides the directory service without offering the option to connect the caller with the destination after the directory query. The directory AS does not need to know anything about the Outgoing Call Screening service (which destinations are barred/allowed, etc), thanks to the 2nd indication. However, if the directory AS is enhanced enough to determine by how it should behave after Outgoing Call Screening has been performed, it could do so based on the 1st indication.

3.3 Anonymous call screening and Call Forwarding to voicemail / Call Waiting

The anonymous call screening service allows a user to request that anonymous callers be requested to identify themselves. The user is then provided with the vocal identification of the calling party before deciding to accept or reject the call. However, if that user also has a call forwarding to voicemail service, this service should be disabled when the "anonymous call screening" service is calling the user to provide the vocal identification of the caller. Similar interaction exists with Communication Waiting instead of Call Forwarding.

3.3.1 Handling for this scenario

The two interacting services are:

· Anonymous call screening, hosted by a dedicated AS at the terminating side

· CDIV to voicemail, hosted by a TAS at the terminating side

The "anonymous call screening" AS is aware that the service it provides is incompatible with the subsequent execution of CDIV or CW by another AS. Therefore, it includes the following information in the SIP signalling:

1. an indication that anonymous call screening has been performed

2. an indication that CDIV to voicemail and CW should be avoided.

These indications are carried in the SIP signalling to the TAS.

The TAS detects the indication that CDIV to voicemail and CW should be avoided, and consequently refrains from performing CDIV to voicemail or CW. The TAS rejects the session establishment request, which causes the “Stop Secret” AS to apply the same service logic as if the called user had declined to be connected with the caller.

Alternatively, if the TAS is not able to recognized if the target of CDIV is the voicemail or not, it forwards the call to the voicemail AS and includes a piece of service interaction information in SIP signalling, indicating that CDIV has been performed. Then, the voicemail AS detects that CDIV has been performed although CDIV to voicemail is to be avoided, and consequently rejects the call.

In addition, the provision of the indication that anonymous call screening has been performed, allows the TAS and the Voicemail AS to make a final decision if they are aware of this service.

3.4 Interaction between "Service Phone Number" and Call Diversion

"Service Phone Number" is a service that allows the user to dial a unique phone number to join a commercial or public service. The "Service  Phone Number" Application Server determines to which destination the call should be routed based on service logic criteria (e.g. location of the calling user, wishes of the calling users obtained after voice interaction, etc.).  

In some situations, the "Service Phone Number" Application Server needs to inhibit call diversion of the routed-to destination. Let's take the example of a service that allows the calling user to dial a unique number to join the nearest appropriate and available doctor. When the "Service Phone Number" AS routes the call to a given doctor, it needs to indicate that the call must not be diverted so that if this doctor is not available, it can re-route the call to another destination. 

3.4.1 Handling for this scenario

The two interacting services are:

· “Service Phone Number”, hosted by the “Service Phone Number” AS invoked with a PSI

· CDIV, hosted by the TAS at the terminating side

The “Service Phone Number” AS is aware that the “Service Phone Number” service it provides is incompatible with the subsequent execution of CDIV by another AS. Therefore, this AS includes the following information in the SIP signalling:

1. an indication that “Service Phone Number” has been performed

2. an indication that CDIV should be avoided.

This indication is carried in the SIP signalling to the terminating TAS.

The TAS detects the indication that CDIV should be avoided, and consequently refrains from performing CDIV Service Feature and rejects the session establishment request. The “Service Phone Number” AS receives the rejection and selects another destination. 

The TAS does not need to know anything about the “Service Phone Number” service, thanks to the Second indication. However, the TAS is still able to take another decision, for example based on the 1st indication.

4. Conclusion

It’s proposed to communicate to IETF the SIP requirement regarding the transport of information related to service interaction handling within SIP signaling described in section 2 along with the illustrating examples described in section 3.
