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Background
SRVCC is a network initiated handover procedure that at the moment is built on implicit assumption that the state of one or more calls in the UE is the same as the state of the calls in the SCC AS.

There are, however, situations when the UE or the SCC AS may have changed state of the call and the SIP message indicating change of the state of the call is sent by the UE or by the SCC AS but never reaches the SCC AS or the UE due to the HO command being sent to the UE and the UE is not ready with the handover procedure yet. 

Further, in case of handover from E-UTRAN/UTRAN(HSPA) to non DTM enabled GERAN the PS domain is no longer available during the call and any SIP message sent by the UE or the SCC AS is lost.

In such scenario two errors may occur:

1) states of the CS call(s) in UE and MSC server differ; and

2) transaction identifiers are assigned to different sessions in UE than in network.

The result may be hanging calls, ghost ringing or calls "cross connected" so that the user believes he/she is talking to one person but due to the "cross connection" he/she is talking to another person.

The list of situations when the state will be different on each side can be very long and the risk is that we will not find them all until the error occurs in real-life. This type of errors can be very hard to detect and track.

The issue is documented in an editor's note:

Editor's note: [aSRVCC] how to handle race condition of SRVCC access transfer and acceptance/rejection of waiting call is FFS
2
Example 1 (originating side)

SC UE A initiates a call. The 200 (OK) response to the INVITE request is lost due to an SRVCC handover. Both the SC UE and the network support PS to CS transfer of calls in the alerting phase.
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Source Access Leg:

1.
The SC UE initiates a call.

2.
The remote UE B sends a 183 (Session Progress) response. The response is forwarded to the SC UE.

3.
UPDATE requests and PRACK request are exchanged in the normal way.

4.
The remote UE B sends a 180 (Ringing) response. The response is forwarded to the SC UE.

5.
The remote UE B sends a 200 (OK) response. The response is forwarded towards the SC UE. 


(The 200 (OK) response never reaches the SC UE since the HO command reaches the SC UE first)
6.
The MSC server sends an INVITE request to the SCC AS. The Request-URI contains the STN-SR.
7.
The SCC AS updates the remote UE B with the MSC server media parameters.

8.
The remote UE sends the 200 (OK) response to the SCC AS.
9.
The SCC AS sends the 200 OK as response to the INVITE request due to STN-SR and the MSC server enters the N10 state.

10.
The SCC AS determines that a state check is needed since the ACK request was never received on the Source Access Leg.

New procedure introduced by the CR 520 and 521:

	11.
SCC AS sends an INFO request containing a request to check the state.

12.
The MSC server check the state in the SC UE by means of the STATUS ENQUIRY message using the procedure already specified in 3GPP TS 24.008.

13.
The SC UE sends a STATUS message containing the state U4.

14.
Since the state is different and a CONNECT message would place the SC UE in the correct state, the MSC server sends the CONNECT message to the SC UE.

15.
The SC UE moves to the Call active (U10) state.


NOTE: If the MSC server sends a "blind" CONNECT message just to be on the safe side to the UE would return a STATUS message indicating that a message was received in an incompatible call state and the MSC would release the call.
3
Example 2 (terminating side)

SC UE A receives a call. The 200 (OK) response to the INVITE request is lost due to an SRVCC handover. Both the SC UE and the network support PS to CS transfer of calls in the alerting phase.
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1. 
The remote UE initiates a call with the SC UE

2.
The SC UE sends a 183 (Session Progress) to the remote UE

3.
UPDATE requests, PRACK requests are sent as usual.

4.
An SRVCC handover is initiated when the user accepts the call. 

5.
The SC UE sends the 200 (OK) response but the response reaches never IMS.

6.
The MSC server sends the INVITE request due to STN-SR.

7.
The SCC AS updates the remote UE by means of an UPDATE request.

8.
When receiving the 200 (OK) response to the UPDATE the SCC AS sends a 183 (Session Progress) response to the MSC server.

9.
PRACK request are sent as usual

10.
The SCC AS sends an INFO request with state information (receiver,early) to the MSC server.

11.
The MSC server enter the state N7.

12.
The SC UE enters the state U10.

13.
The SC UE determines that a state check is needed since no ACK request is received and sends the STATUS ENQUIRY message to the MSC server.

14.
The MSC server sends the STATUS message indicating the Call received (N7) state.

15.
Since the states are different the SC UE determines that sending a CC CONNECT message would solve the problem.

16.
The MSC server sends the INFO request indicating that the call is answered.

17.
The SCC AS sends 200 OK respons towards the remote UE and towards the MSC server.

NOTE: If the SC UE sends (as the situation is in 3GPP TS 24.237 at the moment) a "blind" CONNECT message just to be on the safe side to the MSC server would return a STATUS message indicating that a message was received in an incompatible call state and the SC UE would release the call.

4.
Summary

The examples 1 and 2 are only two simple examples when a state mismatch is detected and solved but there are may more complex examples that will be detected with the same simple principle. However, in some cases there is no way for either the SC UE or the MSC server to solve the state mismatch. In those cases all transferred calls are released.

5.
Conclusion

By means of the STATUS ENQUIRY procedure specified in 3GPP TS 24.008 it is possible to detect and sometimes solve situations when there is a state mismatch between the SC UE and the MSC server.
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