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Introduction
This paper describes problems with the use of P-Associated-URI in relation to wildcarded public user identities in rel 8/9 and provides a proposal on how to solve them.
Background

In 3GPP rel 8, the wildcarded public user identity was introduced in support of e.g. enterprise service such as Business Trunking. It is defined in TS 23.003. Note that unlike the name suggests, a wildcarded public user identity is not public user identity, but a regular expression to be used when matching (e.g. in HSS) or asserting (e.g. in P-CSCF) a public user identity. The P-Associated-URI was used to also carry wildcarded public user identities from S-CSCF to the P-CSCF / UE. However after updates to TS 24.229 the following problems were identified

· A wildcarded public identity in the form of a Tel URI, e.g. tel:+123![0-9]{3}! can not be included in a P-Associated-URI (RFC3455). RFC3455 allows both SIP and Tel URI, but a wildcarded public user identity in the form of a Tel URI is not a syntactical valid Tel URI, so a SIP Parser receiving a SIP Response with a P-Associated-URI would consider the header syntactically invalid and drop the message.

· A wildcarded public identity in the form or a SIP URI, e.g. sip:!.*!@domain.com is a (strange but) valid SIP URI. But an entity receiving the P-Associated-URI doesn’t know if a SIP URI is a distinct or wildcarded public user identity. TS 24.229 rel 8/9 is ambiguous as it doesn’t tell how a receiver of the P-Associated-URI can distinguish between the two. 
The ambiguity exists in the P-CSCF / UE. It does not exist in the HSS, S-CSCF or I-CSCF, because a wildcarded public user identity is a unique field/AVP.
Usage of P-Associated-URI in TS 24.229 rel 9 is the same as in rel 8.

In rel 10 TS 24.229 was updated.
· The P-Associated-URI will only carry distinct public user identities.
· The RegEvent document was extended to carry the wildcarded public user identities.

Discussion  

TS 24.229-8f0, ch 5.2.2.1 specifies
When the P-CSCF receives a 200 (OK) response to a REGISTER request, the P-CSCF shall check the value of the registration expiration interval value. When the registration expiration interval value is different than zero, then the P-CSCF shall:
3) 
store the public user identities and wildcarded public user identities, found in the P-Associated-URI header field value, including any associated display names, and any parameters associated with either the user or the identities of the user, and associate them to the registered public user identity, i.e. the registered public user identity and its associated set of implicitly registered public user identities and implicitly registered wildcarded public user identities are bound to the contact address and security association or TLS session over which the REGISTER request was received;
TS 24.229-8f0, ch 5.4.1.2.2F specifies

If a 200 (OK) response is to be sent for a REGISTER request, the S-CSCF shall, in addition to any contents identified elsewhere in subclause 5.4.1.2, include:

b)
a P-Associated-URI header field containing the list of the registered public user identity and its associated set of implicitly registered public user identities and wildcarded public user identities. The first URI in the list of public user identities supplied by the HSS to the S-CSCF will indicate the default public user identity to be used by the S-CSCF. The public user identity indicated as the default public user identity must be a registered public user identity. The S-CSCF shall place the default public user identity as the first entry in the list of URIs present in the P-Associated-URI header field. The default public user identity will be used by the P-CSCF in conjunction with the procedures for the P-Asserted-Identity header field, as described in subclause 5.2.6.3. If the S-CSCF received a display name from the HSS for a public user identity, then the S-CSCF shall populate the P-Associated-URI header field entry for that public identity with the associated display name. The S-CSCF shall not add a barred public user identity to the list of URIs in the P-Associated-URI header field;

Q1: 
What happens if in rel 8/9 in the HSS a wildcarded public user identity in the form or a Tel URI, e.g. tel:+123![0-9]{3}! (called wIMPU1 hereafter) is defined as part of an Implicit Registration Set?

A1:
At Registration wIMPu1 will be transferred to the S-CSCF, which executes the procedure as described above. But the S-CSCF can not execute that procedure as wIMPU1 is not a syntactical valid Tel URI. The architecture is broken. Wildcarded identities of the form Tel URI (i.e. number ranges) can not be used in rel 8/9. This is also the assumption in the remainder of this chapter.

Q2: 
What happens if in rel 8/9 in the HSS a wildcarded public user identity in the form or a SIP URI, e.g. sip:!.*!@domain.com (called wIMPU2 hereafter) is defined as part of an Implicit Registration Set?

A2:
At Registration wIMPU2 will be transferred to the S-CSCF, which executes the procedure as described above. The S-CSCF includes wIMPU2 in the P-Associated-URI. The behaviour of the P-CSCF will be ambiguous because:

· The P-CSCF may regard wIMPU2 as distinct SIP URI because it conforms to the properties of a Public User Identity as specified in TS 23.003, ch 13.4. 

The P-CSCF will never execute wildcarded matching and the content of the P-Asserted-Identity send by the P-CSCF will typically be default public identity. The called party will not receive the identity of the calling party.

A special case is where the UE send a SIP Request with P-Preferred-Identity: sip:!.*!@domain.com. The P-CSCF will allow this PPI and copy it to the P-Asserted-Identity when forwarding the request to the S-CSCF. The S-CSCF will try to locate the user profile, but not find it as there is no profile with this key. The S-CSCF will use the “Registration/deregistration notification procedure” to download the user profile from the HSS and set the AVP “Public User Identity” to the content of the P-Asserted-Identity. The HSS may find a match against the wildcarded identity. If there is a match the HSS returns the user profile after which the S-CSCF may invoke an AS. The AS may or may not serve a user with this identity.
If the HSS receives an Public User Identity AVP with sip:!.*!@domain.com, it will find a match against sip:!.*!@domain.com stored in an IMS Subscription.
However if the HSS receives a Public User Identity AVP sip:+123![0-9]{3}!@domain.com, it will probably not find a match because it does not match sip:+123![0-9]{3}!@domain.com.
The P-Asserted-Identity will also end-up in charging data and may result in problems in post processing.

· The P-CSCF may regard wIMPU2 as a wildcarded public user identity, because it conforms to the properties of a Wildcarded Identity as specified in TS 23.003, ch 13.5. Note that this provides only support for wildcarded SIP URI matching.

Note: a SIP URI with user=phone is treated as a telephone number in the P-CSCF, and thus will be asserted against a wildcarded public user identity of the form Tel URI. For example: sip:+123456@domain.com;user=phone will not match against sip:!.*!@domain.com. 
As a result of this ambiguity it may happen that different P-CSCFs in an operator’s network behave differently. 
Q3:
What happens if a rel 7 P-CSCF is connected to a rel 8/9 S-CSCF/HSS?
Note that in rel 7 there is no support for wildcarded public user identities.
A3:
The P-CSCF connected to a rel 8/9 S-CSCF/HSS may receive a wildcarded public user identity in the form of a SIP URI in the P-Associated-URI. The P-CSCF treats this wildcarded public user identity as a distinct SIP URI. So the P-CSCF will accept a SIP Request with P-Preferred-Identity: sip:!.*!@domain.com. Details of this use case have been described earlier.
Allowing the above P-Preferred-Identity is unwanted behaviour.
Q4:
What happens if a rel 7 P-CSCF is connected to a rel 10 S-CSCF/HSS?
Note that in rel 7 there is no support for wildcarded public user identities.
A4:
The P-CSCF connected to a rel 10 S-CSCF/HSS will only receive a distinct public user identity in the P-Associated-URI. The P-CSCF will not understand the extension to the RegEvent document introduced in rel 10 for wildcarded identities. This combination will result in reduced functionality because the P-CSCF will only accept distinct identities. The called party does not get the real identity from the calling party.
Q5:
What happens if rel 8/9 P-CSCF is connected to a rel 10 S-CSCF/HSS?
A5:
The S-CSCF will not include wild-carded Identities in the P-Associated-URI and the P-CSCF will not understand the extension to the RegEvent introduced in rel 10. Although the P-CSCF does support the procedures for wildcarded identities, it can not execute them, because it no longer receives the information. Rel 10 is not backward compatible to rel 8/9.

Q6:
Is it acceptable in rel 8/9 that wildcarded public user identity handling doesn’t work for global number ranges?
A6:
The answer to this is probably no.
Conclusion

Although 24.299 rel 8/9 specifies support wild-carded public user identities it has numerous problems making the functionality not usage.
If CT1 agrees with the analysis & conclusions, a decision is needed on how to address this for rel 8/9. The proposed solution is the following: update rel 8/9 to also use the RegEvent as defined in Rel 10 and later.
Accompanying CR are submitted for proposed solution.
