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1. Introduction
Extended Access Barring (EAB) is introduced as a Rel-10 mechanism in GERAN, and a Rel-11 mechanism in UTRAN and E-UTRAN for the operator(s) to control Mobile Originating access attempts from UEs that are configured for EAB in order to prevent overload of the access network and/or the core network [1].
In RAN2#75 meeting, RAN2 has discussed the SA1 Rel-11 requirements on EAB and agreed that EAB in UTRAN and E-UTRAN will be handled in the Access Stratum (AS) layer. However it was still not fully clear how “UE configured for EAB” should be interpreted by RAN2. Hence, RAN2 sent an LS [2] to SA1 and CT1 to confirm some key questions.

This discussion paper attempts to discuss the key issues related to EAB in UTRAN and E-UTRAN (including the questions asked by RAN2 in their LS) and provides the analysis and proposals from CT1 perspective.

2. Discussion

2.1 EAB profiles
As asked by RAN2 in their LS Question 1 and Question 2 that whether the EAB configuration is applied on per UE device basis or per RRC Connection establishment basis (e.g. depending on the application).
As indicated in Stage 2 3GPP TS 23.060 [3] v10.5.0 sub-clause 5.3.13.3, quote:

"A subscriber can by agreement with its operator be required to use MSs that are configured (see TS 24.368 [111]) to support one or more of the following options:

…

-     MS configured for Extended Access Barring; and/or

…

Post-manufacturing configuration of these options in the MS can be performed only by OMA DM or (U)SIM OTA procedures. MSs capable of the above options should support configuration of these options by both OMA DM and (U)SIM OTA procedures. "
Furthermore, it is also highlighted in Stage 3 3GPP TS 23.122 [4] v11.0.0 sub-clause 3.4.1, quote:
"The MS can be configured for EAB in the USIM (see 3GPP TS 31.102 [40]) or in the ME (see 3GPP TS 24.368 [50]). An MS that supports EAB shall follow the EAB mechanism (see 3GPP TS 24.008 [23], 3GPP TS 24.301 [23A], 3GPP TS 44.018 [34], 3GPP TS 25.331 [33], 3GPP TS 36.331 [42]) when configured for EAB. "
Based on the above highlighted text, one can see that in Rel-10 and Rel-11, the EAB is a UE device based mechanism, i.e. all RRC connection establishment requests (except for emergency calls and Mobile Terminating calls) from a UE configured EAB will be subject to EAB. Moreover, it can easily conclude that such EAB configuration is a more permanent setting and will not be changed often.
Proposal 1: EAB configuration is a UE device based mechanism and will not be changed often.
2.2 EAB vs. low access priority
As asked by RAN2 in their LS Question 3 that whether the EAB configuration and the low access priority configuration are one-to-one mapped (i.e. low priority access requests will always be subject to EAB).
As indicated in Stage 2 3GPP TS 23.060 [3] v10.5.0 sub-clause 5.3.13.3, quote:

"MSs can be configured for one or more of the above options with the following restrictions:

-
in this Release of the specification, an MS that is configured for low access priority shall also be configured for Extended Access Barring; and

-
in this Release of the specification, an MS that is configured for Extended Access Barring shall be configured for low access priority."
One can clearly see in Rel-10, the EAB configuration and the low access priority configuration are one-to-one mapped. If the above restrictions are not changed in Rel-11, then such one-to-one mapping is also applicable in UTRAN and E-UTRAN.
For a UE configured for low access priority (the term “configured for NAS signalling low priority” is used in Stage 3), the mapping of NAS procedure to RRC establishment cause and call type are defined in 3GPP TS 24.301 [5] Annex D.1. The following RRC establishment causes can be provided from the NAS layer to the AS layer by a UE configured for low access priority in the different scenarios:
(1) Emergency call (when such UEs initiate an emergency call);
(2) High priority access AC 11 – 15 (when such UEs are accessing the network with access class 11 – 15);
(3) MT access (when such UEs are responding the MT paging); or
(4) Delay tolerant (in other scenarios).
AS specified in SA1 3GPP TS 22.011 [1] v11.0.0 sub-clause 4.3.4, quote:

"-
If a UE that is configured for EAB initiates an emergency call or is a member of an Access Class in the range 11-15 and according to clause 4.3.1 that Access Class is permitted by the network, then the UE shall ignore any EAB information that is broadcast by the network."
If the RRC establishment cause received by the AS layer of such UEs is "Emergency call", the access request will not be subject to EAB. For RRC establishment cause "High priority access AC 11 – 15", if that Access Class is not barred, then the request will also not be subject to EAB. On the other hand, as indicated in Stage 2 3GPP TS 23.401 [6] v10.5.0 sub-clause 4.3.17.4, normally, the operator will not configure to use Access Class 11-15 for UEs configured for low access priority. Quote:
"NOTE 3:
The configuration of a UE for low access priority and Access Class 11-15 are configured independently of each other. However, the home operator can take care to prevent a subscription for Access Class 11-15 from being used in a UE configured for low access priority. "
Furthermore, SA1 also has specified that the EAB mechanism is only applied to the Mobile Originating access attempts from UEs that are configured for EAB. Hence, for the RRC establishment cause set to "MT access", the access request will also not be subject to EAB.
Now one can see that only the access request with RRC establishment cause set to "Delay tolerant" will be subject to EAB for UEs configured for EAB. Hence, the UE AS layer can determine to perform the EAB access control based on whether the received RRC establishment cause from the NAS layer is "Delay tolerant" or not. No other NAS information (e.g. new RRC establishment cause or new Call type) needs to be provided.
Proposal 2: EAB configuration and low access priority configuration are one-to-one mapped.
Proposal 3: UE AS layer can perform EAB access control based on the received RRC establishment cause "Delay tolerant" from the NAS layer. No other NAS information needs to be provided.
2.3 EAB categories
As specified in SA1 3GPP TS 22.011 [1] v11.0.0 sub-clause 4.3.4, quote:

"-
EAB information shall define whether EAB applies to UEs within one of the following categories: 

a) 
UEs that are configured for EAB;

b) 
UEs that are configured for EAB and are neither in their HPLMN nor in a PLMN that is equivalent to it; 

c)  
UEs that are configured for EAB and are neither in the PLMN listed as most preferred PLMN of the country where the UE is roaming in the operator-defined PLMN selector list on the SIM/USIM,  nor in their HPLMN nor in a PLMN that is equivalent to their HPLMN."
In order to perform EAB access control, the UE should know which EAB categories it belongs to. The above defined each EAB category is a superset of another to follow, i.e., a) ( b) ( c). The category a) means all the EAB configured UEs will be subject to EAB. The category b) means only EAB configured UEs in VPLMN (which RPLMN is not in (E)HPLMN) will be subject to EAB. The category c) means only EAB configured UEs in VPLMN if the RPLMN is neither (E)HPLMN nor in the operator PLMN list will be subject to EAB. 
For the category a), the UE AS layer can determine based on the RRC establishment cause set to "Delay tolerant" provided from the NAS layer. For the category b) (a sub-category of a)), the UE AS layer can further determine based on the current RPLMN. As specified in RAN2 3GPP TS 36.331 [7] sub-clause 5.3.3.4, quote:
"1> set the content of RRCConnectionSetupComplete message as follows:

2>
set the selectedPLMN-Identity to the PLMN selected by upper layers (see TS 23.122 [11], TS 24.301 [35]) from the PLMN(s) included in the plmn-IdentityList in SystemInformationBlockType1;"
During the RRC connection establishment, the UE NAS layer will indicate the current RPLMN to the UE AS layer. For the category c) (a sub-category of b)), the UE AS layer can further determine based on the operator-defined PLMN selector list. Due to such operator-defined PLMN list is stored in the SIM/USIM, the UE AS layer can know this based on the UE internal implementation, similar to today’s case of the EHPLMN list.
It is important to bear in mind that for the common Access Control (ACB) performed at the UE AS layer, the AS layer should also need to know whether the UE is in its (E)HPLMN or VPLMN of home country. As specified in SA1 3GPP TS 22.011 [1] v11.0.0 sub-clause 4.3.1, quote:
"Access Classes are applicable as follows:

Classes 0 - 9
  -       Home and Visited PLMNs;

Classes 11 and 15
  -       Home PLMN only if the EHPLMN list is not present or any EHPLMN;

Classes 12, 13, 14
-
Home PLMN and visited PLMNs of home country only. For this purpose the home country is defined as the country of the MCC part of the IMSI."
Hence, if the EAB is performed at the AS layer, the AS layer can also determine the EAB category based on the existing NAS information and internal implementation. No further new NAS information needs to be provided from the NAS layer.

Moreover, it has discussed in CT1# 73 meeting that the NAS layer can directly provide the EAB category information to AS layer to assist EAB access control [8]. Agree that such NAS-based solution can also work well. However, based on the latest RAN2 agreement that EAB in UTRAN and E-UTRAN will be handled at AS layer and the above analysis on EAB category determination at AS layer, it is not wise to adopt the NAS-based solution if the AS layer can do this by itself. One can see such NAS-based solution has several cons:

(a) NAS layer will be impacted: the new NAS information or new RRC establishment cause value/call type needs to be defined;
(b) AS layer will be impacted: the AS layer should interpret the new NAS information or new RRC establishment cause value/call type;
(c) Make the UE implementation complicated: EAB is implemented at AS layer, but much depends on the NAS information. The NAS layer and the AS layer will be more tightly coupled.
Proposal 4: UE AS layer can determine the EAB category based on the existing NAS information (i.e. RRC establishment cause and RPLMN) and internal implementation. No other NAS information needs to be provided.
3. Conclusion

This discussion paper analysed the key issues related to EAB in UTRAN and E-UTRAN and made the following proposals:

Proposal 1: EAB configuration is a UE device based mechanism and will not be changed often.
Proposal 2: EAB configuration and low access priority configuration are one-to-one mapped.
Proposal 3: UE AS layer can perform EAB access control based on the received RRC establishment cause "Delay tolerant" from the NAS layer. No other NAS information needs to be provided.
Proposal 4: UE AS layer can determine the EAB category based on the existing NAS information (i.e. RRC establishment cause and RPLMN) and internal implementation. No other NAS information needs to be provided.
It is proposed that CT1 discuss the above proposals and reply to the RAN2’s LS based on the above proposals.
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