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1. Introduction

We have volunteered to take on the task of checking the IETF references of some of the CT1 specifications particularly; 3GPP TS 24.008 [1], 24.301 [2], 29.118 [3], 24.302 [4], 24.303 [5], 24.234 [6], 24.312 [7], and 24.167 [8] as indicated on the CT1 exploder.

This paper shows the result of the analysis performed on the above indicated CT1 specifications, and provides some recommendations.
2. Discussion

All IETF references, i.e., RFCs and internet drafts (i-d), have been checked and identified whether those references are still valid, no longer current (obsoleted) or updated by other IETF documents. 
Additionally, an investigation has been performed to identify the technical changes introduced by the reference update, if any, as to decide whether the reference update should be considered by 3GPP in the appropriate specification.
A conclusion and action has been outlined, e.g., need of change request (CR) to address the reference update, replace the obsoleted reference or make recommendation on way forward.

We appreciate the help provided by Keith Drage’s initial excel sheet in order to start this activity. A number of updates have been identified to this sheet as a result of the investigation.

The table 1 below summarizes the investigation performed:
	Specification
	IETF reference
	IETF status
	Review comment
	Conclusion and action

	24.008
	RFC 1034
	UPDATED by RFC 1101, RFC 1183, RFC 1348, RFC 1876, RFC 1982, RFC 2065, RFC 2181, RFC 2308, RFC 2535, RFC 4033, RFC 4034, RFC 4035, RFC 4343, RFC 4035, RFC 4592, RFC 5936
	RFC 1034 is the famous “DNS” (on Concepts and facilities) together with RFC 1035 (on Implementation and specification). The updated RFCs are various extensions to the core DNS protocols. For example, descriptions of the rules for forming domain names appear in RFC 2181, RFC 4592 defines the role of wildcard records, and so on. Actually, the reference is not used by the specification
	Void the reference (see C1-113234)

	
	RFC 1661
	UPDATED by RFC 2153, UPDATED by RFC 5342
	RFC 2153 just defines the mechanism for proprietary vendor extensions of RFC 1661. By RFC 5342 the IANA allocation of identifiers is updated for proprietary vendor extensions not to allocate any further values in the 'CF Series'.


	The specification makes no use of proprietary vendor extensions, and therefore no action needed

	
	RFC 2710
	UPDATED by RFC 3590, RFC 3810 that is UPDATED by RFC 4606
	There are discrepancies in the rules defined in RFC 2710 and RFC 2462 which has led to different implementations, and therefore RFC 3590 allows the unspecified address to be used as a source address for MLD messages being used during duplicate address detection. RFC 3810 defined MLDv2. MLDv2 is designed to be interoperable with MLDv1and adds some further functionality. RFC 4606 defines modifications to the host and router portions of and MLDv2 for use with Source-specific multicast (SSM).

	The specification uses the RFC to refer to the MLD multicast listener interval for the use of cause #47. It is recommended adding reference to MLDv2 RFC 3810 for new releases in order to refer to the multicast address listening interval of this protocol to clarify where to find the information and allow the use of MLDv2 in an explicit way.

	
	RFC 3232
	
	
	No action

	
	RFC 3261
	UPDATED by RFC 3265, RFC 3853, RFC 4320, RFC 4916, RFC 5393, RFC 5621, RFC 5626, RFC 5630, RFC 5922, RFC 5954, RFC 6026, RFC 6141
	RFC 3261 is the famous on “SIP” (latest version). A number of extensions are available, for example, RFC 3265 (Subscribe / Notify) or RFC 4320 which reduces useless network traffic and the probability of messages losing the race condition inherent in the non-INVITE transaction. Some of the RFCs deal with security, e.g., RFC 5393 to address security vulnerability identified in SIP proxy behavior. 24.008 uses the RFC to identify the session state of an associated voice media stream (session; the media streams that SIP sets up. Dialog; the state that SIP itself defines)
	The specification uses the RFC for the case the voice media stream is handed over by means of SRVCC, and particularly identifying the associated session state (“confirmed”, “early”). Reference to the RFC is sufficient. No action needed.

	
	RFC 3376
	UPDATED by RFC 4604
	RFC 4606 defines modifications to the host and router portions of and IGMPv3 for use with Source-specific multicast (SSM).

	The specification uses the RFC to refer to the IGMP group membership interval for the use of cause #47. No action.

	
	RFC 3513
	OBSOLETED by RFC 4604 that is UPDATED by RFC 5552, RFC 6052
	RFC 5552 defines a canonical textual representation format which is expected to be followed by humans and systems when representing IPv6 addresses as text. RFC 6052 defines a prefix (well-known) for use in algorithmic translations, while allowing organizations to also use network-specific prefixes.
	The specification uses the RFC in the PCO IE description for identification of the IP address. Hence, no need to consider the updated RFCes and just replace the reference (see C1-113234). 

	
	RFC 3633
	
	
	No action

	24.301
	RFC 2131
	UPDATED by RFC 3396, RFC 4361, RFC 5496
	Actually, reference not used. When tracking back the addition of the references to RFC 2131, RFC 4039, RFC 3736, RFC 4861, and RFC 4862 one can see that they were added in the initial phases of the development of TS 24.30. CR0135R1 removed the text which used the RFC but not the reference.
	Void the reference (see C1-113235)

	
	RFC 3633
	
	
	No action

	
	RFC 4861
	UPDATED by RFC 5942
	As per review of RFC 2131
	Void the reference (see C1-113235)

	
	RFC 4862
	
	As per review of RFC 2131
	Void the reference (see C1-113235)

	24.301, and 24.303
	RFC 3736
	
	24.301: As per review of RFC 2131
	24.301: Void the reference (see C1-113234)
24.303: No action

	
	RFC 4039
	
	24.301: As per review of RFC 2131
	24.301: Void the reference (see C1-113235)
24.303: No action

	29.118, 24.302, and 24.234
	RFC 1035
	UPDATED by RFC 1101, RFC 1183, RFC 1348, RFC 1876, RFC 1982, RFC 1995, RFC 1996, RFC 2065, RFC 2136, RFC 2137, RFC 2181, RFC 2308, RFC 2535, RFC 2845, RFC 3425, RFC 3658, RFC 4033, RFC 4034, RFC 4035, RFC 4343, RFC 5936, RFC 5966
	RFC 1035 is on “Domain names – implementation and specification”. There is no enough space in this box to write a description and summary of differences of all updated RFCes. 
However, 29.118 uses the RFC to indicate that the VLR name in the form of a fully qualified domain name (FQDN). It seems more appropriate for this purpose to use RFC 1123 instead. Note that RFC 1123 allows hostname labels to start with digits.
 24.302 uses the RFC to indicate that the UE has to use DNS lookup by name in order to discover IP addresses. Hence, RFC 1035 seems sufficient.
Finally, 24.234 does not make use of the reference.
	29.118: It is recommended to use RFC 1123 instead (see C1-113361)
24.302: No action
24.234: Void the reference (see C1-113238)

	29.118
	RFC 791
	UPDATED by RFC 1349 that is OBSOLETED by RFC 2474
	Since RFC 1349 is obsoleted by RFC 2474, we should only consider RFC 2474 as a possible new RFC to be referenced. RFC 2474 defines the IP header field, called the DS (for differentiated services) field. The differentiated services codepoint (DSCP) is a value which is encoded in the DS field.
	The specification uses the RFC to indicate the use of IPv4 in the MME and VLR. The description in the specification is not related to DSCP and DiffServ is not used. No action

	
	RFC 2460
	UPDATED by RFC 5095, RFC 5722, RFC 5871
	RFC 2460 is the famous “IPv6”. RFC 5095 and RFC 5722 fix security concerns while RFC 5871 is just on guidelines for allocating new values for the Routing Type field.
	The specification uses the RFC to indicate the use of IPv6 in the MME and VLR. It could be considered to add references to RFC 5095 and RFC 5722 for new releases

	
	RFC 4960
	UPDATED by RFC 6096
	RFC 6096 the SCTP protocol is only changed to define the IANA registry for contents for currently defined chunk types (section 14.1 of RFC 4960). Mainly, since several protocol extensions currently being discussed need to define new chunk flags for existing chunks.
	The specification uses the RFC for use of transport of SGs messages, and particularly for the description of the SCTP endpoint redundancy. It seems that currently there is no need of adding RFC 6096

	24.302, 24.234, and 24.312
	RFC 3629
	
	
	No action

	24.302, and 24.234
	RFC 3748
	UPDATED by RFC 5247
	RFC 3748 is the famous "EAP". RFC 5247 provides an interesting EAP key hierarchy and also a framework for the transport and usage of keying material and parameters generated by EAP authentication algorithms. 24.234 uses the RFC to indicate that the WLAN UE and the 3GPP AAA server need to support EAP.

Finally, 24.302 does not make use of the reference.
	24.234: It could be considered to add reference to RFC 5247 for new releases after consultation with SA3
24.302. void the reference (see C1-113236)

	24.302, 24.303, and 24.234
	RFC 4187
	UPDATED by RFC 5448
	RFC 4187 is the famous "EAP-AKA" while RFC 5448 on "EAP-AKA’(prime)" is an update of EPA-AKA to be used by 3GPP, as we know, for non-3GPP access to EPC, e.g., 1x RTT, WLAN, WiMAX. All specifications use correctly EAP-AKA (USIM-based authentication). Regarding EAP-AKA’ (update for non-3GPP access to EPC), it is used when appropriate by 24.302

	No action

	
	RFC 4303
	
	
	No action

	
	RFC 4306
	OBSOLETED by RFC 5996
	
	Replace the reference by the current RFC since the used one is no longer valid (see C1-113236, C1-113237, and C1-113238)

	24.302
	RFC 4301
	UPDATED by RFC 6040
	RFC 4301 is on IPsec architecture and is a superset of the previous editions of IPsec (RFC 2401) with a second version of the internet key exchange (IKEv2) standard. RFC 6040 on tunnelling of explicit congestion notification (ECN) updates RFC 4301 on decapsulation to add new behaviours for previously unused combinations of inner and outer headers.
24.302 uses the RFC to reference to the security parameter index (SPI) of IPsec, and also to the description of the establishment of an IPsec tunnel via IKEv2.
	The specification does not make use of the explicit congestion notification (ECN) field of the IP header. No action

	
	RFC 4555
	
	
	No action

	
	RFC 5448
	
	
	No action

	
	RFC 6153
	
	
	No action

	24.303
	draft-ietf-mext-nemo-pd-05
	Now RFC 6276
	
	Replace the reference by the new RFC (see C1-113237)

	
	draft-ietf-mext-rfc3775bis-05
	Now RFC 6275
	
	Replace the reference by the new RFC (see C1-113237)

	
	draft-ietf-mip6-hiopt-15
	Now -17
	The i-d (DHCPv6 options for home discovery) is used in the specification for the UE performing HA discovery based on DHCPv6. The i-d seems to go for request for comments, and therefore just entered the RFC-editor queue (IESG processing state). This i-d is used from Rel-8, and seems an important guide for implementations which should use the latest version when possible
	It is recommended to update the reference to the new version of the i-d from Rel-8 in order to take it into account as soon as possible till RFC number is provided. When RFC exists, the i-d should be replace by the new RFC for new releases (see C1-113231, C1-113232, and C1-113233)

	
	RFC 3775
	OBSOLETED by RFC 6275
	
	Replace the reference by the current RFC since the used one is no longer valid (see C1-113237)

	
	RFC 3963
	
	
	No action

	
	RFC 4877
	
	
	No action

	
	RFC 5026
	
	
	No action

	
	RFC 5555
	
	
	No action

	
	RFC 5648
	UPDATED by RFC 6089
	RFC 6089 is already considered and part of the specification by use of draft-ietf-mext-flow-binding-11
	No action

	
	RFC 6088
	
	
	No action

	
	RFC 6089
	
	
	No action

	24.303, and 24.234
	RFC 4739
	
	
	No action

	24.234
	RFC 2474
	UPDATED by RFC 3168 that is UPDATED by RFC 6040, RFC 3260 
	RFC 3260 is on minor technical clarifications and terminology issues while RFC 6040 redefines how the explicit congestion notification (ECN) field of the IP header should be constructed on entry to and exit from any IP-in-IP tunnel
	The specification uses the RFC only to refer to the DS Field. No action

	
	RFC 2475
	UPDATED by RFC 3260
	RFC 3260 is on minor technical clarifications and terminology issues
	No action

	
	RFC 4186
	
	
	No action

	
	RFC 4284
	
	
	No action

	24.312
	RFC 3260
	
	
	No action

	24.167
	RFC 1123
	UPDATED by RFC 1349, RFC 2181, RFC 5321, RFC 5966  
	The specification uses the RFC to indicate the way to construct an FQDN, and RFC 1123 seems sufficient.
	No action

	
	RFC 5626
	
	
	No action


Table 1: Outcome of the investigation of IETF references

As shown in table 1, several CRs have been produced and submitted for agreement for this meeting. Future work might be required in a number of cases depending on CT1’s opinion. Please, check the conclusion and action field of table 1 to identify the need of potential new CRs or discussion.

3. Conclusion

An investigation on IETF references of some of the CT1 specifications has been performed particularly; 3GPP TS 24.008 [1], 24.301 [2], 29.118 [3], 24.302 [4], 24.303 [5], 24.234 [6], 24.312 [7], and 24.167 [8].

The outcome of the investigation shows the need of CRs and decision on whether some updates to the specifications are needed for future releases of 3GPP specifications. This should be subject of discussion in CT1 based on the information provided by this paper. If changes to CT1 specifications are finally required, we volunteer to provide the necessary contributions to the above listed specifications for future meetings so that we can conclude on our task.
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