
3GPP TSG CT WG1 Meeting #71
















C1-112163
Tallinn (Estonia), 9-13 May 2011
	CR-Form-v9.8

	CHANGE REQUEST

	

	(

	24.008
	CR
	1820
	(

rev
	1
	(

Current version:
	10.2.0
	(


	

	For HELP on using this form look at the pop-up text over the (
 symbols. Comprehensive instructions on how to use this form can be found at http://www.3gpp.org/specs/CR.htm.

	


	Proposed change affects:
(

	UICC apps(

	
	ME
	X
	Radio Access Network
	
	Core Network
	X


	

	Title:
(

	Per MS T3212 rather than T3212 multiplier

	
	

	Source to WG:
(

	Vodafone

	Source to TSG:
(

	C1

	
	

	Work item code:
(

	NIMTC
	
	Date: (

	13/05/2011

	
	
	
	
	

	Category:
(

	F
	
	Release: (

	Rel-10

	
	Use one of the following categories:
F  (correction)
A  (corresponds to a correction in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
R99
(Release 1999)
Rel-4
(Release 4)
Rel-5
(Release 5)
Rel-6
(Release 6)
Rel-7
(Release 7)
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)
Rel-11
(Release 11)
Rel-12
(Release 12)

	
	

	Reason for change:
(

	The PS domain T3312-extended timer permits the HPLMN and/or VPLMN to control the PS domain periodic update time with values up to 320 hours, independently of the value used for legacy (eg voice) devices. The existing PLU and PRU timer values are frequently set with regard to voice-mail delivery delays and may, for example, take values in the range of 30-120 minutes. When these timer ranges are coupled with the current T-3212 multiplier values of 5 to 12, the results do not align well with the T3312-extended values. This situation is aggravated by the situations where the HPLMN has to set the multiplier value in ignorance of the T3212 value in use by the VPLMN. 
Note that while, in some cases, it may be feasible for the HPLMN to know the value of T3212 used by the VPLMN – and hence adjust the T3212-multiplier sent by the HLR, it is highly desirable to minimise the amount of per-VPLMN configuration of the HLR.

As a consequence, it is proposed to replace the T3212-multiplier with a per-UE T3212 sent by the MSC. 


	
	

	Summary of change:
(

	The T3212-multiplier IE in the LU Accept message is replaced with a per-MS T3212 timer IE that the MS uses in place of the broadcast T3212.

	
	

	Consequences if 
(

not approved:
	Extreme difficulty in the PLMN being able to comply with any multi-operator agreements (e.g. with PLMNs that are NOT the current VPLMN) on failed network detection while maintaining service levels.

	
	

	Clauses affected:
(

	4.1.1.1.1, 4.4.2, 9.2.13, 9.2.13.5, 10.5.3.15

	
	

	
	Y
	N
	
	

	Other specs
(

	
	X
	 Other core specifications
(

	TS/TR ... CR ... rev ...

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... rev ...

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... rev ...

	
	

	Other comments:
(

	


4.1.1.1.1
Integrity Checking of Signalling Messages in the Mobile Station (Iu mode only)

In Iu mode only, integrity protected signalling is mandatory with one exception regarding emergency calls (see subclause 4.1.1.1.1a). In Iu mode only, all layer 3 protocols shall use integrity protected signalling once the security mode procedure has been successfully activated in the network and the MS. Integrity protection of all layer 3 signalling messages is the responsibility of lower layers. It is the network which activates integrity protection. This is done using the security mode control procedure (3GPP TS 25.331 [23c] and 3GPP TS 44.118 [111]).

The supervision that integrity protection is activated shall be the responsibility of the MM and GMM layer in the MS (see 3GPP TS 33.102 [5a]). In order to do this, the lower layers shall provide the MM and GMM layer with an indication on when the integrity protection is activated in the MS (i.e. one indication to the MM layer when a security mode control procedure for the CS domain is processed successfully and one indication to the GMM layer when a security mode control procedure for the PS domain is processed successfully). 

The CS and PS domains in the network and the MM and GMM layers in the MS, are not aware of whether integrity protection has been started in the lower layers by the other domain. It is mandatory for the network to initiate one security mode control procedure for the CS domain and one for the PS domain.

Except the messages listed below, no layer 3 signalling messages shall be processed by the receiving MM and GMM entities or forwarded to the CM entities, unless the network has activated the integrity protection for that domain.
-
MM messages:

-
AUTHENTICATION REQUEST

-
AUTHENTICATION REJECT

-
IDENTITY REQUEST

-
LOCATION UPDATING ACCEPT (at periodic location update with no change of location area or temporary identity, and, any Per MS T3212 value is not changed)

-
LOCATION UPDATING REJECT (if the cause is not #25)
-
CM SERVICE ACCEPT, if the following two conditions apply:

-
no other MM connection is established; and

-
the CM SERVICE ACCEPT is the response to a CM SERVICE REQUEST with CM SERVICE TYPE IE set to ‘emergency call establishment’

-
CM SERVICE REJECT (if the cause is not #25)
-
ABORT

-
GMM messages:

-
AUTHENTICATION & CIPHERING REQUEST

-
AUTHENTICATION & CIPHERING REJECT

-
IDENTITY REQUEST

-
ATTACH REJECT (if the cause is not #25)
-
ROUTING AREA UPDATE ACCEPT, if any of the following conditions applies:

-
the MS performs periodic routing area updating with no change of routing area or temporary identity, and the T3312 extended value is not changed;

-
the GMM entity in the MS has received an ATTACH ACCEPT message with neither ciphering nor integrity protection applied in response to an ATTACH REQUEST message with attach type set to "emergency attach"; or

-
the MS has performed intersystem change from S1 mode to Iu mode with a PDN connection for emergency bearer services for which the "null integrity protection algorithm" EIA0 has been used while in S1 mode.
-
ROUTING AREA UPDATE REJECT (if the cause is not #25)
-
SERVICE REJECT (if the cause is not #25)
-
DETACH ACCEPT (for non power-off) 

-
ATTACH ACCEPT, if the ATTACH ACCEPT is the response to an ATTACH REQUEST with attach type set to "emergency attach".

-
SERVICE ACCEPT, if any of the following conditions applies:

-
the GMM entity in the MS has received an ATTACH ACCEPT message with neither ciphering nor integrity protection applied in response to an ATTACH REQUEST message, with attach type set to "emergency attach"; or
-
the MS has performed intersystem change from S1 mode to Iu mode with a PDN connection for emergency bearer services for which the "null integrity protection algorithm" EIA0 has been used while in S1 mode.

-
CC messages:

-
all CC messages, if the following two conditions apply:

-
no other MM connection is established; and

-
the MM entity in the MS has received a CM SERVICE ACCEPT message with no ciphering or integrity protection applied as response to a CM SERVICE REQUEST message, with CM SERVICE TYPE set to ‘Emergency call establishment’ sent to the network.; or

-
the MM connection was established locally due to the SRVCC handover of a PDN connection for emergency bearer services for which the "null integrity protection algorithm" EIA0 has been used while in S1 mode or for which integrity protection has not been activated while in Iu mode.

-
SM messages:

-
all SM messages, if any of the following conditions applies:

-
the GMM entity in the MS has received an ATTACH ACCEPT message with neither ciphering nor integrity protection applied in response to an ATTACH REQUEST message, with attach type set to "emergency attach"; or

-
the MS has performed intersystem change from S1 mode to Iu mode with a PDN connection for emergency bearer services for which the "null integrity protection algorithm" EIA0 has been used while in S1 mode.
Once integrity protection is activated, the receiving layer 3 entity in the MS shall not process any other layer 3 signalling messages or any ATTACH ACCEPT message unless they have been successfully integrity checked by the lower layers. If any signalling messages, having not successfully passed the integrity check, are received, then the lower layers in the MS shall discard that message (see 3GPP TS 25.331 [23c] and 3GPP TS 44.118 [111]). If any layer 3 signalling message is received, in either PS or CS domains, as not integrity protected even though the integrity protection has been activated in the MS by that domain in the network, then the lower layers shall discard this message (see 3GPP TS 25.331 [23c] and 3GPP TS 44.118 [111]).

Integrity checking on the network side is performed by the RNC and is described in 3GPP TS 25.331 [23c] and 3GPP TS 44.118 [111].

*********************** next modified section *************************************************

4.4.2
Periodic updating

Periodic updating may be used to notify periodically the availability of the mobile station to the network. Periodic updating is performed by using the location updating procedure. The location updating type information element in the LOCATION UPDATING REQUEST message shall indicate periodic updating.

The procedure is controlled by the timer T3212 in the mobile station. If the MS receives the Per MS T3212 IE in the Location Updating Accept message, the MS shall use this IE to determine the value of T3212 instead of the value of T3212 that is broadcast. If the MS does not receive the Per MS T3212 IE in the Location Updating Accept message, the MS shall use the value of T3212 that is broadcast. If the timer is not already started, the timer is started each time the mobile station enters the MM IDLE substate NORMAL SERVICE or ATTEMPTing TO UPDATE. When the MS leaves the MM Idle State the timer T3212 shall continue running until explicitly stopped.

The timer is stopped (shall be set to its initial value for the next start) when:

-
a LOCATION UPDATING ACCEPT or LOCATION UPDATING REJECT message is received;

-
an AUTHENTICATION REJECT message is received;

-
the first MM message is received, or security mode setting is completed in the case of MM connection establishment, except when the most recent service state is LIMITED SERVICE;

-
the mobile station has responded to paging and thereafter has received the first correct layer 3 message except RR message;

-
the mobile station is deactivated (i.e. equipment powered down or SIM/USIM removed).

When the timer T3212 expires, the location updating procedure is started and the timer shall be set to its initial value for the next start. If the mobile station is in other state than MM Idle when the timer expires the location updating procedure is delayed until the MM Idle State is entered.

The conditions under which the periodic location updating procedure is used by a mobile station in the MM IDLE state are defined for each service state in subclause 4.2.2.

If the mobile station is in service state NO CELL AVAILABLE, LIMITED SERVICE, PLMN SEARCH or PLMN SEARCH-NORMAL SERVICE when the timer expires the location updating procedure is delayed until this service state is left.

In A/Gb mode and GERAN Iu mode, the (periodic) location updating procedure is not started if the BCCH information at the time the procedure is triggered indicates that periodic location shall not be used. The timeout value is broadcasted in the L3-RR SYSTEM INFORMATION TYPE 3 message on the BCCH, in the Control channel description IE, see 3GPP TS 44.018 [84] subclause 10.5.2.11.

In UTRAN Iu mode, the (periodic) location updating procedure is not started if the information on BCCH or in the last received dedicated system information at the time the procedure is triggered indicates that periodic location shall not be used. The timeout value is included in the CS domain specific system information element.

The T3212 timeout value shall not be changed in the NO CELL AVAILABLE, LIMITED SERVICE, PLMN SEARCH and PLMN SEARCH-NORMAL SERVICE states.

When a change of the broadcast T3212 timeout value has to be taken into account and the timer is running (at change of the serving cell or, change of the broadcast value of T3212), the MS shall behave as follows: 
let t1 be the new T3212 timeout value and let t be the current timer value at the moment of the change to the new T3212 timeout value; then the timer shall be restarted with the value t modulo t1.
.
When the mobile station is activated, or when a change of the broadcast T3212 timeout value has to be taken into account and the timer is not running, the mobile station shall behave as follows: 
let t1 be the new T3212 timeout value, the new timer shall be started at a value randomly, uniformly drawn between 0 and t1.

************************* next modified section *******************
9.2.13
Location updating accept

This message is sent by the network to the mobile station to indicate that updating or IMSI attach in the network has been completed. See table 9.2.15/3GPP TS 24.008.

Message type:
LOCATION UPDATING ACCEPT

Significance:

dual

Direction:


network to mobile station

Table 9.2.15/3GPP TS 24.008: LOCATION UPDATING ACCEPT message content

	IEI
	Information element
	Type/Reference
	Presence
	Format
	Length

	
	Mobility management
	Protocol discriminator
	M
	V
	½

	
	protocol discriminator
	10.2
	
	
	

	
	Skip Indicator
	Skip Indicator
	M
	V
	½

	
	
	10.3.1
	
	
	

	
	Location Updating
	Message type
	M
	V
	1

	
	Accept message type
	10.4
	
	
	

	
	Location area
	Location area
	M
	V
	5

	
	identification
	identification
	
	
	

	
	
	10.5.1.3
	
	
	

	17
	Mobile identity
	Mobile identity
	O
	 TLV
	3-10

	
	
	10.5.1.4
	
	
	

	A1
	Follow on proceed
	Follow on proceed
	O
	T
	1

	
	
	10.5.3.7
	
	
	

	A2
	CTS permission
	CTS permission
	O
	T
	1

	
	
	10.5.3.10
	
	
	

	4A
	Equivalent PLMNs
	PLMN list
	O
	TLV
	5-47

	
	
	10.5.1.13
	
	
	

	34
	Emergency Number List
	Emergency Number List

10.5.3.13
	O
	TLV
	5-50

	35
	Per MS T3212
	GPRS Timer 3

10.5.7.4a

	O
	TLV
	3


9.2.13.1
Follow on proceed
The follow on proceed information element appears if the network wishes to indicate that the mobile station may attempt an MM connection establishment using the same RR connection.

9.2.13.2
CTS permission

The CTS permission information element appears if the network wishes to allow the mobile station to use GSM-Cordless Telephony System in the Location Area.

9.2.13.3
Equivalent PLMNs

The Equivalent PLMNs information element is included if the network wants to inform the mobile station of equivalent PLMNs.

9.2.13.4
Emergency Number List

This IE may be sent by the network. If this IE is sent, the contents of this IE indicates a list of emergency numbers valid within the same MCC as in the cell on which this IE is received.

9.2.13.5
Per MS T3212
This IE may be sent by the network to provide the MS with a periodic LAU timer that may be different to the broadcast value, e.g. to lengthen the timer.
************************* next modified section ************************

10.5.3.15
Void
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